Executivul a aprobat proiecte
strategice pentru consolidarea
securitatii cibernetice

Cabinetul de ministri a aprobat o serie de hotarari care vizeaza sporirea securitatii
cibernetice, protectia infrastructurii critice si cresterea rezilientei digitale la nivel
national. Modificarile sunt necesare in contextul extinderii criminalitatii informatice si a
fraudei online, cresterii numarului de atacuri cibernetice, nivelului scazut de educatie
digitala, precum si riscurilor geopolitice si hibride, inclusiv prin interferenta
informationala straina.

Programul National de Securitate Cibernetica 2026-2030 stabileste obiective
strategice, masuri de politica si reglementare in domeniul securitatii cibernetice,
axandu-se pe consolidarea capacitatilor operationale, combaterea criminalitatii
informatice, educatie si sensibilizare, precum si cooperare internationala.

Sistemul informational ,Registrul de stat al incidentelor cibernetice” va asigura
evidenta si gestionarea incidentelor, alertelor si vulnerabilitatilor cibernetice.

Regulamentul Planului national de raspuns la incidente cibernetice si crize in domeniul
securitatii cibernetice instituie mecanisme eficiente de coordonare la nivel national,
proceduri de cooperare intre sectorul public si privat, integrarea in sistemul national
de management al crizelor si protectia infrastructurilor critice, crescand rezilienta
cibernetica a furnizorilor de servicii esentiale.

Regulamentului privind divulgarea coordonata a vulnerabilitatilor in domeniul
securitatii cibernetice defineste proceduri clare pentru identificarea, raportarea si
remedierea rapida a vulnerabilitatilor IT, protejand infrastructurile critice si datele
cetatenilor.

Regulamentul cu privire la supravegherea si controlul de stat asupra respectarii
cadrului normativ in domeniul securitatii cibernetice de catre furnizorii de servicii in
sectoarele critice va permite Agentiei pentru Securitate Cibernetica sa verifice
respectarea normelor legale si sa consolideze protectia retelelor si sistemelor
informatice esentiale pentru functionarea statului si a serviciilor publice.

Prin aceste masuri, Republica Moldova isi consolideaza capacitatea de prevenire,
detectare si raspuns la amenintarile cibernetice, creand un mediu digital sigur,
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interoperabil si conform standardelor europene.




