GUVERNUL REPUBLICII MOLDOVA

HOTARARE nr.
din 2026

Chisinau

Cu privire la aprobarea Conceptului
Sistemului informational ,,Arhiva electronica”

In temeiul art. 22 lit. d) din Legea nr. 467/2003 cu privire la informatizare
si la resursele informationale de stat (Monitorul Oficial al Republicii Moldova,
2004, nr. 6-12, art. 44), cu modificarile ulterioare, al art. 50 alin. (4) din Legea
nr. 124/2022 privind identificarea electronica si serviciile de incredere (Monitorul
Oficial al Republicii Moldova, 2022, nr. 170-176, art. 317), cu modificarile
ulterioare, Guvernul HOTARASTE:

1. Se aproba Conceptul Sistemului informational ,,Arhiva electronica”,
conform anexei.

2. Ministerul Justitiei, cu suportul Agentiei Nationale a Arhivelor, in
termen de 12 luni de la data intrarii in vigoare a prezentei hotarari, va elabora si
va prezenta Guvernului spre aprobare proiectul hotararii Guvernului
privind aprobarea Regulamentului resursei informationale formate de Sistemul
informational ,,Arhiva electronica”.

3. Ministerul Justitiei, prin intermediul Agentiei Nationale a Arhivelor, va
asigura crearea si implementarea Sistemului informational ,,Arhiva electronica”,
precum si mentenanta si dezvoltarea ulterioarda a Sistemului informational
nominalizat.

4. Dezvoltarea, administrarea si mentenanta Sistemului informational
,Arhiva electronica” va fi asiguratd in limitele resurselor financiare alocate anual
in bugetul autoritatilor/institutiilor responsabile sau din alte surse neinterzise de
lege.



5. Prezenta hotarare intra in vigoare la data publicarii in Monitorul Oficial
al Republicii Moldova.

Prim-ministru ALEXANDRU MUNTEANU

Contrasemneaza:

Viceprim-ministru,
ministrul dezvoltarii
economice si digitalizarii Eugeniu OSMOCHESCU

Ministrul justitiei Vladislav Cojuhari



Aprobat
prin Hotararea Guvernului nr. 12026

CONCEPTUL
Sistemului informational ,,Arhiva electronica”

INTRODUCERE

Sistemul informational ,,Arhiva electronica” (in continuare — Sl e-Arhiva)
este destinat pentru a functiona in domeniul arhivarii in sectorul public,
automatizand pastrarea pe termen lung a inregistrarilor electronice care apartin
Fondului Arhivistic al Republicii Moldova.

In prezent, nu existd un sistem informational unificat pentru gestionarea si
pastrarea inregistrarilor electronice. Prin urmare, fiecare autoritate si institutie
publica utilizeaza solutii proprii, dezvoltate la nivel intern. In unele cazuri, aceste
solutii nu sunt fiabile, existand riscul ca unele inregistrari electronice sa fie
pierdute definitiv.

Crearea unui sistem informational central de arhiva electronica este
modalitatea optima de a minimiza riscul deteriorarii, distrugerii sau al pierderii
documentelor de arhiva.

Capitolul |
DISPOZITII GENERALE

1. Sl e-Arhiva este un sistem informational format dintr-o totalitate de
resurse si tehnologii informationale interdependente, destinate pentru pastrarea
prelucrarea si furnizarea de informatiilor Fondului Arhivistic al Republicii
Moldova.

2. Scopul SI e-Arhiva este de a permite Agentiei Nationale a Arhivelor (in
continuare — ANA) sa realizeze stocarea si pastrarea inregistrarilor electronice
aferente Fondului Arhivistic al Republicii Moldova in mod eficient.

3. In sensul prezentului Concept se utilizeazid urmitoarele notiuni si
abrevieri:

3.1. consumator — persoanad sau sistem care utilizeaza arhiva pentru a gasi
sl a accesa informatiile pastrate la orice nivel de detaliu permis;

3.2. comunitate desemnata — grup identificat de potentiali consumatori care
sunt capabili sa inteleaga un anumit set de informatii;

3.3. inregistrare — informatie inregistrata pe orice suport, care este creata
sau primita in cursul activitatilor unei persoane fizice sau juridice, al carei
continut, forma si structura este suficienta pentru a furniza dovezi ale faptelor sau
ale activitatilor,

3.4. inregistrare arhivistica — nregistrare careia | s-a acordat valoare
arhivistica de catre o arhiva publica, ca urmare a unei evaluari;



3.5. OAIS (Open Archival Information System) — notiune care are

urmatoarele semnificatii:

1) model de referinta pentru un sistem informatic arhivistic deschis (OAIS),
creat de catre Comitetul consultativ pentru sisteme de date spatiale, publicat si ca

1SO 14721:2025;

2) (asa cum este definit in modelul de referinta OAIS) sistem de arhiva
format din hardware, software, informatii, procese si proceduri bazate pe politici
puse in aplicare si operate de 0 organizatie si de catre personalul acesteia;

3.6. pachet de informarii — container logic, compus din informatii despre
continut (adica tinta initiala a conservarii) si/sau metadatele sale;

3.7. PIA — pachet de informatii arhivistice, pastrat in arhiva;

3.8. PID — pachet de informatii de diseminare, derivat din unul sau mai
multe PIA si trimis de arhive catre consumator;

3.9. PIT — pachet de informatii, livrat de catre producator in arhiva,

3.10. producator — persoana fizica sau juridica sau, dupa caz, un sistem-

client care transfera informatii in arhive.

4. Arhiva electronica faciliteaza operatorilor sai indeplinirea celor sase
responsabilitati de baza, astfel cum sunt definite in OAIS (a se vedea Error!

Reference source not found.).

Tabelul 1

Responsabilititile obligatorii ale OAIS

Responsabilitatea obligatorie
ce deriva din OAIS

Specificatii pentru Sl e-Arhiva

1

2

Negocierea si acceptarea informatiilor adecvate din
partea producatorilor de informatii

Arhivarea publica este reglementatd prin lege,
astfel incat ,,negocierea” trebuie citita ca ,,acord
asupra specificului procesului si a rezultatelor”

Obtinerea  unui  control  suficient  asupra
informatiilor furnizate la nivelul necesar, pentru a
asigura conservarea pe termen lung si permanent

Presupune un control in urma caruia pot fi
intreprinse masurile de conservare necesare, de
exemplu, de a migra inregistririle in alte
formate de fisiere sau de a le vizualiza folosind
software diferit de cel original (de exemplu, prin
emulatoare). Clarificarea dreptului de autor si a
altor drepturi legate de acces face parte, de
asemenea, din aceastd responsabilitate. Desi
acest tip de control nu reprezintad o practica
frecventa pentru arhivele publice, se impune a
nu fi omis in situatiile in care este relevant, cum
ar fi integrarea arhivelor personale, a creatiilor
artistice sau a altor materiale

Determinarea, fie de sine statator, fie impreuna cu
alte parti, a entitatilor care ar trebui sa devina
comunitatea desemnata, adica comunitétile care ar
trebui sa poatd intelege informatiile furnizate.

Notiunea de ,,comunitate desemnatd” decurge
din Legea nr. 880/1992 privind Fondul
Arhivistic al Republicii Moldova si din
Hotararea Guvernului nr. 352/1992 cu privire la
aprobarea Regulamentului Fondului arhivistic




1

2

Definitia ~ comunitatii ~ desemnate  include

determinarea bazei lor de cunostinte

de stat, fiind definita ca totalitatea persoanele
juridice si fizice.

,Baza de cunostinte” este un termen OAIS
utilizat pentru a defini cadrul contextual de
intelegere care poate fi asteptat de la
consumatorii de informatii de arhiva

Asigurarea faptului ca informatiile care urmeaza sa
fie pastrate sunt, in mod corespunzator, usor de
inteles pentru comunitatea desemnati. in special,
comunitatea desemnata ar trebui sa fie capabila sa
inteleaga informatia, fard a avea nevoie de resurse
speciale, cum ar fi asistenta expertilor care le-au
produs

Deoarece consumatorii sunt publicul larg si
cronologia este perpetud, nu se pot astepta
cunostinte specifice (spre deosebire de arhiva
interna pe termen scurt a unei agentii, unde
salariatii au 0 multime de cunostinte contextuale
despre subiect). Astfel, teoria generald a
arhivelor oferd indrumarea adecvatd pentru
dezvoltarea descrierilor arhivistice

Aplicarea consecventa a unor politici si proceduri
documentate, aprobate in prealabil, care sa asigure
pastrarea si protejarea informatiilor Tmpotriva
tuturor situatiilor neprevazute rezonabile, inclusiv
pierderea arhivei, garantand ca informatiile nu sunt
sterse sau modificate decat in conditiile prevazute
explicit de o strategie de gestionare a informatiilor,
aprobatd formal, fara exceptii sau decizii ad-hoc

Protectia impotriva disparitiei arhivei presupune
ca arhiva electronica trebuie sa fie conceputa
astfel incat toate informatiile (atat cele de
continut, cat si metadatele) s poata fi exportate
in formate care permit importul intr-un alt
sistem de depozit digital

Punerea informatiilor pastrate la dispozitia
comunitatii desemnate si permiterea diseminarii
informatiilor sub forma de copii ale continutului
original transmis sau ca urmare a acesteia, cu
dovezi care sa sustina autenticitatea acesteia

Metodele specifice de furnizare a accesului si a
dovezilor de autenticitate vor fi dezvoltate in
timpul fazei de analiza detaliata

5. Contextul Sl e-Arhiva este prezentat in Figura 1, iar explicatiile diagramei
sunt incluse in Error! Reference source not found..
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Figura 1. Fluxul de valoare si capabilitatile Sl e-Arhiva

Tabelul 2

Explicatii ale diagramei Fluxul de valoare si capabilitatile SI e-Arhiva

Element diagrami | Descriere |
1 2
@ Persoand, institutie sau sistem-client care transfera
e informatii in arhive
e Organizatie care oferd asistentd software, tehnica sau
Bolufii intelectuala 1n orice fazd a ciclului de viata al
informatiilor (de exemplu, furnizor de sisteme de
gestionare a Inregistrarilor electronice, furnizor de
servicii de arhivare in cloud, furnizor de servicii de
digitalizare)
@ Organizatie care este responsabila de administrarea si
Athiva gestionarea unei arhive electronice. In contextul
arhivei electronice din Republica Moldova,
organizatia responsabila este ANA
@ Persoana sau sistem care folosesc arhiva
Consumator

Managementul fnregisl:ra"m'l or

>

Crearea gi
. Gestionarea
Inregistrari Active

Transmiterea
——-» Inregistranlor

la Arhiva

Flux de valoare, care asigura pentru producator
coordonarea eficientd a crearii inregistrarilor, a
utilizarii lor active si a transmiterii acestora in arhiva.
Acesta consta din sub-fluxurile: ,Crearea si
gestionarea inregistrarilor active” si ,,Transmiterea
inregistrarilor la arhiva”. Inregistrarile pot fi in mai
multe forme




1 2
Gestionarea ol Capacitatea ,,Gestionarea transmiterii” este necesara
g pentru functionarea fluxului de valori ,,Transmiterea

inregistrarilor la arhiva”. ,,Gestionarea transmiterii”
este capacitatea producatorilor de a gestiona

Negocierea . ..
acordului software-ul, hardware-ul, procesele si salariatii
Srczenc necesari  pentru extragerea continutului  din
infrastructurile lor digitale in vederea transmiterii la

Selectarea si E: s~

“pregitirea arhiva.
ineegistanlon Aceasta capacitate este adesea partajata cu furnizorii
& de informatii si/sau arhivele care oferd asistentad

Exportarea
inregistrérilor

tehnica si instrumente relevante. Aranjamentul
specific pentru Sl e-Arhiva va fi stabilit intr-o faza
mai detaliatd de analiza a afacerii

Transmiterea

inregistréarlor
la arhiva
Conservaea pe termen lung 5i Acces > Acest flux de valoare asigura consumatorilor
B 0D S Oferires. D accesibilitate, pe termen lung, la informatiile arhivate.
g | he | e 77| Fluxul este implementat pe baza celor mai bune
practici, standarde si necesitati relevante ale
consumatorilor.
Acest flux de valoare este deservit de mai multe
capacitati. Serviciile de afaceri care realizeaza aceste
capacitati sunt detaliate in diferite standarde de
arhivare (de exemplu, ,Primirea si stocarea
inregistrarilor” este acoperit de OAIS (Open Archival
Information System — ISO 14721:2012) si PAIMAS
(Producer-Archive Interface Methodology Abstract
Standard — Standardul abstract de metodologie pentru
interfata Producator-Arhiva)
e 2 Fluxul de valori care ofera consumatorilor informatii
oo e 552'3115351’2{9 arh_ivatc?, luand in considerare restrictiile de acces
aplicabile
Aceasta capacitate se refera la redarea informatiilor
o arhivate in asa fel incét sa poata fi utilizate de catre
oskTen R consumator. Acest lucru poate fi realizat prin

furnizarea mediului software adecvat (de exemplu,
vizualizatoare, emulatoare) de catre ANA sau prin
livrarea informatiilor ca fisiere descarcabile in
formate care pot fi redate de catre consumator
folosind software-ul disponibil in mod obisnuit.

in timpul fazei de analizd detaliata

6. Principiile de baza ale SI e-Arhiva sunt urméatoarele:

6.1. principiul legalitatii, care presupune crearea si exploatarea sistemului
informatic in conformitate cu legislatia nationald, precum si cu normele si
standardele internationale recunoscute in domeniu;

6.2. principiul plenitudinii datelor, care presupune asigurarea volumului
complet al informatiei colectate in conformitate cu prevederile actelor normative;



6.3. principiul datelor sigure, care presupune asigurarea procedurilor de
includere si de interactiune in sistem doar a datelor veridice, prin utilizarea
canalelor autorizate si autentificate;

6.4. principiul securitatii informationale, care presupune asigurarea unui
nivel corespunzdtor de integritate, selectivitate, accesibilitate si eficientd pentru
protectia datelor impotriva pierderilor, alterarilor, deteriorarilor si a accesului
nesanctionat;

6.5. principiul scalabilitatii, care presupune asigurarea unei performante
constante a solutiei informatice la cresterea volumului de date si a solicitarii
sistemului informatic;

6.6. principiul expansibilitatii, care presupune posibilitatea de extindere si
completare a sistemului informatic cu functii noi sau imbunatatirea celor existente;

6.7. principiul centralizarii, care presupune concentrarea informatiei
arhivate de catre persoanele fizice si juridice intr-un singur sistem informational;

6.8. principiul controlului, care presupune monitorizarea masurilor ce
asigurd calitatea, fiabilitatea resurselor si a sistemelor informationale ale
Ministerul Justitiei, precum si pastrarea si utilizarea rationald a acestora.

7. Dezvoltarea Sl e-Arhiva respecta prevederile legislatiei, ale
standardelor relevante si cele mai bune practici.
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Capitolul 11
SPATIUL JURIDICO-NORMATIV

8. Actele normative ce reglementeaza crearea si functionarea Sl e-Arhiva
sunt:

8.1. Legea nr. 880/1992 privind Fondul Arhivistic al Republicii Moldova;

8.2. Legea nr. 1069/2000 cu privire la informatica;

8.3. Legea nr. 467/2003 cu privire la informatizare si la resursele
informationale de stat;

8.4. Legea nr. 71/2007 cu privire la registre;

8.5. Legea nr. 133/2011 privind protectia datelor cu caracter personal;

8.6. Legea nr. 142/2018 cu privire la schimbul de date si interoperabilitate;

8.7. Legea nr. 124/2022 privind identificarea electronica si serviciile de
incredere;

8.8. Legea nr. 148/2023 privind accesul la informatiile de interes public;

8.9. Hotararea de Guvern nr. 352/1992 cu privire la aprobarea
Regulamentului privind Fondul arhivistic de stat;

8.10. Hotararea Guvernului nr. 735/2002 cu privire la sistemele speciale de
telecomunicatii ale Republicii Moldova;

8.11. Hotararea Guvernului nr. 840/2004 cu privire la crearea Sistemului de
telecomunicatii al autoritatilor administratiei publice;

8.12. Hotararea de Guvern nr. 733/2006 cu privire la Conceptia guvernarii
electronice;

8.13. Hotararea Guvernului nr. 562/2006 cu privire la crearea sistemelor si
resurselor informationale automatizate de stat;

8.14. Hotararea Guvernului nr. 709/2011 cu privire la unele masuri in
domeniul e-Transformare a guvernarii;

8.15. Hotararea Guvernului nr. 710/2011 cu privire la aprobarea
Programului strategic de modernizare tehnologica a guvernarii (e-Transformare);

8.16. Hotararea Guvernului nr. 656/2012 cu privire la aprobarea
Programului privind Cadrul de Interoperabilitate;

8.17. Hotararea Guvernului nr. 1090/2013 privind serviciul electronic
guvernamental de autentificare si control al accesului (MPass);

8.18. Hotararea Guvernului nr. 128/2014 privind platforma tehnologica
guvernamentala comuna (MCloud);

8.19. Hotararea Guvernului nr. 700/2014 pentru aprobarea Conceptiei
privind principiile datelor guvernamentale deschise;

8.20. Hotararea Guvernului nr. 701/2014 cu privire la aprobarea
Metodologiei publicarii datelor guvernamentale deschise;

8.21. Hotararea Guvernului nr. 708/2014 privind serviciul electronic
guvernamental de jurnalizare (MLog);

8.22. Hotararea Guvernului nr. 1141/2017 pentru aprobarea Regulamentului
privind modalitatea de aplicare a semnaturii electronice pe documentele
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electronice de catre functionarii persoanelor juridice de drept public in cadrul
circulatiei electronice ale acestora;

8.23. Hotdrarea Guvernului 414/2018 cu privire la masurile de consolidare
a centrelor de date in sectorul public si de rationalizare a administrarii sistemelor
informationale de stat;

8.24. Hotararea Guvernului nr. 143/2019 cu privire la organizarea si
functionarea Agentiei Nationale a Arhivelor;

8.25. Hotararea Guvernului nr. 211/2019 privind platforma de
interoperabilitate (MConnect);

8.26. Hotararea Guvernului nr. 375/2020 pentru aprobarea Conceptului
Sistemului informational automatizat ,,Registrul imputernicirilor de reprezentare
in baza semnaturii electronice” (MPower) si a Regulamentului privind modul de
tinere a Registrului imputernicirilor de reprezentare in baza semnaturii electronice;

8.27. Hotararea Guvernului nr. 376/2020 pentru aprobarea Conceptului
serviciului guvernamental de notificare electronica (MNotify) si a Regulamentului
privind modul de functionare si utilizare a serviciului guvernamental de notificare
electronicd (MNotify);

8.28. Hotararea Guvernului nr. 153/2021 pentru aprobarea Conceptului
Sistemului informational ,,Registrul resurselor si sistemelor informationale de
stat” si a Regulamentului privind modul de tinere a Registrului resurselor si
sistemelor informationale de stat;

8.29. Hotararea Guvernului nr. 323/2021 pentru aprobarea Conceptului
Sistemului informational ,,Catalogul semantic” si @ Regulamentul privind modul
de tinere a Registrului format de Sistemul informational ,,Catalogul semantic”;

8.30. Hotararea Guvernului nr. 184/2023 pentru aprobarea Regulamentului
privind activitatea prestatorilor de servicii de incredere calificati;

8.31. Hotararea Guvernului nr. 650/2023 privind Strategia de transformare
digitala a Republicii Moldova pentru anii 2023-2030;

8.32. Hotararea Guvernului nr. 305/2024 cu privire la platforma de gazduire
si partajare a documentelor (MDocs);

8.33. Hotararea Guvernului nr. 562/2025 cu privire la modul de realizare a
obligatiilor de asigurare a securitatii cibernetice de catre furnizorii de servicii in
sectoarele critice;

8.34. Hotararea Guvernului nr. 677/2025 cu privire la consolidarea
accesului la serviciile publice electronice in cadrul Portalului guvernamental
integrat EVO utilizat la prestarea serviciilor publice electronice si aprobarea
masurilor necesare pentru implementarea modelului unitar de design;

8.35. Ordinul Ministrului Dezvoltarii Informationale nr. 78/2006 cu privire
la aprobarea reglementarii tehnice ,,Procesele ciclului de viata al software-ului”
RT 38370656-002:2006;

8.36. Ordinul Ministrului Dezvoltarii Informationale nr. 94/2009 cu privire
la aprobarea unor reglementari tehnice;
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8.37. Ordinul Serviciului de Stat de Arhiva nr. 1/2010 cu privire la
Instructiunea de ordonare a documentelor in organizatiile, institutiile si
intreprinderile Republicii Moldova;

8.38. Ordinul Serviciului de Stat de Arhiva nr. 57/2016 cu privire la
aprobarea Indicatorului documentelor-tip si al termenelor lor de pastrare pentru
organele administratiei publice, pentru institutiile, organizatiile si intreprinderile
Republicii Moldova si a Instructiunii privind aplicarea Indicatorului.

9. Principalele standarde si documente standard de consultat in timpul
proiectarii SI e-Arhiva sunt:

9.1. SM ISO 14721:2012 — Model de referinta pentru un sistem deschis de
informatii de arhiva, OAIS;

9.2. SM IS0 20652:2006 — Standardul Abstract al Metodologiei Interfetei
Producator-Arhiva, PAIMAS;

9.3. SM ISO 16363:2012 — Audit si certificare a depozitelor digitale de
incredere, TDR;

9.4. Specificatiile pachetului de informatii de arhivare electronica;

9.5. Arhitectura de referinta de arhivare electronica;

9.6. eACMM — Model de maturitate a capacitdtii de arhivare electronica,

9.7. SM ISO/CEI/IEEE 15288:2015 — Ingineria sistemelor si software-ului.
Procesele ciclului de viata al sistemului.

9.8. The ARK Identifier Scheme — specificarea identificatorilor persistenti
numiti Archival Resource Keys (Chei de Resursa Arhivistica).

Capitolul 111
SPATIUL FUNCTIONAL

10. Functionalitatile de baza sunt grupate in entitati functionale, in
conformitate cu OAIS (conform Figurii 2):

Planificarea conservarii

Informatii Informatii

PIT )
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Figura 2. Entitati functionale OAIS
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10.1. Ingerare a— acceptarea, de catre sistemul informational, a PIT-ului de
la producdtori, inclusiv asigurarea calitatii si pregatirea PIA-urilor pentru stocare
si gestionare in arhiva, precum si asigurarea interconexiunii cu sistemele
informationale ale producatorilor sau cu alte arhive care transfera inregistrari in
arhiva electronica;

10.2. Stocarea arhivelor — stocarea, intretinerea si recuperarea PIA-urilor,
inclusiv primirea PIA-urilor de la Ingerare si adaugarea lor la stocarea permanenta,
gestionarea ierarhiei de stocare, reimprospatarea mediilor pe care sunt stocate
fondurile de arhiva, efectuarea verificarii de rutina si a erorilor speciale, furnizarea
de capabilitati de recuperare in caz de dezastru si furnizarea PIA-urilor la Access
pentru a onora comenzile;

10.3. Gestionarea datelor — popularea, mentinerea si accesarea atat a
informatiilor descriptive despre fonduri arhivistice, cat si a datelor administrative
utilizate pentru gestionarea arhivel;

10.4. Administrarea — totalitatea de servicii si functii pentru functionarea
generala a Sl e-Arhiva, inclusiv negocierea acordurilor de depunere cu
producatorii, auditarea transmiterilor, gestionarea configuratiei sistemului,
monitorizarea si Tmbunatatirea operatiunilor de arhivare, inventariere, raportare,
actualizarea fondurilor, mentinerea standardelor si politicilor, precum si furnizarea
de asistenta pentru clienti;

10.5. Planificarea conservarii — monitorizarea mediului arhivei, furnizarea
de recomandari si planuri de conservare pentru a se asigura ca informatiile stocate
raman accesibile, usor de inteles si utilizabile pe termen lung;

10.6. Accesul — entitate functionala care permite consumatorilor sa
determine existenta, descrierea, locatia si disponibilitatea informatiilor, precum si
solicitarea si primirea acestora. Aceasta deserveste atat utilizatorii interni, cat si
cei externi prin PIA, verificd drepturile de acces si urmareste utilizarea
inregistrarilor;

10.7. Serviciile comune — functionalitati tehnice care permit operarea celor
sase entitati functionale de baza din figura 2 (de exemplu, servicii de sistem de
operare, servicii de retea si servicii de securitate).

11. Structura interioara a entitatilor functionale este definitd in cadrul
analizei detaliate pe baza standardelor mentionate la pct. 5.

12. In e-Arhiva este posibila verificarea semniturii electronice calificate si
de semnare repetata sau marcare temporara la slabirea algoritmilor criptografici.

Capitolul IV 5
STRUCTURA ORGANIZATIONALA

13. Proprietarul SI e-Arhiva este statul.
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14. Posesorul Sl e-Arhiva este Ministerul Justitiei, care asigura conditiile
organizatorice si financiare pentru functionarea acestuia.

15. Detinatorul SI e-Arhiva este ANA, care asigura crearea, administrarea,
mentenanta, dezvoltarea si exploatarea acestuia. Registratorii SI e-Arhiva sunt
angajatii din cadrul ANA, care asigura inregistrarea, completarea sau modificarea
datelor din sistemul informational.

16. Administratorul tehnic al SI e-Arhiva este Institutia Publica Serviciul
Tehnologia Informatiei si Securitate Cibernetica, care isi exercitd atributiile
conform cadrului normativ in domeniul administrarii tehnice si mentinerii
sistemelor informationale de stat.

17. Furnizorii de informatii ai SI e-Arhiva (producatorii, in sensul OAIS)
sunt persoanele fizice si juridice care creeaza inregistrari cu valoare arhivistica sau
au obligatia de a-si depune inregistrarile electronice pe termen lung de pastrare,
sau dupa caz, pe termen permanent de pastrare la ANA.,

18. Utilizatorii SI e-Arhiva (consumatorii, in sensul OAIS) sunt utilizatorii
fondului arhivistic stabiliti in Legea nr. 880/1992 privind Fondul Arhivistic al
Republicii Moldova si Hotararea Guvernului 352/1992 cu privire la aprobarea
Regulamentului Fondului arhivistic de stat.

Capitolul V
DOCUMENTELE SI E-ARHIVA

19. Documentele de intrare ale S| e-Arhiva sunt urmatoarele:

19.1. inregistrarile electronice cu termen lung si permanent de pastrare care
sunt ingerate in arhiva;

19.2. solicitarile de acces ale utilizatorilor.

20. Documente de iegire ale Sl e-Arhiva sunt urmatoarele:

20.1. copiile Inregistrarilor arhivate;

20.2. certificatul de arhivd — document cu valoare juridica, eliberat de
arhiva, care cuprinde informatii despre existenta in documentele arhivei a unor
date referitoare la situatii si drepturi invocate in cererile solicitantilor;

20.3. procesul-verbal de primire-predare a dosarelor electronice pentru
pastrarea permanenta.

21. Documente tehnologice ale Sl e-Arhiva sunt urmatoarele:
21.1. rapoartele privind utilizarea sistemului informationali;
21.2. jurnalele de audit ale actiunilor utilizatorilor din Sl e-Arhiva.
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Capitolul VI
SPATIUL INFORMATIONAL

22. Obiectele informationale gestionate in Sl e-Arhiva sunt urmatoarele:

22.1. documentul — actul receptionat de la furnizorul de informatie
(producator) pe suport de hartie sau in format electronic, pentru a fi inclus in
Sl e-Arhiva. Acesta este un document in sens abstract (adica informatiile din el)
care poate fi continut in mai multe obiecte de date, care la randul lor pot fi fie
obiecte digitale (adica fisiere de calculator), fie obiecte fizice (de exemplu,
documente pe hartie). Informatiile din document si metadatele sale vor fi
distribuite catre diferite obiecte informationale pentru a permite efectuarea tuturor
aspectelor conservarii digitale. Acest obiect informational este caracterizat prin
urmatoarelor categorii de date:

22.1.1. identificatorul, care respecta specificatia Archival Resource Key (in
continuare — identificator ARK);

22.1.2. denumirea sau, dupa caz, numele/prenumele furnizorului de
informatie;

22.1.3. IDNO sau, dupa caz, IDNP;

22.1.4. data emiterii documentului;

22.1.5. numarul si, dupa caz, seria documentului;

22.1.6. tipul si denumirea documentului;

22.1.7. data receptionarii documentului de catre ANA;

22.1.8. conditiile de acces — restrictiile datorate datelor cu caracter personal
sau motivele administrative, drepturile de autor etc.;

22.2. obiectul de date — obiectul abstract care este, fie un obiect digital (de
exemplu, un fisier de calculator), fie un obiect fizic (de exemplu, un document pe
hartie). Acest obiect informational este caracterizat prin identificatorul ARK;

22.3. obiectul digital — o secventa de biti, care consta din:

22.3.1. identificatorul ARK;

22.3.2. fluxul de biti;

22.4. obiectul fizic — document pe hartie, casetdi VHS, mostra de roca
geologica sau orice alt obiect material care necesita conservare si este gestionat de
Sl e-Arhiva. Acest obiect informational este caracterizat prin identificatorul ARK;

22.5. informayiile de consinut — obiect informational care transporta sarcina
utila, adica datele efective care sunt pastrate. Acesta consta din:

22.5.1 identificatorul ARK;

22.5.2. obiectul de date;

22.5.3. informatiile de reprezentare;

22.6. informatiile de descriere a conservarii (PDI) reprezinta metadatele
necesare pentru conservarea adecvata a informatiilor de continut pe termen lung,
inclusiv a informatiilor despre provenienta, referinta, fixitate, context si drepturi
de acces. Acestea constau 1n:

22.6.1. identificatorul ARK;
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22.6.2. informatiile de referintd — identificatorii si, daca este necesar,
descrierile sistemelor de identificare/referinta. De exemplu, numarul de
inregistrare al unui document in sistemul de pastrare a evidentelor al creatorului
arhivei sau codul de referinta din catalogul ANA. Prima informatie de referinta
este ID-ul ARK al obiectului informatiilor de continut descris;

22.6.3. informatiile de context — motivul pentru care a fost creat obiectul de
date de continut si cum se raporteaza la alte obiecte de date de continut;

22.6.4. informatiile de provenienta — istoricul obiectului de date de continut,
inclusiv orice modificari care ar fi putut avea loc de la originea sa si cine a avut
custodia acestuia;

22.6.5. informatiile de fixitate — valorile hash, descrierile algoritmului hash;

22.6.6. informatiile despre drepturile de acces — restrictiile datorate datelor
cu caracter personal sau motive administrative, drepturi de autor, etc.;

22.7. informatiile de ambalare — descrierea modului in care componentele
unui pachet de informatii sunt legate logic sau fizic si cum se pot identifica si
extrage componentele. Acestea au urmatoarele atribute:

22.7.1. identificatorul ARK;

22.7.2. descrierea compozitiei pachetului;

22.8. informariile descriptive — metadatele utilizate pentru descoperirea
pachetelor de informatii. Acestea contin date care servesc drept intrare pentru
documente sau aplicatii numite ,,instrumente de acces”. Informatiile descriptive
sunt, in general, derivate din descrierea pachetului, care deriva, ea nsasi, din
informatiile de continut si PDI. Informatiile descriptive pot fi privite ca un index
pentru a permite accesul eficient la pachetul de informatii asociat prin intermediul
instrumentelor de acces asociate. Instrumentele de acces sunt documente sau
aplicatii care pot fi utilizate pentru a localiza, a analiza, a recupera sau a ordona
informatiile din OAIS. Acestea au urmatoarele atribute:

22.8.1. identificatorul ARK;

22.8.2. metadatele descriptive (de exemplu, elemente precum titlul, datele,
extinderea si mediul, domeniul de aplicare si continutul, punctele de acces la
subiect, codificate ca METS (Metadata Encoding and Transmission Standard —
Standard de Codificare si Transmisie a Metadatelor) sau EAD (Encoded Archival
Description — Descriere Arhivistica Codata).

22.9. informatiile de reprezentare — totalitatea necesarului pentru a reda si
a interpreta fluxul de biti. Acestea constau din:

22.9.1. identificatorul ARK;

22.9.2. informatiile despre reprezentarea structurii — descrierea formatului
de fisier. Poate fi o referinta la o specificatie de format de fisier stabilita (de
exemplu, PDF 1.7), o schemda XML (XSD) pentru un set de date bazat pe XML
sau, pentru un format ad-hoc simplu, o explicatie a modului de transformare a
secventei de biti in valori mai semnificative, cum ar fi caractere, numere si tabele.
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Poate include, de asemenea, codificari de caractere (de exemplu, UTF-8),
algoritmi de compresie utilizati in cadrul formatului etc.;

22.9.3. informatiile privind reprezentarea semantica — ofera semnificatia
valorilor datelor, nu doar formatul sau structura lor, adica raspunde la intrebarea
,ce reprezintd de fapt acest lucru?”, mai degraba decat la intrebarea ,,cum este
codificat acest lucru?”. Se poate preciza limba textului sau se pot explica parti ale
datelor, de exemplu, furnizand lista codurilor de tara ISO 3166 (daca obiectul de
date este un tabel care utilizeaza aceste coduri, utilizatorul trebuie sa stie ca ,,MD”
inseamna Moldova, iar ,,EE” este Estonia);

22.9.4. alte informatii de reprezentare — orice informatie care nu se
incadreaza in structura sau semantica, de exemplu, un program software pentru
deschiderea fisierelor PDF;

22.10. descrierea pachetului — totalitatea informatiilor descriptive despre un
pachet de informatii, care alimenteaza descoperirea, deci, include metadatele
catalogului (cum ar fi titlul, creatorul, datele, subiectele, rezumatul,
identificatorii). Descrierea pachetului alimenteaza instrumentele de acces — cel
putin un instrument de recuperare — astfel incat utilizatorii sa poata localiza,
analiza si recupera/comanda pachetul. In cazul unui PIA, poate fi o descriere a
unitatii (daca informatiile de continut provin dintr-un singur PIA, adica cazul
standard) sau o descriere a colectiei (daca PIA este o colectie de alte PIA-uri).
Descrierea pachetului consta din:

22.10.1. identificatorul ARK;

22.10.2. descrierea asociata (sau mai multe dintre ele), adica informatiile
necesare pentru functionarea unui instrument de acces;

22.11. pachet de informatii de trimitere (PIT) — este remis 1n arhiva de catre
furnizorul de informatii (producatorul), avand urmatoarele atribute:

22.11.1. identificatorul ARK;

22.11.2. identificarea — ID-ul producatorului, ID-ul acord de transmitere,
ID-ul obiectelor informationale constitutive;

22.11.3. starea si fluxul de lucru — data/ora transmiterii, starea curenta a
procesarii (primit in/validare in/carantina/acceptat/respins), rezultatul validarii
(acceptat/respins/avertisment), decizia de acceptare (aprobat/respins/in asteptare),
data acceptarii;

22.11.4. descrierea continutului — numarul de obiecte digitale, dimensiunea
totala (octeti), tipurile de format de fisier prezente;

22.11.5. formatul tehnic — formatul pachetului (E-ARK/bagit), starea
criptarii;

22.11.6. controlul calitatii — rezultatul scandrii antivirus, rezultatul
verificarii corectitudinii si rezultatele validarii formatului;

22.11.7. provenienta — identificatorul sistemului-sursa, contextul original de
creare si informatiile despre lantul de custodie;
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22.12. pachet de informatii arhivistice (PIA) este transformat din PIT in
arhiva prin adaugarea informatiilor necesare pentru pastrare permanenta sau pe
termen lung si migrare a fisierelor in PIT in formate arhivistice. Informariile
permanente sunt informatii atribuite cu valoare istorica si social-juridica, cu
termen permanent de pastrare. Informatii cu termen lung de pastrare sunt
informatii atribuite cu valoare istorica si social-juridica, cu termen de pastrare de
pana la 75 ani. Atributele PIA sunt:

22.12.1. identificatorul ARK;

22.12.2. identificarea — ID-ul PIT aferent, ID-ul PIA parinte (pentru
structuri ierarhice), ID-ul PIA versiune anterioara (pentru versionare), ID-urile
obiectelor informationale constitutive;

22.12.3. starea de conservare — starea actuala de conservare
(activ/retras/sters), data ultimei verificari a integritatii;

22.12.4. descrierea continutului — numarul de obiecte digitale, dimensiunea
totala (octeti) si tipurile de format de fisier prezente;

22.12.5. descrierea conservarii — informatiile despre provenienta
(evenimente PREMIS), informatiile contextuale (PIA-uri aferente, serii de
inregistrari);

22.12.6. versionarea — numarul versiunii, data versiunii, motivul versiunii
(migrare/corectie/imbunatatire) si inlocuirile (versiunea anterioara);

22.13. pachetul de informatii de diseminare (P1D), care este creat 1n arhiva
de la PIA pentru a servi nevoilor de acces ale utilizatorilor (consumatorilor).
Atributele PID sunt:

22.13.1. identificatorul ARK;

22.13.2. identificarea — ID-ul PIA-sursa, ID-ul solicitarii (daca este cazul),
ID-ul  consumatorului/utilizatorului si  ID-urile obiectelor informationale
constitutive;

22.13.3. generarea — data/ora crearii, generat de (sistem/persoand),
metoda de generare (automatd/manuald), transformarea aplicata si tipul PID
(previzualizare/acces complet/restrictionat);

22.13.4. continutul — numarul de obiecte incluse, dimensiunea totala,
formatele fisierelor (pot fi diferite de PIA), conversia formatului aplicata (da/nu),
formatul original — maparea formatului livrat, rezolutia/nivelul de calitate,
indicatorul subsetului (PIA complet/partial) si fisierele incluse (lista/matrice);

22.13.5. controlul accesului — solicitat de (ID utilizator), scopul accesului,
drepturile de acces aplicate, restrictiile aplicate, redactarile aplicate (daca exista),
filigranul aplicat (da/nu);

22.13.6. urmarirea utilizarii — numarul de descarcari, referinta jurnalului de
acces;

22.13.7. gestionarea temporara — perioada de pastrare (pentru PID 1in sine),
data stergerii automate, reutilizabilitatea (unica/reutilizabild);

22.14. alte tipuri de informatii, dupa caz.
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23. Identificatorii obiectelor informationale sunt fara continut semantic
(numiti si identificatori sintetici sau opaci). Acestia respecta specificatia de
identificare persistenta Archival Resource Key (ARK), utilizata pe scara larga de
arhive si biblioteci. Identificatorii ARK (numiti ARK-uri) au structura
ark:12345/bcd678, unde 12345 este codul institutiei care creeaza ARK-urile, iar
bcd678 este ID-ul unui obiect specific. Dacad este necesar, partea specifica de
identificare poate fi mai lunga si poate avea subcomponente, dar cea mai buna
practica este de a fi pastrata scurta si simpla (cele sase pozitii utilizate in exemplu
sunt suficiente pentru identificarea a 594 de milioane de obiecte). ARK-urile pot
fi prezentate ca URL-uri complete care incep cu un serviciu de resolver care
redirectioneaza utilizatorul catre serverul ce gazduieste, de fapt, obiectul
informational (de exemplu, https://n2t.net/ark:/53355/cl010066723 este ARK-ul
pentru Mona Lisa din Luvru).

24. Scenariile de comportament pentru fiecare obiect sunt urmatoarele:

24.1. Pentru Document:

24.1.1. creare/inregistrare — captura initiala si identificarea in sistem;

24.1.2. decizia de evaluare — determinarea valorii de conservare
(pastrare/eliminare);

24.1.3. controlul versiunilor — crearea de noi versiuni in cazul in care
continutul este corectat sau imbunatatit;

24.1.4. agregarea — combinarea documentelor sau divizarea documentelor
COMPpUSE;

24.1.5. dezagregarea — eliminarea din conservare (cu autorizare si pista de
audit).

24.2. pentru Obiect de date:

24.2.1. identificarea/inregistrarea — atribuirea initiala a identificatorului
ARK persistent si inregistrarea in sistem, stabilirea identitatii obiectului, indiferent
de natura sa fizicd/digitala;

24.2.2. urmarirea locatiei — inregistrarea si actualizarea locatiei curente
(facilitate de stocarea fizicd sau de sistemul de stocare digitald), inclusiv
transferurile intre locatii;

24.3. pentru Obiect digital:

24.3.1. identificarea formatului — determinarea formatului fisierului la
ingerare;

24.3.2. validarea formatului — verificarea conformitatii cu specificatiile
formatului;

24.3.3. migrarea formatului — conversia in formate noi, pentru a remedia
invechirea;

24.3.4. scanarea virusilor — detectarea si carantina programelor malware;

24.3.5. caracterizarea — extragerea metadatelor tehnice (rezolutie, spatiu de
culoare etc.);
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24.3.6. normalizarea — conversia in formate prietenoase cu conservarea;

24.4. pentru Obiect fizic:

24.4.1. inspectia fizica — evaluarea starii suporturilor media;

24.4.2. monitorizarea mediului — urmarirea conditiilor de depozitare
(temperaturd, umiditate);

24.4.3. migrarea suporturilor media — transferul continutului de pe suporturi
media degradate pe suporturi noi;

24.4.4. transferul fizic — mutarea intre locatii de stocare;

24.4.5. eliminarea — distrugerea securizata a suporturilor media invechite
sau scoase din uz;

24.5. pentru Informayiile despre conginut:

24.5.1. asamblarea — combinarea obiectului(elor) de date cu informatiile de
reprezentare;

24.5.2. validarea — verificarea completitudinii si a eficientei;

24.5.3. transformarea — restructurarea in scopuri de conservare sau acces;

245.4. extragerea proprictatilor semnificative —  identificarea
caracteristicilor esentiale pentru conservare;

245.5. verificarea autenticitatii — confirmarea ca nu a fost modificat
continutul,

24.6. pentru Informayii despre descrierea conservarii (PDI):

24.6.1. inregistrarea evenimentelor — inregistrarea tuturor actiunilor de
conservare (evenimente PREMIS);

24.6.2. documentarea provenientei — inregistrarea lantului de custodie si a
modificarilor;

24.6.3. captura contextului — documentarea relatiilor si a mediului original;

24.6.4. documentarea drepturilor — inregistrarea restrictiilor de acces si
utilizare;

24.6.5. actualizare/modificarea — adaugarea metadatelor noi de conservare
pe masura ce au loc actiuni;

24.7. pentru Informayiile despre ambalare:

24.7.1. crearea pachetului — asamblarea structurii pachetului (manifest,
fisiere de metadate);

24.7.2. validarea pachetului — verificarea integritatii Structurale si a
completitudinit;

24.7.3. reambalarea — restructurarea formatului pachetului (de exemplu,
Baglt in METS);

24.7.4. extragerea pachetului — despachetarea pentru procesare sau acces;

24.7.5. actualizarea manifestului — actualizarea listelor de fisiere in cazul in
care continutul pachetului se modifica;
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24.8. pentru Informayiile descriptive:

24.8.1. crearea metadatelor — catalogarea initiala la accesare;

24.8.2. imbunatatirea metadatelor — adaugarea de termeni de subiect,
imbunatatirea descrierilor;

24.8.3. validarea metadatelor — verificarea conformitatii cu standardele
(EAD, Dublin Core);

24.8.4. sincronizarea metadatelor — actualizarea intre sistemele conectate
(catalog, depozit);

24.8.5. exportul metadatelor — publicarea pe sisteme de descoperire externe;

24.9. pentru Informayii despre reprezentare:

24.9.1. inregistrarea formatului — adaugarea specificatiilor noi de format in
registru;

24.9.2. urmarirea obsolescentei — monitorizarea viabilitatii formatului si a

24.9.3. actualizarea documentatiei — actualizarea specificatiilor la lansarea
unor versiuni noi;

24.9.4. maparea dependentelor — identificarea software—ului/hardware—ului
necesar pentru vizualizare;

24.9.5. verificarea redarii — testarea faptului ca obiectele pot fi inca
interpretate corect;

24.10. pentru Descrierea pachetului:

24.10.1. generarea/crearea — Crearea automata a descrierii pachetului, in
cazul in care pachetul este asamblat (calcularea numarului de fisiere, dimensiunea
totald);

24.10.2. validarea — verificarea faptului ca descrierea pachetului reflecta cu
exactitate continutul real al pachetului (numarul de fisiere este corect, fard
componente lipsa);

24.10.3. actualizarea/reimprospatarea — regenerarea descrierii pachetului in
cazul in care continutul pachetului se modifica (fisiere adaugate/eliminate,
reimpachetare, conversie de format);

24.10.4. exportarea/serializarea — afisarea descrierii pachetului in diverse
formate pentru diferite scopuri (rapoarte lizibile de catre om, manifeste lizibile de
catre masina, documentatie de audit);

24.11. pentru Pachetul de Informarii despre Transmitere (PIT):

24.11.1. receptia/ingerarea — acceptarea initiala in sistem;

24.11.2. validarea — verificarea conformitatii tehnice, a caracterului complet
si a calitatii metadatelor;

24.11.3. carantina — izolarea pentru scanare de securitate si verificari de
calitate;

24.11.4. transformarea in PIA — conversia/normalizarea si generarea
metadatelor de conservare;



22

24.11.5. acceptarea/respingerea — decizia finala si  notificarea
producatorului;

24.11.6. arhivarea — stocarea metadatelor PIT pentru provenienta (se poate
sterge pachetul propriu-zis);

24.12. pentru Pachetul de informarii de arhivare (PIA):

24.12.1. formarea/crearea — asamblarea initiala din PIT validat;

24.12.2. stocarea — scrierea in spatiul de stocare pentru conservare cu
replicare;

24.12.3. verificarea integritatii — verificarea programata a fixitatii (in curs);

24.12.4. actiunea de conservare — migrarea formatului, emularea,
imbogatirea metadatelor;

24.12.5. crearea de versiune — crearea unei noi versiuni PIA, in cazul in care
continutul este modificat;

24.12.6. procesarea cererii de acces — generarea PID-urilor din PIA;

24.12.7. dezactivarea — eliminarea autorizata cu pastrarea pistei de audit;

24.13. pentru Pachetul de informarii de diseminare (PID):

24.13.1. generarea — crearea din PIA pe baza cererii de acces;

24.13.2. transformarea — conversia formatului, ajustarea rezolutieli,
redactarea;

24.13.3. modalitatea de control al accesului — aplicarea filigranelor,
restrictiilor;

24.13.4. livrarea — transmiterea catre utilizator prin metoda specificata;

24.13.5. expirarea — stergerea automata dupa perioada de pastrare;

24.13.6. jurnalizarea accesului — finregistrarea informatiilor privind
identitatea utilizatorului, resursa accesata si momentul accesarii.

25. Cei mai importanti clasificatori utilizati de SI e-Arhiva sunt:

25.1. Registrul formatelor de fisiere (PRONOM) — fiecare format are un ID
de forma fmt/xxx, unde xxx este o valoare intreagd, peste o mie de intrari se afld in
registru;

25.2. tipuri de evenimente de conservare (PREMIS) — capturare, compresie,
stergere, verificare a fixitatii, identificare a formatului, migrare, normalizare etc.;

25.3. I1SO 639 — coduri lingvistice pentru descrierea limbii utilizate intr-un
document;

25.4. baza juridica pentru restrictiile de acces — lista completa a clauzelor
care justifica restrictiile din motive legate de protectia datelor cu caracter personal,
securitatea nationala, confidentialitatea comerciala etc.

26. Un sistem de arhiva electronica este similar conceptual cu un sistem de
management al arhivei — ambele proceseaza informatii despre anumite obiecte
informationale receptionate care trebuie stocate, gasite cu usurinta si livrate doar
consumatorului. SI e-Arhiva este mult mai complex, deoarece obiectele
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informationale necesitd conservarea activa si acumularea mai multor forme de
informatii suplimentare.

27. La cel mai inalt nivel de generalizare, S| e-Arhiva gestioneaza doua
tipuri de informatii: sarcina utila (informatiile reale care trebuie pastrate) si
metadatele (diverse informatii despre sarcina utild). In sensul cel mai restrans,
sarcina utild este un figier informatic (OAIS 1il numeste ,,Obiect de Date”), care
poate fi folosit de catre utilizatori prin intermediul unor instrumente
computationale. In acest context, sunt necesare informatii suplimentare privind
modul in care S| e-Arhiva trebuie sa redea fisierul (denumit de OAIS ,,Informatii
de reprezentare™).

28. Obiectul de date impreuna cu informatiile de reprezentare ale acestuia
constituie un obiect de informare. Daca obiectul de date este fisierul de sarcina
utila real (termenul OAIS specific fiind obiect de date de continut), atunci tipul
obiectului de informatii se numeste Informarii de conginut. Obiectele
informationale ale SI e-Arhiva sunt ilustrate in figura 3, care prezinta cele mai des
intalnite tipuri de obiecte informationale.

Obiect
Informational

Informatii

Informatii Informatii Informatii Informatii
z de conservare J o ; G
de continut 2 . de ambalare descriptive de reprezentare (indica faptul
si descriere i
X ca lista
nu este
exhaustiva)

Figura 3. Obiectele informagionale

29. Obiectele informationale sunt gestionate in pachete de informatii (P1)
care contin informatii de ambalare (care identifica si delimiteaza PI, vezi
subpct. 22.7) si descrieri de pachete (care descriu obiectele informationale pentru
a permite accesul eficient, vezi subpct. 22.10). Structura PI este vizualizatd in
Figura 4. Pl-urile de arhiva electronica vor respecta specificatiile pachetului de
informatii de arhivare electronica (in conformitate cu subpct. 9.4).
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descris 1 delimitat

i de de

escrierea [ —— . > Informatii
Pachetului % 1 Pachet Informatii Ambala.j

> o E—
* deriva identifica
din
Informatii
% Obiect

Figura 4. Conyinutul pachetului de informayii OAIS

30. Fluxul elementelor de date dintre entitatile functionale OAIS este
reprezentat grafic in figura 5. Pentru a evita incarcarea acestei figuri, fluxurile de
date de administrare, care sunt, in general, activitati de fundal, sunt izolate intr-0
diagrama de context de administrare, ilustrata in figura 6.

Dedacitor Administratie
Confirmarea Sondaje
receptionarii l
Cerere de retrimitere PIT PIA
) Citre/de la toate entitatile
Pachet de SR
Ingestie informatii VeziFig.4-2
arhivistice
Cerere de raport
Informatii descriptive Raspuns la
Cerere de actualizare a actualizarea Tehnologie
bazei de date bazei de date Confirmarea de produs
Raport stocarii
Gei;::);;.::.ea Rispuns la interogare Stocare - Planificarea
Raport Arhivistica G A

. Informatii descriptive Cerere PIA
Cerere de interogare 4
Cerinte
Cerere de raport Yo s
de servicii
Acces PIA

Notificarea transferului

Comanda 4} de date
-- ad-hoc PID Pachet de informatii
-- bazati pe evenimente pentru diseminare
Cerere de interogare Raspuns la interogare 3 o
Cerere de raport Raport Citre/de la toate entitatile
Cerere de asistenta Asistenta

-- comanda

-- software

- y a_lt.t'!?f Servicii
Consumator Sondaje Comune

Figura 5. Diagrama fluxului de date OAIS
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Drept de retentie
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Starea actualizarilor PID VAT
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evizuire p Raspunsuri
Revizuire PIA/P_IT: o Tacturare : P i Consumator
Recomandari la informatii
de personalizare
Planuri de conservare | | Standarde aprobate
Propuneri Cerinte de conservare
Recomandiri Obiective de conservare o
Politici Raport de analizi Rapoarte de inventar Cerere de diseminare
Cerere de raport a riscului Rapoarte de performanta
Gestionarea Actualizari de sistem W Comentariul consumatorului
datclor Revizuirea actualizarilor Acces
Planificarea
Conservarii

Figura 6. Diagrama contextului administrativ

31. Pentru asigurarea functiondrii corecte, SI e-Arhiva interactioneaza si
realizeaza schimbul de date, conform prevederilor cadrului normativ privind
interoperabilitatea si schimbul de date si ale standardelor tehnice aprobate, cu
urmatoarele sisteme aflate in posesia altor autoritati publice:

31.1. platforma de interoperabilitate (MConnect) — pentru schimbul de date
cu alte sisteme informatice si registre de stat;

31.2. serviciul eletronic guvernamental integrat de semnaturad electronica
(MSign) — pentru semnarea documentelor electronice;

31.3. serviciul electronic guvernamental de autentificare si control al
accesului (MPass) — pentru autentificarea si controlul accesului in cadrul Sl e-
Arhiva;

31.4. serviciul electronic guvernamental de jurnalizare (MLog) — pentru a
asigura Inregistrarea operatiunilor (evenimentelor) produse in cadrul SI e-Arhiva;

31.5. serviciul guvernamental de notificare electronica (MNotify) — pentru
notificarea utilizatorilor;

31.6. serviciul guvernamental de plati electronice (MPay) — pentru
efectuarea si incasarea platilor de la persoanele fizice si juridice in procesul de
prestare a serviciilor de 1inregistrare a unitatilor profesionale, emiterea
documentelor confirmative;

31.7. platforma de gazduire si partajare a documentelor (MDocs) — pentru
livrarea de notificari de arhiva si alte documente catre persoanele fizice si juridice
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si pentru ingerarea inregistrarilor, in cazul in care analiza stabileste ca (MDocs)
contine seturi complete de documente (de exemplu, dosare de caz) impreuna cu
descrieri de arhiva;

31.8. Portalul guvernamental integrat EVO — pentru accesul la serviciile
publice electronice prestate prin intermediul SI e-Arhiva;

31.9. portalul guvernamental unic deschise (date.gov.md) — pentru
publicarea seturilor de date statistice anonimizate despre fondurile arhivistice,
volumul de documente etc.

Capitolul VI
SPATIUL TEHNOLOGIC

32. Structura Sl e-Arhiva este definit de urmatoarele alegeri arhitecturale:

32.1. modularitatea — sistemul informational este structurat in mai multe
niveluri, care reprezinta componente rezonabil de mici (Spre deosebire de
sistemele informationale care contin un singur nivel), urmand principiile
arhitecturii orientate spre servicii, arhitectura microserviciilor sau altele similare;

32.2. Cloud-native computing — Sl e-Arhiva este conceput sa valorifice
mediile de cloud computing (de exemplu, este ambalat in containere,
implementarea poate fi realizata prin scripturi, iar instalarea si recuperarea se
realizeaza prin executarea unui script automat, include multe copii separate, este
scalabil automat si asigura disponibilitate ridicatd intre doud locatii, daca este
necesar).

33. Sl e-Arhiva urmeaza a fi gazduit pe platforma tehnologica
guvernamentala comuna (MCloud) (in continuare — platforma (MCloud)), in
conformitate cu Hotararea Guvernului nr. 128/2014 privind platforma tehnologica
guvernamentala comuna (MCloud), si va utiliza platforma de gazduire bazata pe
tehnologii de tip container, care presupune utilizarea rationala a resurselor.

34. In scopul asigurdrii interoperabilitatii si a schimbului de date cu alte
sisteme si resurse informationale de stat, ANA inregistreaza activele semantice
utilizate Tn Sistemul informational ,,Catalogul semantic”.

35. Interfetele utilizatorilor se bazeaza pe tehnologii care permit utilizarea
Sl e-Arhiva fara a fi necesara achizitionarea si instalarea unor programe software
aditionale pe calculatoarele utilizatorilor (consumatorilor).

36. Implementarea tehnologica a Sl e-Arhiva este conceputa astfel incat sa
permita migrarea tuturor informatiilor pastrate catre urmaitoarea generatie a
implementarii, in cazul in care versiunea actuald ajunge la sfarsitul duratei de
viata.
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37. La dezvoltarea Sl e-Arhiva se va aplica modelul unitar de design, in
conformitate cu prevederile Hotararii Guvernului nr. 677/2025 cu privire la
consolidarea accesului la serviciile publice electronice in cadrul Portalului
guvernamental integrat EVO utilizat la prestarea serviciilor publice electronice si
aprobarea masurilor necesare pentru implementarea modelului unitar de design.
Detaliile tehnice complete vor fi specificate la etapa de dezvoltare, de comun acord
cu posesorul si detinatorul SI e-Arhiva.

Capitolul VIII
SECURITATEA SI E-ARHIVA
SI PROTECTIA INFORMATIILOR

38. Asigurarea securitatii informatiilor Sl e-Arhiva se va realiza in
conformitate cu Cerintele minime obligatorii de securitate cibernetica, aprobate
prin Hotararea Guvernului nr. 562/2025 cu privire la modul de realizare a
obligatiilor de asigurare a securitatii cibernetice de catre furnizorii de servicii in
sectoarele critice.

39. Securitatea datelor cu caracter personal, gestionate prin intermediul
Sl e-Arhiva este asigurata in conformitate cu Legea nr. 133/2011 privind protectia
datelor cu caracter personal.

40. Sl e-Arhiva asigura realizarea urmatoarelor obiective de securitate:

40.1. autentificarea — garanteaza ca zonele restrictionate ale Sl e-Arhiva
sunt accesibile doar utilizatorilor cu o identitate verificatda prin intermediul
serviciului electronic guvernamental de autentificare si control al accesului
(MPass);

40.2. autorizarea — garanteaza ca utilizatorii autentificati prin intermediul
serviciului electronic guvernamental de autentificare si control al accesului
(MPass) pot accesa serviciile si datele care corespund drepturilor lor de acces.

41. In cadrul SI e-Arhiva se asigurd generarea si pistrarea inregistrérilor de
audit ale securitatii pentru operatiile de prelucrare a datelor cu caracter personal in
conditiile cadrului normativ in domeniul protectiei datelor cu caracter personal.

42. Autentificarea in Sl e-Arhiva se va realiza doar prin intermediul
serviciului electronic guvernamental de autentificare si control al accesului
(MPass).

43. Utilizatorii Sl e-Arhiva vor fi autorizati sa acceseze doar blocurile
functionale si datele pentru care au permisiunile necesare, conform rolurilor
fiecaruia. Utilizatorii si rolurile acestora vor fi gestionate prin intermediul
serviciului electronic guvernamental de autentificare si control al accesului
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(MPass). Sl e-Arhiva va prelua rolurile utilizatorilor din serviciul electronic
guvernamental de autentificare si control al accesului (MPass).

44. Un aspect important legat de securitate este necesitatea de a pastra
inregistrarile de audit pentru analiza integritatii Sl e-Arhiva si pentru
monitorizarea activitatii utilizatorilor. SI e-Arhiva se va baza pe un mecanism de
inregistrari de audit dublu (intern si cu utilizarea serviciului electronic
guvernamental de jurnalizare (MLog), ce urmeaza practicile internationale).

Capitolul IX
DISPOZITII FINALE

45. Implementarea Sl e-Arhiva va determina urmatoarele avantaje:

45.1. reducerea costurilor pentru persoanele juridice din sectorul public,
scutindu-le de responsabilitatea de a pastra inregistrarile pe termen lung si
permanent;

45.2. reducerea riscului de pierdere a informatiilor, cauzat de lipsa
instrumentelor sau procedurilor IT adecvate;

45.3. imbunatatirea accesului la Tnregistrarile electronice arhivate.

46. Urmatorul pas in dezvoltare este o analizd detaliata a sistemului
informational pentru a determina serviciile, functiile si procesele pe care
Sl e-Arhiva trebuie sa le realizeze.

47. Implementarea Sl e-Arhiva va avea loc etapizat, conform programelor
de actiuni elaborate suplimentar de dezvoltator , in comun cu posesorul acestuia.
Pentru asigurarea sustenabilitatii si dezvoltarii continue a SI e-Arhiva, vor fi
instituite mecanisme de actualizare periodica a indicatorilor-cheie de performanta,
colectare de feedback din partea utilizatorilor, precum si audituri functionale si
tehnice ale acestuia.

48. Tnainte de punerea in exploatare a SI e-Arhiva, Ministerul Justitiei va
asigura Inregistrarea acestuia in Registrul resurselor si sistemelor informationale
de stat.



NOTA DE FUNDAMENTARE
la proiectul hotararii Guvernului privind aprobarea Conceptului Sistemului
informational ,,Arhiva electronica”

1. Denumirea sau numele autorului si, dupa caz, a/al participantilor la
elaborarea proiectului actului normativ

Proiectul hotararii Guvernului privind aprobarea Conceptului Sistemului
informational ,,Arhiva electronica” (in continuare SI e-Arhiva) a fost elaborat de
catre Ministerul Justitiei, in comun cu Agentia Nationald a Arhivelor (in continuare
- ANA). De asemenea, in procesul de elaborare a versiunii initiale a Conceptului,
ANA a beneficiat de suportul expertilor din Estonia in cadrul proiectului ,,Moldova
Cybersecurity rapid assistance II”, derulat cu suportul financiar al Consiliului
Europei.

2. Conditiile ce au impus elaborarea proiectului actului normativ

2.1. Temerul legal sau, dupa caz, sursa proiectului actului normativ

Introducerea arhivarii electronice si crearea conditiilor adecvate pentru
pastrarea permanentd a documentelor electronice in arhivele electronice, reprezinta
cuprinsul actiunii nr. 4.2.9., prevazuta in Planul de actiuni privind realizarea
Programului de implementare, pentru anii 2023-2026, a Strategiei de reforma a
administratiei publice din Republica Moldova pentru anii 2023-2030, aprobat prin
Hotararea Guvernului nr. 352/2023. Aceasta actiune se Incadreaza in obiectivul
general de a crea pana la finalul anului 2030 o administratie publica eficace, care va
dispune de practici democratice si va oferi servicii de 1nalta calitate cetdtenilor si
mediului de afaceri intr-un mod transparent si eficient, prin utilizarea tehnologiilor
moderne si a serviciilor inovatoare, care sa respecte cerintele integrarii europene
printr-un proces administrativ impartial, profesionist si responsabil.

Totodata, trebuie sa se retina ca necesitatea dezvoltarii SI e-Arhiva este trasata
st la actiunea 5.2.3. din Planul de actiuni al Programului de implementare, pe anii
2025-2027, a Strategiei de transformare digitala a Republicii Moldova pentru anii
2023-2030, aprobat prin Hotardrea Guvernului nr. 308/2025.

De asemenea, prezentul proiect a fost elaborat in conformitate cu actiunea nr.
55, care a fost setatd in Planul de actiuni al Ministerului justitiei pentru anul 2025,
aprobat prin Ordinul ministrului justitiei nr. 36/2025, realizarea careia va contribui
la asigurarea eficientei si transparentei institutionale prin transformare digitala.

Conform prevederilor art. 18 alin. (1) din Legea nr. 467/2003 cu privire la
informatizare §i la resursele informationale de stat, autoritatile publice au dreptul sa
creeze, in limita competentelor si in conformitate cu legislatia, tehnologii, sisteme si
retele informationale in scopul asigurarii activitatii proprii si al prestarii de servicii.
Prin urmare, conform prezentului proiect, Ministerul Justitiei, prin intermediul ANA,
va asigura crearea SI e-Arhiva si va participa la elaborarea Regulamentului resursei
informationale formate de Sistemul informational ,,Arhiva electronica”.

Totodata, potrivit art. 7° din aceeasi lege, sistemele si resurselor informationale
de stat se supun documentarii in mod obligatoriu. Astfel, pentru dezvoltarea si
punerea in aplicare a SI e-Arhiva in calitate de resursd informationala de stat, este
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obligatorie aprobarea, inclusiv, a conceptului sistemului informational, conform
cadrului normativ metodologic privind crearea, administrarea, mentenanta,
dezvoltarea si scoaterea din exploatare a sistemelor informationale de stat.

2.2. Descrierea situatiei actuale si a problemelor care impun interventia,
inclusiv a cadrului normativ aplicabil si a deficientelor/lacunelor normative

Schimbarile accelerate In domeniul informatiei, precum dezvoltarea retelelor de
,Cloud computing” si a documentelor electronice, dar si volumul colosal de
informatii lasd amprenta asupra tuturor aspectelor activititii umane. in acest sens,
arhivistica, in calitatea sa de parte integrantd a sistemelor de informare, este
influentata de schimbarile care solicitd flexibilitate manageriala si resurse
suplimentare necesare pentru a face fatd provocarilor.

Prin urmare, evolutia tehnologiilor informationale si a domeniilor aferente
impun ca arhivele din Republica Moldova sa functioneze in conformitate cu
evolutiile din domeniul IT si sa fie flexibile, adaptabile la noile standarde si prioritati
dictate de contextul international, sa abordeze modele noi de gestionare a
documentelor, indiferent de suportul acestora sau de purtatorul de informatie. La
randul lor, documentele electronice trebuie arhivate in corespundere cu cele mai bune
practici si rigori interne si internationale.

Or, la etapa actuala pentru ANA devine tot mai acutd identificarea solutiilor
optime de eficientizare a activitatii sale in domeniul metodelor noi de stocare si
pastrare a fluxului de documente. In activitatea sa, arhivele de stat opereazi cu un
numar semnificativ de documente arhivate, iar solicitarile zilnice de ecliberare a
copiilor, ridicare a originalelor sunt foarte anevoioase si costisitoare.

Cadrul normativ de bazd pentru utilizarea documentelor -electronice,
semnaturilor electronice calificate, sigiliilor electronice si a altor servicii electronice,
reglementat de Legea nr. 124/2022 cu privire la identificarea electronica si serviciile
de incredere, stabileste expres la art. 50 alin. (4) urmatoarele: ,,Pentru pastrarea in
arhivi a documentelor electronice se utilizeaza arhiva electronica. Guvernul
stabileste categoriile de documente electronice pentru pastrarea carora se utilizeaza
arhiva electronica securizatd.” Astfel, se constatd ca, desi, cadrul normativ
reglementeaza necesitatea utilizarii arhivei electronice, pana in prezent nu a fost creat
un sistem informational Tn acest sens, care sa permitd transpunerea in practicd a
prevederilor legale. Totodata, crearea si dezvoltarea unui sistem informational al
arhivei electronice este necesara in vederea completarii componentelor Spatiului
informational unic al Portalului informational de stat si a lantului de gestionare a
documentelor electronice, ceea ce reiese inclusiv din Conceptia Sistemului integrat
de circulatie a documentelor electronice (SICDE), aprobata prin Hotararea
Guvernului nr. 844/2007, care prevede urmatoarele:

»11. [...] Dupd aprobare, in modul stabilit, documentului 1 se atribuie
statutul de act juridic si urmeaza sa fie introdus in Registrul de stat al actelor
juridice. Din SICDE in baza de date a Sistemului informational ,,Arhiva
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Nationala” trebuie expediate categoriile documentelor determinate prin lege,
la expirarea termenelor stabilite.

Toate cele trei sisteme (SICDE, Registrul de stat al actelor juridice si
Arhiva Nationald) utilizeaza unul si acelasi obiect informational -
documentul (care apare in aceste sisteme, respectiv, ca fisa de inregistrare, act
juridic si document de arhiva), si corespunzator, unul si acelasi identificator.

Interactiunea SICDE cu alte componente ale Spatiului informational unic
se efectueaza prin Portalul informational de stat.”

Analiza legilor speciale din diverse domenii denotd ca necesitatea pastrarii
documentelor in format electronic reprezinta o necesitate stringenta a zilelor noastre.
Astfel, reglementari care prevad intr-un fel sau altul obligatia tinerii arhivei in format
electronic sunt, spre exemplu, urméatoarele: art. 39 alin. (5) din Legea nr. 68/2016 cu
privire la expertiza judiciara §i statutul expertului judiciar', art. 43 alin. (1) din
Legea nr. 113/2007 a contabilitatii®, art. 36 alin. (4) Legea nr. 69/2016 cu privire
la organizarea activitatii notarilor®, art. 21 alin. (3) din Legea nr. 290/2024 cu privire
la evidenta retelelor edilitare’, art. 89! alin. (13) din Legea nr. 797/1996 pentru
adoptarea Regulamentului Parlamentului’, etc.

La etapa actuald, pastrarea documentelor are loc in arhivele persoanelor juridice
si fizice, care completeaza, elaboreaza si emit documente, activitati care au loc in
mare parte pe suport de hartie. Zilnic, arhivele de stat opereaza cu un numar
semnificativ de documente arhivate, dat fiind faptul numeroaselor solicitari adresate,
de eliberare a copiilor la documente sau ridicarea originalelor in baza ordonantelor
organelor de urmarire penala.

Toate fondurile de arhiva au inventare si alte cataloage de arhiva, care au
menirea de a tine evidenta pentru a regasi informatia solicitata, Tnsa majoritatea lor
sunt n limba rusa. Cataloagele de arhiva au inceput a fi intocmite in limba romana
dupa declararea independentei Republicii Moldova. Unele instrumente generale de
cautare au fost publicate, Tnsd reglementarile si sistemele informationale privind
arhivarea electronica, inclusiv a documentelor electronice sunt superficiale, fie chiar
inexistente.

In consecinta, de rand cu deterioririle frecvente ca urmare a adresarilor repetate
la unele si aceleasi documente, arhivarea lor pe suport de hartie si administrarea
acestei arhive este foarte costisitoare si anevoioasd. Or, pastrarea fizicd a
documentelor presupune anumite riscuri printre care: pierderea sau amestecul de
documente, degradarea fisierelor arhivate ca urmare a consultarii repetate sau urmare

Uart. 39 alin. (5): ,,Arhiva rapoartelor de expertiza este tinutd suplimentar si in format electronic, cu pastrarea
continutului initial intact al documentelor §i asigurarea conditiilor de protectie impotriva modificarii acestuia.”

2 art. 43 alin. (1): ,,Entitatea este obligatd sd péstreze pe suport de hirtie sau in formai electronici documentele
contabile care includ: documentele primare, registrele contabile, situatiile financiare si alte documente aferente organizarii
si tinerii contabilitatii (denumite in cele ce urmeaza documente contabile).”

3 art. 36 alin. (4): ,,Notarul dupi caz, Camera Notariald poate tine arhiva activititii notariale si in format digital.
Arhiva activitatii notariale in format digital se tine in conditiile prevazute de legislatie.”

4 art. 21 alin. (3): ,,Detindtorul Registrului poartd rdspundere civild pentru cauzarea prejudiciilor entitatii si
operatorului retelei edilitare prin deteriorarea sau pierderea actelor din arhiva electronica a institutiei.”

5 art. 89! alin. (13): ,,Raportul privind rezultatele votirii prin mijloace electronice se stocheazi si se arhiveazi in
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varianta electronica.



a conditiilor inadecvate de pastrare, etc. Concomitent, multiplicarea repetatd a
documentelor din arhiva fizicd duce la majorarea cheltuielilor, iar, regasirea unui
document este dificila in timp, fapt ce duce la scaderea operativitatii privind
prezentarea informatiei solicitate, catre public sau organele de drept.

Mentionam ca, de peste un deceniu, institutiile publice creeazd documente
electronice si realizeaza managementul lor in sistemele informationale interne. Insa
la moment lipseste procedura de arhivare a lor in format electronic si ulterior
transmiterea la pastrare catre ANA in conformitate cu termenii stabiliti de legislatia
in vigoare. Astfel survine riscul pierderii acestor documente, care sunt parte
valoroasa a patrimoniului arhivistic national.

Luand in consideratie cele expuse, survine necesitatea digitizarii si arhivarii
electronice a documentelor.

3. Obiectivele urmarite si solutiile propuse

3.1. Principalele prevederi ale proiectului si evidentierea elementelor noi

Conceptul SI e-Arhiva constituie prezentarea-cadru a sistemului informational
ce urmeaza a fi utilizat de catre:

e persoane juridice de drept public si privat, pentru crearea si tinerea arhivelor
electronice proprii, in vederea pastrarii si gestiunii documentelor electronice
supuse arhivarii de scurta durata si medie;

e arhivele de stat, pentru pastrarea si gestiunea documentelor electronice
supuse arhivarii de durata lunga si permanenta.

La crearea SI e-Arhiva s-a tinut cont de faptul ca, compatibilitatea acestuia cu
alte sisteme informationale reprezinta o prioritate a politicilor promovate de
Guvernul Republicii Moldova. Astfel, sistemul este gazduit pe platforma
guvernamentala comund MCloud si 1n acest fel face uz de atributele de elasticitate si
scalabilitate a mediului virtual, in vederea asigurarii necesitdtilor detinatorilor de
arhive electronice.

Conceptul SI e-Arhiva stabileste mecanismul de functionare a SI e-Arhiva,
precum si modul de organizare a continutului sdu informational. Respectiv, include
urmatoarele capitole de baza:

e [ntroducere: se descriu preconditiile care au impus necesitatea elaborarii
conceptului, viziunea, domeniul de aplicabilitate etc.);

e Dispozitii generale: include scurta descriere a SI e-Arhiva, descrierea
notiunilor utilizate in text, descifrarea principiilor SI e-Arhiva, responsabilititile
obligatorii si specificatiile pentru e-Arhiva;

e Spatiul juridico-normativ: sunt listate actele normative care guverneaza
domeniul arhivarii/domeniul arhivarii electronice, inclusiv actele ANA si ale
structurilor acesteia aplicabile domeniului de reglementare;

e Spatiul functional: oferd descrierea functiilor SI e-Arhiva, contururile
functionale ale sistemului, gradul, liniile si subiectii de interconectare in cadrul
sistemului informational;




e Structura organizationala: include enumerarea principalilor participanti ai
sistemului, detinatorului, administratorului tehnic, furnizorilor de informatii si
utilizatorilor;

e Documentele SI e-Arhiva: include tipurile de documente: documente de
intrare, documente de iesire, documente tehnice;

o Spatiul informational: listeaza obiectele informationale, procedura de predare
si preluare a documentelor; tipurile de pachete de informatii;

e Spatiul tehnologic: descrie specificatiile tehnice de functionare a SI ,.e-
Arhiva”, integrarea cu alte sisteme guvernamentale etc.;

o Securitatea sistemului informatic §i protectia informatiilor: include prevederi
privind cerintele specifice securitdtii SI e-Arhiva, precum si securitatea datelor cu
caracter personal.

e Disporzitii finale.

Arhitectura sistemului este conceputd dupd schema-tip a infrastructurii unui
sistem informational si este orientatd pe servicii, ceea ce-1 va permite interconectarea
si utilizarea serviciilor guvernamentale de platforma (MPass, MSign, Mpay, MLog,
MNotify), in vederea schimbului de date cu alte sisteme informationale sau resurse
informationale, prin intermediul platformei de interoperabilitate MConnect.

De asemenea, prezentul proiect reglementeaza masurile de asigurare a protectiei
si securitdtii informationale a SI e-Arhiva, identificind obiectele ce necesitd a fi
protejate si propune metodele de protectie, inclusiv cele de contracarare a pericolelor
informationale. Intru garantarea unui nivel necesar de integritate, confidentialitate si
accesibilitate a resurselor informationale, SI e-Arhiva va respecta obligatiile de
asigurare a securitatii cibernetice, aprobate prin Hotardarea Guvernului nr. 562/2025.

In acest context, securitatea informationala a sistemului va asigura:

a) confidentialitatea informatiei, inclusiv prin limitarea accesului la informatie
pentru persoanele fard drepturi si imputerniciri corespunzatoare;

b) integritatea informatiei, adica prevenirea introducerii, modificarii, copierii,
actualizarii i nimicirii neautorizate a informatiei;

c) protectia infrastructurii informationale impotriva deteriordrilor si
tentativelor de modificare a functionalitdtii sistemului.

Pentru indeplinirea sarcinilor privind asigurarea securitdtii informationale si a
protectiei datelor cu caracter personal, in sistem vor fi utilizate mecanismele de
autentificare si autorizare a utilizatorilor prin intermediul serviciului MPass si alte
mijloace proprii ale sistemului, sau prin MLog — in cazul realizarii management-ului
de acces si inregistrare a actiunilor, dar si auditul sistemului.

Sistemul informational urmeaza sa rdspunda cerintelor definite in Concept si sa
asigure informarea corect, completd si in timp util a factorilor de decizie. In acest
sens, arhiva electronicd va permite obtinerea informatiilor reale si concrete, fiind
completate cu imaginile documentelor din arhiva fizica.

Functionalitatile de baza ale sistemului informational pot fi enumerate astfel:

1) evidenta documentelor electronice in cadrul fondului arhivistic;




2) pastrarea documentelor electronice pentru perioada stabilitd de cadrul
normativ;

3) transmiterea documentelor electronice spre pastrare de la o arhiva la alta;

4) lichidarea documentelor electronice in rezultatul expirarii termenelor
stabilite pentru pastrarea lor.

Beneficiile care le asigura arhivarea electronica sunt urmatoarele:

e integrarea intr-o singura interfatd a tuturor documentelor;

e administrarea intr-un mod eficient a unui numar mare de documente;
posibilitatea de lucru n retea;

securitatea accesului la documente;

excluderea pierderilor de documente, deteriorarii in timp a acestora;

e spatiul redus de stocare a datelor electronice (volumul de péstrare mic si
portabilitatea mare);

e multiplicarea comoda si ieftind a documentelor electronice;

e crearea unui back-up al intregului sistem de stocare a datelor, cu posibilitatea
salvarii acestuia in alt spatiu geografic;

e utilizarea unui document de cdtre mai multi utilizatori simultan;

e posibilitatea efectuarii anumitor operatiuni specifice fara afectarea
originalelor (ridicarea documentelor de conformitate, studierea documentelor de
valoare);

e cresterea nivelului de automatizare, de protectie si de accesibilitate la
documente, prin asigurarea unui sistem de securitate si confidentialitate a acestora;

e operativitatea accesului la informatiile solicitate.

Prezentul proiect delimiteaza subiectii raporturilor juridice in domeniul credrii,
dezvoltarii si utilizarii sistemului informational, reglementand competenta acestora.
Posesor al sistemului se propune a fi desemnat Ministerul Justitiei, detinator — ANA
si administrator tehnic — Institutia publica Serviciul Tehnologia Informatiei si
Securitate Cibernetica.

Totodata, mentionam cd autoritatile publice, institutiile, organizatiile si
intreprinderile, care asigura evidenta, pastrarea si completarea Fondului arhivistic de
stat, conform prevederilor Legii nr. 880/1992 privind Fondul Arhivistic al Republicii
Moldova, vor asigura ordonarea documentelor electronice etapizat, imediat dupa
lansarea SI e-Arhiva, in conformitate cu procedurile stipulate in acest sens.
Documentele electronice ordonate se vor transmite intr-o forma consolidata catre
Fondul arhivistic de stat n conformitate cu termenii stabiliti in acest sens.

Obiectivele SI e-Arhiva sunt:

e completarea fondului arhivistic cu documente electronice, care au un termen
permanent de pastrare;

e cvidenta documentelor electronice;

e asigurarea pastrarii si integritatii documentelor pentru perioada stabilita;

e crearea unei baze de date stiintifico-informative a documentelor
primite/pastrate;




e valorificarea documentelor electronice;
e analiza starii documentelor electronice.

Prin implementarea noului sistem informational se urmareste tranzitia de la
documentele in format de hartie la cele in format electronic, pastrate in arhiva
electronicd. Responsabilii de pastrarea si valorificarea documentelor din arhive vor
asigura accesul la documentele incluse in SI e-Arhiva. Arhiva electronica este unica
solutie pentru a arhiva documentele electronice si pentru a prelungi durata de viata a
documentelor originale, pe suport de hartie, pentru a le proteja contra degradarii
fizice, dispunand de copia electronicd a documentului.

Elaborarea si implementarea SI e-Arhiva reprezinta o solutie corespunzatoare
pentru a prelungi durata de viatd a documentelor originale si a proteja informatia
inregistrata pe ele. Prin procedeul de arhivare electronicd, accesul la documente se
va realiza usor si rapid, de pe orice dispozitiv si 1n mod securizat. Prin urmare,
implementarea unui sistem informational de arhivd electronicd are drept scop
pastrarea In mod centralizat a tuturor categoriilor de documente, date si
informatii existente In autoritati publice, institutii, organizatii si intreprinderi,
pentru prestarea serviciilor de calitate si satisfacerea necesitatilor, asigurarea
garantiilor si respectarea drepturilor populatiei, promovarea principiilor inovative
fundamentate pe experienta umand si contextul european, in conditii legale si
transparente.

Ca urmare a implementarii SI e-Arhiva vor putea fi evidentiate urmatoarele
efecte pozitive:

e completarea, evidenta, pastrarea/conservarea si valorificarea patrimoniului
documentar al fondului arhivistic national, constituit electronic, in mod sigur,
calitativ si operativ;

e dezvoltarea competentelor digitale a persoanelor implicate in procesele
arhivistice;

e sporirea competitivitdtii organizatiilor care tranziteaza la procese bazate pe
documente electronice;

e sporirea calitatii datelor pastrate in arhive;
reducerea costurilor de valorificare a fondurilor arhivistice;
diminuarea costurilor pentru activitatile de arhivare;
contribuirea la protectia mediului;
intensificarea procesului de digitizare a documentelor fondului arhivistic;

e dezvoltarea digitala a Republicii Moldova si a serviciilor publice electronice,
prestate cu celeritate.

3.2. Optiunile alternative analizate si motivele pentru care acestea nu au fost
luate 1n considerare




Optiuni alternative nu au fost analizate, deoarece realitdtile tehnologice
informationale actuale impun in mod imperios crearea unui sistem informational al
arhivei electronice, iar conform prevederilor legale, citate mai sus, este
indispensabild aprobarea de catre Guvern a conceptului SI e-Arhiva.

Perpetuarea starii existente va duce la:

1. mentinerea costurilor nejustificate de arhivare si valorificare a documentelor
pe suport de hartie, care depasesc cu mult costurile de arhivare si valorificare a
datelor electronice, in baza tehnologiilor informationale;

2. denaturarea sau chiar pierderea atributelor ce conferda autenticitate
documentelor, or, semnaturile electronice calificate pot fi pierdute integral sau
compromise partial la etapa de transpunere a lor pe suport de hartie;

3. ratarea oportunitatii de indexare si valorificare curentda sau in scopuri de
analiza si cercetare stiintificd a documentelor depozitate;

4. admiterea erorilor la transcrierea manuala a datelor pe hartie;

5. lipsa evidentei coordonate a documentelor, in special al celor electronice;

6. alterarea/disparitia documentelor electronice, dar si al celor pe suport de
hartie (care pot fi afectate in timp, chiar si in conditiile de pastrare corespunzatoare,
in spatii special amenajate/destinate arhivelor);

7. mentinerea unor sisteme de evidenta arhaice, neajustate la cerintele actuale;

8. reducerea celeritdtii procesului de cautare si identificare a documentelor;

9. stagnarea proceselor novatoare de trecere la documentul electronic din cauza
obligativitatii arhivarii documentelor pe suport de hartie.

4. Analiza impactului de reglementare

4.1. Impactul asupra sectorului public

Instituirea arhivei electronice va implica uniformizarea cerintelor referitoare la
intocmirea, perfectarea si inregistrarea documentelor in domeniul lucrarilor de
secretariat si de cancelarie si in cel al arhivarii documentelor electronice si/sau pe
suport electronic. Beneficiile imediate ale arhivarii electronice a documentelor se
referd la simplificarea fluxului informational si reducerea costurilor operationale. Pe
termen lung, productivitatea si eficienta serviciilor, dar si a angajatilor va creste ca
urmare a simplificarii procesului de cautare si acces la informatie.

4.2. Impactul financiar si argumentarea costurilor estimative

Cheltuielile exacte pentru elaborarea SI e-Arhiva, nu pot fi stabilite cu
certitudine la aceasta etapa, odata ce costul exact poate fi identificat doar dupa
elaborarea si aprobarea conceptului, dar si elaborarea caietului de sarcini.

Totusi, unele estimari aproximative pot fi efectuate prin analogie cu alte sisteme
informationale care au fost dezvoltate in trecut, ludnd in calcul tipul sistemului
preconizat si a spectrului de functionalititi tehnologice necesare. In acest context,
precizam cd suma estimativd pentru dezvoltarea si implementarea SI e-Arhiva a
Estoniei a presupus cheltuieli in valoare de 45 648 388 lei. Aceastd suma corespunde
cu devizul de cheltuieli al partenerilor de dezvoltare din Estonia, care au elaborat un
sistem similar de e-arhiva.




Astfel, dezvoltarea si mentinerea functionala a SI e-Arhiva pentru primul
an de implementare, se va realiza din contul mijloacelor alocate de catre
partenerii de dezvoltare.

Posesorul SI e-Arhiva urmeaza sa estimeze si sa prezinte Institutiei Publice
,Serviciul Tehnologia Informatiei si Securitate Cibernetica” resursele TI necesare
pentru gazduirea SI e-Arhiva pe platforma tehnologicd guvernamentala comuna
(MCloud), in conformitate cu Hotardarea Guvernului nr. 128/2014 privind platforma
tehnologica guvernamentala comuna (MCloud).

In baza estimarilor se vor planifica si se vor aloca resursele TI necesare. Urmare
a darii in exploatare a platformei SI e-Arhiva, Posesorul va incheia cu
Administratorul tehnic Acordul privind administrarea tehnicd si mentinerea SI e-
Arhiva, care va include activitdtile minime privind administrarea tehnica si
mentinerea SI e-Arhiva precum si volumul acestora. In baza Acordului vor fi
estimate cheltuielile pentru administrarea tehnica a SI e-Arhiva care urmeaza a fi
acoperite din bugetul de stat, prin intermediul granturilor oferite Institutiei Publice
,wServiciul Tehnologia Informatiei si Securitate Cibernetica”, de catre fondator.”

Specificam ca, ulterior, anual, in baza evaluarii costurilor necesare pentru
administrarea, mentenanta si dezvoltarea continud a SI e-Arhiva se vor inainta
propuneri Ministerului Finantelor de solicitare a mijloacelor financiare necesare, in
conformitate cu prevederile Legii finantelor publice si responsabilitatii bugetar-
fiscale nr. 181/2014, pentru a fi incluse in legea bugetului de stat pe anul respectiv.

4.3. Impactul asupra sectorului privat

Persoanele juridice de drept privat vor beneficia de SI e-Arhiva pentru crearea
si tinerea arhivelor electronice proprii, in care se vor pastra si gestiona documentele
electronice, necesare de a fi supuse arhivarii de scurta durata si medie.

4.4, Impactul social

A se vedea la pct. 3 beneficiile si efectele implementarii SI e-Arhiva.

4.4.1. Impactul asupra datelor cu caracter personal

Sistemul informational va asigura protectia datelor cu caracter personal in
conformitate cu prevederile actelor normative in vigoare, inclusiv:

a) confidentialitatea informatiei, prin limitarea accesului la informatie pentru
persoanele fara drepturi si imputerniciri corespunzatoare;

b) integritatea informatiei, adica prevenirea introducerii, modificarii, copierii,
actualizdrii si nimicirii neautorizate a informatiei.

4.4.2. Impactul asupra echitdtii si egalitdtii de gen

Nu este aplicabil.

4.5. Impactul asupra mediului

Ca urmare a dezvoltarii si credrii SI e-Arhiva, mediul va fi afectat pozitiv, avand
in vedere reducerea cantitatii de hartie consumata pentru arhivarea documentelor, dar
si a spatiilor pentru pastrarea arhivelor fizice.




4.6. Alte impacturi si informatii relevante

Nu este aplicabil.

5. Compatibilitatea proiectului actului normativ cu legislatia UE

5.1. Masuri normative necesare pentru transpunerea actelor juridice ale UE in
legislatia nationala

Nu este aplicabil.

5.2. Masuri normative care urmaresc crearea cadrului juridic intern necesar
pentru implementarea legislatiei1 UE

Nu este aplicabil.

6. Avizarea si consultarea publica a proiectului actului normativ

Conform prevederilor art. 20 al Legii nr. 100/2017 cu privire la actele
normative elaborarea prezentului proiect de hotarare a Guvernului a fost demarata
odata cu publicarea pe pagina web-oficiala a Ministerului Justitiei la compartimentul
nwlransparenta decizionala”, directoriul ,,Proiecte de acte normative”, ,,Registrul
proiectelor de acte normative” a ANUNT-ului privind initierea procesului de
elaborare a proiectului hotdrarii Guvernului cu privire la aprobarea Conceptului
Sistemului informational ,,Arhiva electronica” (nr. de ordine 1020).

In scopul respectarii prevederilor Legii nr. 239/2008 privind transparenta in
procesul decizional, proiectul hotararii Guvernului privind aprobarea Conceptului
Sistemului informational ,,Arhiva electronica” si nota de fundamentare au fost
plasate pe pagina web oficiala a Ministerului Justitiet www.justice.gov.md,
compartimentul Transparenta decizionala, directoriul Proiecte de acte normative
remise spre coordonare si pe platforma guvernamentald www.particip.gov.md.

Proiectul a fost consultat prealabil cu Agentia de Guvernare Electronica,
propunerile acesteia fiind reflectate in continutul proiectului.

Proiectul a fost inregistrat cu numarul unic 774/MJ/2025, fiind remis spre
avizare prin scrisoarea Cancelariei de Stat nr. 18-69-10262 din 06.10.2025 si
scrisoarea Ministerului Justitiei nr. 03/9809 din 07.10.2025.

Au fost receptionate propuneri de la: Cancelaria de Stat; Ministerul
Afacerilor Interne; Agentia de Guvernare Electronicd; Agentia Servicii Publice;
Curtea de Conturi; Casa Nationald de Asigurari Sociale; Agentia de Dezvoltare
Regionala a UTA Gagauzia; Agentia Geodezie, Cartografie si Cadastru; Serviciul
Tehnologia Informatiei si Securitate Ciberneticd; Biroul National de Statistica;
Ministerul Energiei; Ministerul Dezvoltarii Economice si Digitalizarii; Banca
Nationald a Moldovei; Curtea Suprema de Justitie; Procuratura Generald; Consiliul
Superior al Magistraturii; Serviciul de Informatii si Securitate; Centrul National
pentru Protectia Datelor cu Caracter Personal; Ministerul Finantelor, Asociatia
Patronala ,,Camera de Comert Americand din Moldova”; [.P. ,,Centrul National
Cinematografic”.



https://justice.gov.md/ro/content/anunt-privind-initierea-procesului-de-elaborare-proiectului-hotararii-guvernului-cu-13
https://justice.gov.md/ro/content/anunt-privind-initierea-procesului-de-elaborare-proiectului-hotararii-guvernului-cu-13
https://justice.gov.md/ro/content/anunt-privind-initierea-procesului-de-elaborare-proiectului-hotararii-guvernului-cu-13
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Propunerile receptionate au fost analizate si incluse in sinteza aferenta
proiectului.

Autoritatile si institutiile care sustin promovarea proiectului si au
prezentat lipsa de propuneri si obiectii sunt urmatoarele: Ministerul Sanatatii;
Ministerul Afacerilor Externe; Ministerul Agriculturii si Industriei Alimentare;
Ministerul Educatiei si Cercetarii; Ministerul Culturii; Curtea de Apel Nord; Curtea
de Apel Sud; Judecatoria Chisinau; Agentia de Stat pentru Proprietatea Intelectuala,
Autoritatea Nationala de Integritate; Agentia Proprietati Publice; Ministerul
Apararii; Ministerul Infrastructurii si Dezvoltarii Regionale; Clubul sportiv central
,Dinamo” al MAI; Centrul National Anticoruptie; Curtea de Apel Centru; Uniunea
Nationald a Executorilor Judecatoresti din Republica Moldova; Agentia de
Dezvoltare Regionald Nord a Ministerului Infrastructurii si Dezvoltarii Regionale;
Ministerul Infrastructurii  si  Dezvoltarii Regionale; Consiliul Superior al
Procurorilor, Congresul Autoritatilor Locale din Moldova; Ministerul Mediului.

Nu au prezentat avizele: Ministerul Muncii si Protectiei Sociale; Agentia
Achizitii Publice; Camera de Comert si Industrie; Institutia Publicda Compania
,leleradio-Moldova”; Camera Notariala din Republica Moldova; Uniunea
Avocatilor din Republica Moldova.

in procesul de avizare repetati, au prezentat propuneri: Agentia Geodezie,
Cartografiere si Cadastru, Camera de Comert si Industrie a Republicii Moldova,
Ministerul Finantelor, Serviciul Tehnologia Informatiei si Securitate Cibernetica,
Biroul National de Statisticd, Agentia de Guvernare Electronica, Banca Nationala a
Moldovei.

Obiectiile si propunerile receptionate au fost incluse in sinteza aferenta
proiectului.

in procesul de avizare repetati au sustinut proiectul fara propuneri si
obiectii: Autoritatea Nationala de Integritate; Agentia Servicii Publice; Ministerul
Culturii; Consiliul Superior al Procurorilor; Centrul National pentru Protectia Datelor
cu Caracter Personal; Cancelaria de Stat; Consiliul Superior al Magistraturii;
Ministerul Afacerilor Interne; Ministerul Agriculturii si Industriei Alimentare;
Ministerul Educatiei si Cercetarii; Ministerul Energiei; Ministerul Sanatatii;
Procuratura Generald; Agentia Proprietdtii Publice; Agentia de Stat pentru
Proprietatea Intelectuala; Centrul National Anticoruptie; Casa Nationala de Asigurari
Sociale; Curtea de Apel Centru; Curtea de Conturi; Curtea Suprema de Justitie;
Judecatoria Chisindu; Ministerul Dezvoltarii Economice si Digitalizarii; Ministerul
Apararii; Serviciul de Informatii si Securitate; Uniunea Nationald a Executorilor
Judecatoresti; Curtea de Apel Nord; Ministerul Afacerilor Externe, Congresul
Autoritatilor Locale din Moldova.

7. Concluziile expertizelor




Nu este aplicabil.
Conform art. 28 alin. (2) lit. g) din Legea integritatii nr. 8§2/2017 conceptele
sistemelor informationale sunt exceptate de la expertiza anticoruptie.

8. Modul de incorporare a actului in cadrul normativ existent

Conform prevederilor art. 7¢ din Legea nr. 467/2003 cu privire la informatizare
si resursele informationale de stat, sistemele si resursele informationale de stat se
supun documentarii In mod obligatoriu. Astfel, pentru dezvoltarea si punerea in
aplicare a unui sistem informational automatizat in calitate de resursa informationala
de stat, este obligatoriu sa fie elaborate si aprobate un sir de documente aferente
acestui sistem informational. Astfel, documentele sistemelor si resurselor
informationale de stat sunt:

a) conceptul sistemului informational, in care sd fie definite: spatiul functional,
structura organizatorica, spatiul informational, spatiul tehnologic, securitatea
sistemului informational si protectia informatiet;

b) caietul de sarcini al sistemului informational, care include cerintele
functionale si tehnice in conformitate cu care se creeaza sistemul informational;

c) regulamentul resursei informationale, care sd cuprinda: reglementari privind
drepturile si obligatiile subiectilor raporturilor juridice aferente credrii si tinerii
resursei informationale; modalitatea de tinere a resursei informationale; procedura de
inregistrare, modificare, completare si radiere a datelor; procedura de interactiune cu
furnizorii de date; masuri privind asigurarea securitdtii resursei informationale,
precum si caracteristicele de identificare a documentelor.

Prin urmare, dupa adoptarea proiectului de Concept al SI e-Arhiva, pana la
punerea acestuia in exploatare, urmeaza a fi aprobat Regulamentul resursei
informationale formate de SI e-Arhiva. In aceeasi ordine de idei, va fi necesara
elaborarea instructiunilor, a caietului de sarcini al SI e-Arhiva, care va include
cerintele functionale si tehnice a sistemului.

Instituirea arhivei electronice va implica uniformizarea cerintelor referitoare la
intocmirea, perfectarea si inregistrarea documentelor in domeniul lucrarilor de
secretariat si de cancelarie si in cel al arhivarii documentelor electronice si/sau pe
suport electronic.

Din perspectiva lansarii si implementarii SI e-Arhiva este necesara ajustarea
Regulamentul Fondului Arhivistic de Stat, aprobat prin Hotardrea de Guvern nr.
352/1992, intru executarea Legii 880/1992 si care reglementeaza de o maniera mai
detaliatd procedura organizarii completarii, pastrarii si evidentei documentelor,
precum si modul lor de utilizare.

De asemenea, un alt document important este Hotardrea de Guvern nr.
618/1993 pentru aprobarea Regulilor de intocmire a documentelor organizatorice si
de disporzitie si Instructiunii-tip cu privire la tinerea lucrarilor de secretariat in
organele administratiei publice centrale de specialitate si ale autoadministrarii
locale ale Republicii Moldova, care la fel nu este adaptatd cerintelor arhivarii
documentelor digitale.



https://www.legis.md/cautare/getResults?doc_id=113626&lang=ro
https://www.legis.md/cautare/getResults?doc_id=113626&lang=ro
https://www.legis.md/cautare/getResults?doc_id=121959&lang=ro
https://www.legis.md/cautare/getResults?doc_id=121959&lang=ro
https://www.legis.md/cautare/getResults?doc_id=121959&lang=ro

Mai mult ca atat, urmeaza a fi ajustate si revizuite regulamentele interne ale
autoritatilor care contribuie la completarea Fondului Arhivistic al Republicii
Moldova.

9. Masurile necesare pentru implementarea prevederilor proiectului
actului normativ

Pentru a asigura lansarea si buna implementare a SI e-Arhiva, va fi necesara
desfasurarea cursurilor de instruire pentru reprezentantii autoritdtilor implicati in
procesele de arhivare.

Conform proiectului, ANA va asigura crearea SI e-Arhiva si va contribui la
elaborarea Regulamentului privind organizarea si functionarea sistemului
informational respectiv.

De asemenea, reiesind din necesitatea stringentd de a crea toate premisele
necesare pentru demararea procesului de implementare a SI e-Arhiva, se propune ca
prezentul proiect sd intre in vigoare la data publicarii in Monitorul Oficial al
Republicii Moldova. Or, de acest fapt depind etapele ulterioare de elaborare a
regulamentului sistemului informational si de creare, testare si lansare a sistemului
informational mentionat - activitati care au loc cu suportul partenerilor din Estonia.
De regula, aceste activitdti dureazd in timp si necesitd resurse atat umane, cat si
financiare.

Ministru Vladislav COJUHARI




SINTEZA
la proiectul hotirarii Guvernului privind aprobarea
Conceptului Sistemului informational ,,Arhiva electronica”

Participantul la | Nr. Continutul obiectiei, Argumentarea
avizare, consultare | crt. propunerii, recomandarii, concluziei autorului proiectului
publica,
expertizare
Avizare si consultare publica
Cancelaria de Stat | 1. La pct.8 subpct.8.6 si pct.36 din Concept, recomandam analiza Se accepta
suplimentard si invocdm necesitatea reformuldrii, Tn vederea evitarii In proiect a fost pastrata trimiterea
neclaritatilor si asigurarii uniformizarea aplicarii normelor de protectie a | la Legea nr. 133/2011, deoarece
datelor in cadrul SI e-Arhiva, avand 1n vedere ca existd doua cadre legale | aceasta este in vigoare la moment.
privind protectia datelor cu caracter personal — Legea nr. 133/2011, in prezent Dupa intrarea in vigoare a Legii
in vigoare, si Legea nr. 195/2024, care va intra in vigoare la 23 august 2026. | nr. 195/2024, norma de trimitere din
Totodata subpct. 8.10 si 8.17 urmeaza a fi excluse deoarece actele normative | prezentul Concept va fi modificata.
au fost abrogate.
2. La pct. 17 propunem substituirea notiunii ’permisiunea” cu “obligatia”, Se accepta
or transmiterea spre pastrare a documentelor cu valoare arhivisticd nu este doar Pct. 17 din proiect a fost ajustat.
un drept dar si o obligatie, si tot aici se va completa dupa sintagma “’termen
lung” cu notiunea de “termen permanent” in text fiind mentionatd doar
notiunea de termen lung”.
3. Totodata, invocam necesitatea actualizarii cadrului normativ conex Precizare

domeniului arhivistic, in special Legii privind Fondul Arhivistic al Republicii
Moldova nr.880/1992, Hotararii Guvernului pentru aprobarea Regulilor de
intocmire a documentelor organizatorice si de dispozitie i instructiunii-tip cu
privire la tinerea lucrdrilor de secretariat in organele administratiei publice
centrale de specialitate si ale autoadministrarii locale ale Republicii Moldova
nr. 618/1993, precum si elabordarii Instructiunii cu privire la tinerea lucrarilor
de secretariat in organele administratieir publice centrale si locale si
actualizarea Indicatorului documentelor-tip si al termenelor de péstrare pentru
organele administratiei publice, pentru institutiile, organizatiile si
intreprinderile Republicii Moldova, aprobat prin ordinul Serviciului de Stat de
Arhiva nr. 57 din 27.07.2016.

La Agentia Nationala a Arhivelor
se afla in proces de elaborare
proiectul Hotararii de Guvern privind
elaborarea s managementul
documentelor in institutiile publice
centrale si locale. Mentiondm ca
gestionarea s arhivarea
documentelor electronice sunt parti
indispensabile din instructiunea cu
privire la lucrdrile de secretariat in
institutiile publice centrale si locale,
iar scopul este includerea




prevederilor  privind  arhivarea
documentelor electronice in acest
proiect de instructiune. Actualmente,
pand la  definitivarea  cadrului
normativ privind arhivarea
documentelor electronice, nu este
posibila aprobarea Instructiunii cu
privire la tinerea lucrarilor de
secretariat in organele administratiei
publice centrale si locale.

Suplimentar, a se vedea si
comentariul de la pct. 31 din prezenta
sinteza.

Ministerul
Afacerilor Interne

la proiectul Conceptului:

La punctul 8, lista actelor normative care reglementeazd crearea si
functionarea Sistemului informational ,,e-Arhiva” se recomandd a fi
reformulata prin structurarea acesteia in conformitate cu tipologia cadrului
normativ incident, si anume: a) acte normative care reglementeaza domeniul
sistemelor informatice; b) acte normative care reglementeaza domeniul
tehnologiilor informationale si comunicatiilor; c¢) acte normative care
reglementeaza activitatea exclusivd a modulului.

Nu se accepta

Lista actelor normative prevazute
la pct. 8 reprezintd o enumerare in
functie de tipul actului normativ
(lege, hotarare a Guvernului, ordin) si
de anul adoptarii actului normativ, in
ordine crescatoare, conform normelor
de tehnica legislativa.

Subsidiar, la punctul 8, se propune excluderea urmdtoarelor acte
normative, intrucat acestea au fost abrogate:

a) Hotdrarea Guvernului nr. 1123/2010, care a fost abrogatd prin
Hotararea Guvernului nr. 678/2024 cu privire la modificarea si abrogarea unor
hotarari ale Guvernului (facilitarea activitatii mediului de afaceri VI);

b) Hotdrarea Guvernului nr. 201/2017, care a fost abrogata prin Hotararea
Guvernului nr. 562/2025 cu privire la modul de realizare a obligatiilor de
asigurare a securitatii cibernetice de catre furnizorii de servicii in sectoarele
critice.

Se accepta
In pct. 8 din proiect au fost
efectuate excluderile mentionate.

Totodata, se releva necesitatea completarii punctului 8 cu o serie de acte
normative relevante pentru domeniul implementarii si exploatarii sistemelor
informationale, dupa cum urmeaza:

a) Legea nr. 1069/2000 cu privire la informatica;

b) Legea nr. 148/2023 privind accesul la informatiile de interes public;

Se accepta partial

Pct. 8 din proiect se completeaza
cu actele normative enumerate, cu
exceptia celor de la lit. h) si 1), care
sunt deja prevazute in proiect.




¢) Hotararea Guvernului nr. 735/2002 cu privire la sistemele speciale de
telecomunicatii ale Republicii Moldova;

d) Hotararea Guvernului nr. 840/2004 cu privire la crearea Sistemului de
telecomunicatii al autoritatilor administratiei publice;

e) Hotdrarea Guvernului nr. 700/2014 pentru aprobarea Conceptiei
privind principiile datelor guvernamentale deschise;

f) Hotararea Guvernului nr. 701/2014 cu privire la aprobarea
Metodologiei publicarii datelor guvernamentale deschise;

g) Hotararea Guvernului nr. 1141/2017 pentru aprobarea Regulamentului
privind modalitatea de aplicare a semnaturii electronice pe documentele
electronice de catre functionarii persoanelor juridice de drept public in cadrul
circulatiei electronice ale acestora;

h) Hotararea Guvernului
interoperabilitate (MConnect);

1) Hotararea Guvernului nr. 375/2020 pentru aprobarea Conceptului
Sistemului  informational automatizat ,Registrul imputernicirilor de
reprezentare Tn baza semnaturii electronice” (MPower) si a Regulamentului
privind modul de tinere a Registrului imputernicirilor de reprezentare in baza
semnaturii electronice;

J) Hotararea Guvernului nr. 153/2021 pentru aprobarea Conceptului
Sistemului informational ,,Registrul resurselor si sistemelor informationale de
stat” s1 a Regulamentului privind modul de tinere a Registrului resurselor si
sistemelor informationale de stat;

k) Hotararea Guvernului nr. 184/2023 pentru aprobarea Regulamentului
privind activitatea prestatorilor de servicii de incredere calificati.

nr. 211/2019 privind platforma de

La punctul 9, se propune completarea listei cu Standardul Republicii
Moldova ,,SM ISO/CEV/IEEE 15288:2015 — Ingineria sistemelor si software-
ului. Procesele ciclului de viata al sistemului.”.

Se accepta
Standardul mentionat a fost inclus
in proiect.

La capitolul IV, se recomanda identificarea si delimitarea clard a
statutului de posesor si detindtor al Sistemului informational ,,e-Arhiva”.

Astfel, in calitate de posesor, entitatea desemnatd va avea
responsabilitatea atribuirii rolurilor si drepturilor de acces persoanelor
autorizate sd utilizeze sistemul, in corelare cu obligatiile de serviciu ale
acestora, iar in calitate de detinator, entitatea desemnata va asigura totalitatea
activitatilor de suport tehnic, mentenanta si dezvoltare continua a serviciului.

Nu se accepta

Posesorul va avea responsabilitati
organizatorice si financiare pentru
functionarea SI e-Arhiva, va dispune
de rolul de utilizator decat doar in
cazul prevazut de legislatie ca si alti
utilizatori stipulati la pct. 18 al
prezentului concept.




Aceasta recomandare de redactare supletiva are drept scop asigurarea
coerentei cu alte prevederi ale Conceptului, in special cu cele care descriu
rolurile si responsabilitatile utilizatorilor sistemului.

9. La punctul 35, se constatd cd Hotararea Guvernului nr. 201/2017 a fost Se accepta
abrogata si, In consecinta, se recomanda substituirea acesteia cu Hotararea Prevederea respectiva a fost
Guvernului nr. 562/2025 cu privire la modul de realizare a obligatiilor de | ajustatd. Se regaseste la pct. 38 din
asigurare a securitatii cibernetice de catre furnizorii de servicii in sectoarele | proiect.
critice.

10. La punctul 36, referinta la Legea nr. 133/2011 privind protectia datelor Nu se accepta
cu caracter personal necesita a fi revizuita, intrucat, incepand cu data de 23 A se vedea argumentarea de la
august 2026, va intra in vigoare noua Lege cu privire la prelucrarea datelor cu | pct. 1 din prezenta sinteza.
caracter personal.

11. La capitolul VIII, se recomandd completarea continutului prin Se accepta partial

introducerea unor puncte noi, dedicate descrierii aspectelor legate de
asigurarea securitdtii informationale, incluzand:

a) probleme identificate Tn domeniul securitétii informationale aferente
SI,,e-Arhiva”;

b) principalele mecanisme de securitate informationald propuse pentru
implementare;

c) analiza riscurilor specifice sistemului;

d) mdsuri de diminuare a riscurilor si de asigurare a protectiei datelor si
a continuitatii functionale a sistemului.

Completarea are drept scop consolidarea dimensiunii de securitate
cibernetica a Conceptului si alinierea acestuia la cerintele legale si standardele
internationale aplicabile, cu urmatorul cuprins:

,,42. Asigurarea securitatii informationale va include totalitatea masurilor
juridice, organizatorice, economice si tehnologice, orientate pentru prevenirea
pericolelor securitdtii resurselor si infrastructurii informationale. Pot fi
delimitate urmatoarele probleme de asigurare a securitatii informationale cu
care se va confrunta sistemul informational:

42.1.asigurarea confidentialitatii informatiei (prevenirea obtinerii
informatiilor de catre persoanele care nu au drepturile si competentele
respective);

Securitatea sistemului
informational este expusa la pct. 36-
40 (conform renumerotarii: pct. 39-
43) a proiectului de concept.
Aspectele tehnice propuse privind:
»asigurarea confidentialitatii,
integritatii  datelor, administrarea
accesului de date, criptarea datelor,
procedura de restabilire in caz de
dezastru”, vor fi incluse si descrise
minutios in Regulamentul resursei
informationale formate de Sistemul
informational ,,Arhiva electronicd”,
care urmeaza sda fie elaborat in
conformitate cu prezentul proiect al
hotararii de guvern, inclusiv politica
de securitate, procedurile de accesare
a bazei de date sau si a
datelor/inregistrarilor. Cu referire la
procedurile de audit a sistemului,
acestea sunt stipulate la pct. 41
(renumerotat — pct. 44) a proiectului
de concept.




42.2. asigurarea integritatii logice a datelor (prevenirea introducerii,
actualizarii si stergerii nesanctionate a informatiei sau introducerea datelor
denaturate);

42 3. asigurarea securitatii infrastructurii informationale de tentative de a
defecta sau de a modifica functionarea acesteia.

43. Mecanismele principale de securitate informationala utilizate vor fi:

43.1. autentificarea si autorizarea accesului la date;

43.2. administrarea accesului la date;

43.3. inregistrarea actiunilor utilizatorilor serviciului;

43.4. criptarea datelor, dupa caz;

43.5. auditul informational;

43.6. procedurile de restabilire, in caz de dezastru.

44. Aditional, urmeaza a fi efectuate actiuni organizatorice, tehnologice
si de program de asigurare a securitatii informationale in conformitate cu
standardele internationale si aprobate la nivel national.

45. Accesul la continutul bazei de date va fi limitat in functie de drepturile
si rolurile specifice utilizatorilor. Fiecare categorie de utilizatori va avea acces
la o interfata personalizatd (diferita de cea a altor categorii de utilizatori)
pentru vizualizarea si gestionarea informatiei bazei de date, precum si pentru
operarea cu datele din sistemul informational.

46. Indiferent de nivelul de acces al utilizatorului, niciun utilizator nu
trebuie sd posede dreptul de a suprima direct inregistrarile bazei de date (se va
schimba doar statutul corespunzator al inregistrarii ce urmeaza a fi eliminata).
De asemenea, nu se va admite modificarea directd a datelor bazei de date.
Toate inserdrile si actualizdrile de date in baza de date se vor face exclusiv
prin intermediul unor formulare electronice specializate, cu parcurgerea
completa a unor fluxuri de lucru implementate.

47. Pentru asigurarea unui nivel adecvat al securitdtii informationale a SI
,,e-Arhiva” se considera binevenita elaborarea si implementarea unei politici
de asigurare a securitdtii informationale. Aceastd politicd va detalia totalitatea
compartimentelor de securitate, rolurile, drepturile si obligatiile fiecarui actor
al sistemului informational. Politica de securitate va fi adusd la cunostinta
fiecarui utilizator si semnata de catre acesta. Fiecare utilizator va cunoaste
obligatiile de serviciu in materie de respectare a securitdtii informationale si
totalitatea procedurilor formale pe care trebuie sd le respecte in strictd
concordanta cu politica de securitate.”.




12. In continuare, se considera judicios ca prin proiectul hotararii Guvernului Precizare
remisa spre avizare sa se aprobe, prin anexa distinctd, si Regulamentul cu La pct. 2 din proiectul hotararii
privire la organizarea si functionarea SI ,,e-Arhiva”. Regulamentul urmeaza | Guvernului privind aprobarea
sa prevada norme privind functiile, scopul si categoriile de date prelucrate, | Conceptului Sistemului
subiectii raporturilor juridice in domeniul crearii, administrarii, mentenantei, | informational ,,Arhiva electronica”,
dezvoltarii si utilizarii modulului, regimul juridic de utilizare a datelor, | este prevazut ca Ministerul Justitiei,
drepturile si obligatiile subiectilor la crearea, exploatarea si utilizarea | cu suportul Agentiei Nationale a
modulului, inregistrarea, modificarea, completarea si radierea datelor, | Arhivelor va elabora in termen de 12
managementul utilizdrilor si procesele de administrare a modulului, | luni de la data intrdrii in vigoare a
interoperabilitatea cu alte sisteme informationale, asigurarea protectiei si | hotararii de Guvern si va prezenta
securitatii informatiei, asigurarea controlului intern si extern si [ Guvernului spre aprobare proiectul
responsabilitatea utilizatorilor sistemului. hotararii Guvernului privind
aprobarea Regulamentului resursei
informationale formate de Sistemul
informational ,,Arhiva electronica”.
Prin urmare, anume in regulament
vor fi indicate normele de baza
indicate 1n aviz.
Agentia de | 13. Anterior prin avizul nr. 3007-180 din 02.09.2025, AGE a argumentat Se accepta
Guvernare necesitatea ajustarii temeiului legal al proiectului de hotarare, in speta ,,art. 50 Temeiul legal al aprobarii
Electronica Legea nr.124/2022 privind identificarea electronici si serviciile de | hotdrarii de Guvern a fost ajustat.

incredere”, care de altfel urmeaza a fi interpretat prin coroborare cu notiunile
,,document electronic” si ,,arhiva electronica securizata” din art.2 al legii
prenotate.

Prin urmare, Clauza de adoptare si Nota de fundamentare urmeaza a
fi revizuite In concordantd cu comentariile si propunerile expuse pentru a
reflecta aceasta interpretare sistemica.

Totodatd, precizam cad proiectul
sistemului informational face referire
la ,,document” in sensul Legii nr.
880/1992 privind Fondul Arhivistic
al Republicii Moldova: ,,Fondul
arhivistic de stat este constituit din
documentele depuse la pastrare
permanentd in arhivele de stat, in

depozite speciale de stat ale
Republicii, precum si din
documentele aflate la pastrare

provizorie in organele puterii de stat
si ale administratiei de stat, in instante
de judecatd, procuraturd, in alte




institutii de stat, n Intreprinderi si in
organizatii”.

In acest context mentionim ca
Arhiva electronica se propune a fi un
Sistem informational menit sa
pastreze si sd ofere acces permanent
la informatii digitale ale Fondului
Arhivistic al Republicii Moldova,
inclusiv la documentele electronice
stipulate la art. 40 al Legii nr.

124/2022  privind  identificarea
electronica si serviciile de incredere.
Deci, parte

integrantd/componenta a Fondului
Arhivistic de Stat sunt documentele
electronice in conformitate cu
legislatia in vigoare, ale cdaror
termene de pastrare sunt similare cu
cele prevazute pentru documentele pe

suport de hartie.
14. Concomitent, in calitate de actiuni conexe implementarii proiectului, Precizare
insistdm in privinta necesitatii ajustdrii Legii nr.880/1992 privind Fondul Ministerul Justitiei a initiat la
Arhivistic al Republicii Moldova, in sensul includerii conceptului de ,,Arhiva | 09.09.2025 procesul de elaborare a
electronicd” ca parte integrantd a Fondului Arhivistic de Stat, ceea ce ar | proiectului legii cu privire la arhive,
asigura coerenta cadrului normativ intre legislatia arhivistica si cea privind | in vederea actualizdrii cadrului
identificarea electronica si serviciile de incredere. normativ in domeniul arhivistic si
alinierii la cerintele noi de gestionare
si pastrare a documentelor.
Aditional, a se vedea precizarea
de la pct. 31 din prezenta sinteza.
15. Aditional, mentionam cd la data de 08 octombrie 2025 Se accepta

(https://gov.md/sites/default/files/media/documents/sedinte-de-guvern/2025-
10/NU-674-MDED-2025 0.pdf) a fost aprobata Hotardrea Guvernului nr.
677/2025 cu privire la consolidarea accesului la serviciile publice electronice
in cadrul Portalului guvernamental integrat EVO utilizat la prestarea
serviciilor publice electronice si aprobarea masurilor necesare pentru

Pct. 8 din proiect a fost completat
cu un pct. nou privind Hotardrea de
Guvern nr. 677/2025.




implementarea modelului unitar de design (Publicata in Monitorul Oficial nr.
526-528 din 10.10.2025, art. 680).

Conform prevederilor pct. 4, 6 si 7 din Hotdrarea mentionata, Ministerele,
Cancelaria de Stat, alte autoritati centrale si structurile din subordinea lor,
prestatorii de servicii publice - vor utiliza modelul unitar de design in toate
etapele de proiectare, dezvoltare si actualizare a resurselor si sistemelor
informationale destinate prestarii serviciilor publice electronice, precum si vor
aplica modelul unitar de design la crearea sau dezvoltarea altor resurse si
sisteme informationale de stat care nu sunt destinate prestdrii serviciilor
publice electronice sau la crearea si dezvoltarea noilor site-uri web oficiale.

16. La fel, pct. 8 din Hotararea mentionata supra prevede cd inainte de Se accepta
punerea 1n exploatare a resurselor si sistemelor informationale mentionate la Reglementarea propusd a fost
pct. 6 si 7, designul elaborat va fi coordonat cu Institutia publica ,,Agentia de | inclusa in pct. 37 din proiect.
Guvernare Electronica”. De asemenea, a fost completat
In acest context, proiectul Hotararii de Guvern urmeazi a fi completat la | pct. 8 din proiect cu referire la
Capitolul VII ,,Spatiul tehnologic” cu un nou punct, care sa faca referire la | Hotardrea de Guvern nr. 677/2025.
utilizarea modelului unitar de design la dezvoltarea sistemului informational
,Arhiva electronica”, dupd cum urmeaza:
,,La dezvoltarea SI e-Arhiva se va aplica Modelul Unitar de Design, in
conformitate cu prevederile Hotararii Guvernului nr. 677/2025.”
Totodatd, pct.8 din proiectul Hotararii de Guvern cu privire la aprobarea
Conceptului sistemului informational ,,Arhiva electronicd” va fi completat
corespunzator cu trimiterea la cadrul normativ aferent Modelului Unitar de
Design.
Agentia  Servicii | 17. Modalitatile de interactiune cu alte institutii publice urmeaza sd fie Precizare
Publice definite in mod clar. Modalitatile de interactiune cu
Necesitd claritate si modalitatea schimbului de date: exclusiv prin | institutiile publice (sistemele
intermediul platformei de interoperabilitate MConnect sau interactiune directd | informationale  ale  institutiilor
intre sistemele informationale ale institutiilor implicate. publice) vor fi  expuse 1in
Regulamentul resursei

informationale formate de Sistemul
informational ,,Arhiva electronicd”,
inclusiv va fi reglementata procedura
de interactiune cu institutiile publice
care nu dispun de sisteme




informationale privind
managementul documentelor
electronice.
18. In textul proiectului este necesard precizarea, daci metadatele aferente Nu se accepta
informatiilor prelucrate vor fi inregistrate si mapate in Sistemul informational Nu este necesara aceasta precizare
,Catalogul Semantic”. din considerentul cd structura
metadatelor si procesul de arhivare a
lor vor fi stipulate in Regulamentul
resursei informationale formate de
Sistemul  informational ,,Arhiva
electronica’.
19. Proiectul nu prevede mecanisme de asigurare a continuitdtii operationale. Precizare
Consideram oportund includerea unor prevederi referitoare la existenta Proiectul conceptului contine la
unui mecanism functional de recuperare in caz de dezastru, in vederea | pct. 7.4. principiul securitatii
protejarii integritatii informatiilor si asigurarii disponibilitatii sistemului. informationale,  care  presupune
asigurarea unui nivel corespunzator
de integritate, selectivitate,
accesibilitate si eficienta pentru
protectia  datelor de  pierderi,
alterari, deteriorari si de acces
nesanctionat. Reiesind din aceastd
prevedere, ulterior va fi reglementat
mecanismul de recuperare a datelor in
caz de dezastru, in conformitate cu
standardele UE, in Regulamentul
resursei informationale formate de
Sistemul  informational ,,Arhiva
electronica”.
Casa Nationala de | 20. La proiectul Conceptului Sistemului Informational ,,Arhiva electronica” Precizare
Asigurari Sociale Redactia pct. 2 nu este clard prin prisma scopului credrii SI e-Arhiva si Sistemul va realiza stocarea si
functia sa de facto. pastrarea inregistrarilor electronice.
Astfel, urmeaza de precizat dacd sistemul va indeplini careva functii ale
Agentiei Nationale a Arhivelor sau va deveni un spatiu de pastrare a datelor
(inregistrarilor) electronice;
21. Pct.3 subct.3.1, se propune de a fi expus cu precizie pentru a putea defini Nu se accepta

notiunea de ,,Consumator”, inclusiv prin definirea modalitatii de consumare




(aceeasi persoand/institutie care a plasat inregistrarea/informatia 1n arhiva sau
orice altd persoand/institutie);

In sensul prezentului proiect
,Consumatorul” este definit , o0
persoand sau un sistem, care

utilizeaza arhiva pentru a gasi §i
accesa informatiile pastrate la orice
nivel de detaliu permis”.

Prin urmare, rezulta ca orice alta
persoand/institutie  poate  accesa
informatiile, nu neaparat aceeasi care
a transmis informatia la péstrare si in
conformitate cu legislatia privind
accesul la informatia de interes public
si a datelor cu caracter personal.

22. Pct.3 subct.3.6 se propune de expus cu urmatorul continut: ,,3.6. Pachet de Nu se accepta
informatii - o forma organizata de a stoca continutul care urmeaza a fi pastrat, Definitia este expusd clar, in
impreund cu metadatele care 1l descriu.” conformitate cu prevederile

conceptului.

23. Pct. 8 se propune de completat cu Legea nr. 133/2011 privind protectia Se accepta
datelor cu caracter personal, deoarece Legea nr. 195/2024 privind protectia Suplimentar, a se vedea opinia de
datelor cu caracter personal, v-a intra in vigoare la 23.08.2026; la pct. 1 din prezenta sinteza.

24, Subpct. 8.10 si 8.17 urmeaza a fi excluse deoarece actele normative Se accepta
indicate sunt abrogate. Proiectul a fost modificat.

25. La pct.18 consideram necesar de specificat utilizatorii sistemului. Nu se accepta

Argumentare: Conform art. 31 al Legii nr. 880/1992 privind Fondul ,Utilizatorii sistemului” vor fi

Arhivistic al Republicii Moldova cetatenii, institutiile, organizatiile si | ,utilizatorii  fondului  arhivistic”,
intreprinderile statelor strdine pot utiliza documente din Fondul Arhivistic al | stabiliti in Legea nr. 880/1992 privind
Republicii Moldova cu autorizatia organului de stat pentru supravegherea si | Fondul Arhivistic al Republicii
administrarea Fondului Arhivistic al Republicii Moldova, iar din fondurile | Moldova si Hotararea Guvernului
arhivistice ale organizatiilor ce pastreaza de sine statator documente, precum | 352/1992 cu privire la aprobarea
si documentele din fondul arhivistic al persoanelor fizice — cu consimtamantul | Regulamentului Fondului arhivistic
acestor organizatii si persoane. de stat.

26. La pct. 35 textul ,,Hotararea Guvernului nr. 201/2017 privind aprobarea Se accepta

cerintelor minime obligatorii de securitate ciberneticd” de substituit cu textul
,Hotdrdrea Guvernului nr.562/2025 cu privire la modul de realizare a

Textul ajustat se regaseste la pct.
38 din proiect.




obligatiilor de asigurare a securitdtii cibernetice de catre furnizorii de servicii
in sectoarele critice”.

27. Pct.36 de completat cu textul ,, si Legea nr. 195/2024 privind protectia Nu se accepta
datelor cu caracter personal, v-a intra in vigoare la 23.08.2026.” A se vedea argumentarea de la
pct. 1 din prezenta sinteza.
28. Totodatd, mentionam cd Conceptul nu prevede aspecte ce tin de arhivarea Precizare
electronica a documentelor pe suport de hartie deja arhivate pana la data Aceste tipuri de documente fac
lansarii Sistemului Informational ,,Arhiva electronica”. parte din categoria specificata la pct.
3.4. din concept: Inregistrare
arhivistica — inregistrari carora li s-
a acordat valoare arhivistica de catre
o arhiva publica ca urmare a unei
evaluari.
29. Suplimentar, 1n contextul implementarii Sistemului Informational Precizare
,»Arhiva electronica” consideram strict necesar actualizarea Indicatorului A se vedea precizarea de la pct.
documentelor-tip si al termenelor de pastrare pentru organele administratiei | 31 din prezenta sinteza.
publice, pentru institutiile, organizatiile si intreprinderile Republicii Moldova, Aditional, mentionam ca
aprobat prin ordinul Serviciului de Stat de Arhiva nr. 57 din 27.07.2016 si | Indicatorul mentionat urmeaza a fi
anume revizuirea tipurilor de documente si termenele de pastrare ale acestora. | elaborat de catre ANA.
Curtea de Conturi | 30. Totodata, Curtea de Conturi atrage atentia autorului proiectului despre Nu se accepta
necesitatea unificarii actului normativ mentionat la punctul 8 din Concept (8. 6. A se vedea argumentarea de la
Legea nr. 195/2024 privind protectia datelor cu caracter personal) si a celui | pct. 1 din prezenta sinteza.
de la punctul 36 (Legea nr. 133/2011 privind protectia datelor cu caracter
personal).
Agentia de | 31. Se salutd elaborarea Conceptului Sistemului Informational ,,Arhiva Precizare
Dezvoltare Electronica”. Acest proiect este de o importanta critica pentru transformarea Ministerul Justitiei a initiat la

Regionala a UTA
Gagauzia

digitala si gestionarea eficientd a documentatiei, fapt care influenteaza in mod
direct calitatea serviciilor publice puse la dispozitia cetatenilor si
antreprenorilor.

Vedem in acest proiect un potential imens pentru cresterea transparentei
s reducerea  birocratiei, prin intermediul unor servicii
guvernamentale mai rapide si mai sigure.

Legea nr. 880/1992 ,,Privind Fondul Arhivistic al Republicii Moldova”,
in versiunea sa actuald, nu contine prevederi care sa reglementeze notiunea de

09.09.2025 procesul de elaborare a
proiectului legii cu privire la arhive,
in vederea actualizarii cadrului
normativ in domeniul arhivistic si
alinierii la cerintele noi de gestionare
si pastrare a documentelor.

Astfel, proiectul de act normativ
urmeaza si reglementeze tipurile de
arhive, inclusiv arhiva electronica,




»Arhiva FElectronicd” ca parte a Fondului Arhivistic de Stat si nici nu
reglementeaza aspecte legate de tehnologiile informationale si comunicatii.

Este necesara eliminarea acestei lacune legislative, deoarece Conceptul
se bazeaza pe o dispozitie care nu este direct stipulata in legea de baza privind
arhivarea. Acest lucru ar putea crea incertitudine juridicd la transferul si
stocarea documentelor electronice.

Masuri necesare:

1. Initierea amendamentelor la Legea nr. 880/1992 pentru introducerea si
definirea clara a notiunii de ,,Arhiva Electronica” si a locului sau in sistemul
arhivistic.

2. Prevederea unor cursuri de formare tintite pentru reprezentantii
autoritatilor publice si intreprinderilor implicate in procesele de arhivare, dupa
lansarea sistemului.

3. Elaborarea si diseminarea unor instructiuni si ghiduri metodologice
clare privind lucrul cu SI e-Arhiva, pentru a uniformiza procesele de evidenta
si transmitere a documentelor electronice.

Consideram prioritara alinierea legislatiei, deoarece nu este posibilda
exploatarea eficienta a SI e-Arhiva dacd legislatia secundard care
reglementeaza primirea, evidenta si utilizarea documentelor contravine
principiilor guvernantei digitale.

accesul la arhive si utilizarea
acestora, activitatea arhivelor
administratiei publice centrale si a
administratiei publice locale,
documentul de arhiva si gestionarea
documentelor de arhiva, precum si
alte aspecte indispensabile.
Elaborarea proiectului respectiv
are drept scop crearea unui cadru
legislativ nou in domeniul arhivistic,
crearea unui fond arhivistic national
unic si asigurarea pastrarii optime a
tuturor documentelor de arhiva,
stabilirea unui statut bine determinat
pentru arhive, intensificarea
transformarii digitale a documentelor
de arhivd si crearea de sisteme
informationale si baze de date in baza
informatiilor pastrate in arhive.

Agentia Geodezie,
Cartografie si
Cadastru

32. In partea introductivi a Conceptului Sistemului Informational ,,Arhiva Se accepta
electronica” recomandam substituirea textului ,,in prezent, nu existd un sistem Textul din introducere a fost
informational pentru pastrarea inregistrarilor electronice, prin urmare fiecare | ajustat.
autoritate publica si institutie publicd isi improvizeaza propria solutie.” cu
textul ,,Iin prezent, nu este instituit un sistem informational unificat pentru
gestionarea si pastrarea Inregistrarilor electronice. Astfel, fiecare autoritate si
institutie publica utilizeaza solutii proprii, dezvoltate la nivel intern.”
33. In capitolul I Dispozitii generale, la punctul 5, tabelul 2 Explicatii ale Se accepta partial

diagramei ,,Fluxul de valoare si capabilitatile” exista erori gramaticale. Spre
exemplu, cuvintele ,,care asigura” urmeaza a fi substituite cu sintagma ,,care
asigura”.

In tabelul mentionat sunt inclusi termenii ,,ASTRA” s1,,PAIMAS”, dar nu
este datd o notiune a acestora. Consideram necesara includerea in proiect a
semnificatiei acestor doi termeni pentru a exclude interpretari echivoce.
Mentionam ca: ,,ASTRA reprezintd o solutie software specializatd cu un
pachet de servicii de consultantd dedicate implementarii si functionarii

Eroarea fost
corectata.

Termenul ,,PAIMAS” (Standardul
Abstract al Metodologiei Interfetei
Producator-Arhivd) este descifrat la
pct. 9.2 din proiect, in cadrul listei
principalelor standarde de consultat

in timpul proiectarii SI e-Arhiva.

gramaticala a




sistemelor informatice de arhivare digitald in conformitate cu modelul de
referintd OAIS (Open Archival Information System — ISO 14721:2012)” iar
~PAIMAS reprezintd standardul de metodologie pentru interfata dintre
producator si arhiva, care descrie metodologia de colaborare dintre organizatia
care produce informatia si arhiva digitald in procesul de transfer, verificare si
acceptare a informatiei destinate pastrarii pe termen lung”.

Semnificatia acestui standard va fi
detaliatd in Regulamentul resursei
informationale a Sistemului.

Termenul ,,ASTRA” nu semnifica
un standard, ci un exemplu de solutie
software din Estonia, utilizat doar cu
rol ilustrativ in Tabelul 2 (Explicatii
ale diagramei ,,Fluxul de valoare si
capabilitatile”).

34.

In capitolul II referitor la spatiul juridico-normativ notim ci, in ceea ce
priveste Legea nr. 195/2024 privind protectia datelor cu caracter prsoanl,
indicatd in punctul 8.6, acest act normativ urmeaza sa intre in vigoare in data
de 23 august 2026, respectiv sugeram includerea unei precizari in acest sens
in textul proiectului. De asemenea, atragem atentia ca, In punctul 36, care se
referd la securitatea datelor, autorul proiectului face referintd la Legea nr.
133/2011 privind protectia datelor cu caracter personal.

Subsecvent, consideram necesara includerea in cadrul juridico-normativ
din proiect a Legii nr. 148/2023 privind accesul la informatiile de interes
public, precum si introducerea unei mentiuni exprese ca, sistemul e-arhiva, va
functiona conform cadrului normativ in vigoare.

Atragem atentia cd, In ceea ce priveste punctul 8.17, in care este indicata
Hotararea Guvernului nr. 201/2017 privind aprobarea cerintelor minime
obligatorii de securitate ciberneticd, actul normativ sus mentionat a fost
abrogat prin Hotdrarea Guvernului nr. 562/2025 cu privire la modul de
realizare a obligatiilor de asigurare a securitatii cibernetice de catre furnizorii
de servicii In sectoarele critice.

Subsidiar, recomandam revizuirea prin prisma celor mentionate si a
punctului 35 din proiect.

Se accepta

In partea ce tine de Legea nr.
133/2011 si Legea nr. 195/2024 —a se
vedea argumentele de la pct. 1 din
prezenta sinteza.

In partea ce tine de Legea nr.
148/2023, proiectul a fost completat,
A se vedea pct. 8.8 din proiect.

In partea ce tine de pct. 8.17,
acesta a fost modificat. A se vedea
pct. 8.33 (dupa renumerotare).

Pct. 35 a fost ajustat si
renumerotat corespunzator.

3s.

In continuare notam ca, termenul ,, destinatarului potrivit” din continul
punctului 22, poartd un caracter ambiguu si neclar, de aceea recomandam
precizarea explicitd a persoanei sau entitdtii care are calitate de destinar, In
contextul dat.

Se accepta

A  fost substituit termenul
»destinatarului potrivit” cu termenul
,,consumatorului”.

36.

La punctul 24 subpunctul 24.1, termenul ,, informational” se va corecta
prin includerea diacriticelor, urmand a fi scris ,, informational .

Se accepta
Textul de la pct. 24 a fost
transferat la pct. 22. din proiect, iar




diacriticile au fost
corespunzdtor la subpct. 22.1.

plasate

37. Capitolul VII ,,Spatiul tehnologic”, punctul 31 urmeaza a fi modificat Se accepta
prin inlocuirea sintagmei ,,Agentia Nationald a Arhivelor” cu abrevierea Textul ajustat se regaseste la pct.
,»ANA”, intrucat, potrivit punctului 2 al documentului, aceasta forma abreviata | 34 din proiect.
se utilizeaza pe tot parcursul textului. Respectiv, se va revizui documentul in
intregime.
Serviciul 38. In vederea aducerii proiectului in conformitate cu prevederile Legii nr. Se accepta partial
Tehnologia 124/2022 privind identificarea electronica si serviciile de incredere (in Au fost modificate notiunile din
Informatiei si continuare Legea nr. 124/2022), in tot textul proiectului cuvintele “arhiva | ,arhiva  digitald” in  ,arhiva
Securitate digitala” se vor substitui cu cuvintele “arhiva electronicd”, iar cuvintele | electronicd”, ,,semnatura digitald” in
Cibernetica “semndtura digitald” cu cuvintele ‘“semndturd electronicd calificatd”. | semnatura electronicd calificata”,
Totodata, se propune unificarea notiunilor cu acelasi sens utilizate in textul | ,,informatii  digitale” 1in ,date
proiectului, cum ar fi: “inregistrari electronice”, “informatii digitale”, care se | electronice”.
propun a fi substituite cu notiunea de “date electronice”. Notiunea ,hardware” nu se
In tot textul proiectului cuvantul ,,hardware” se va exclude, avand in vedere | exclude din proiect deoarece se
ca sistemul informational va fi gazduit pe platforma tehnologicad | integreaza logic si corect 1In
guvernamentald comuna (MCloud). urmatoarea definitie "SI e-Arhiva este
un sistem format din software si
hardware”, iar suportul hardware este
asigurat prin tehnologia Cloud
Computing (MCloud).
39. La pct. 8, subpct. 8.10 va fi exclus, intrucat Hotararea Guvernului nr. Se accepta
1123/2010 privind aprobarea Cerintelor fata de asigurarea securitdtii datelor Referinta la actul normativ a fost
cu caracter personal la prelucrarea acestora in cadrul sistemelor informationale | exclusa.
de date cu caracter personal, a fost abrogata.
40. De asemenea, la subpct. 8.17 textul ,,Hotararea Guvernului nr. 201/2017 Se accepta
privind aprobarea Cerintelor minime obligatorii de securitate cibernetica” se Textul ajustat se regaseste la pct.
va substitui cu textul ,,Hotararea Guvernului nr. 562/2025 cu privire la modul | 8.33 din proiect.
de realizare a obligatiilor de asigurare a securitatii cibernetice de catre
furnizorii de servicii in sectoarele critice”, intrucat Hotararea Guvernului nr.
201/2017 a fost abrogata. Referinta corespunzatoare din pct. 35 va fi ajustata
in consecinta.
41. Pct. 30 se va expune in urmatoarea redactie: ,,SI e-Arhiva urmeaza a fi Se accepta

gazduit pe platforma tehnologicd guvernamentalda comuna (MCloud) in




conformitate cu Hotararea Guvernului nr. 128/2014 privind platforma
tehnologica guvernamentald comuna (MCloud) si va utiliza platforma de
gazduire bazatd pe tehnologii de tip container, care presupune utilizarea
rationald a resurselor”.

Textul a fost ajustat conform
propunerii.

42.

Lapct. 36, textul ,,Legea nr. 133/2011 privind protectia datelor cu caracter
personal” se va substitui cu textul ,Legea nr. 195/2024 privind protectia
datelor cu caracter personal”.

Nu se accepta
A se vedea argumentarea de la
pct. 1 din prezenta sinteza.

43.

Cu referire la proiectul notei de fundamentare:

Impactul financiar si argumentarea costurilor estimative urmeaza a fi
completata cu urmatoarele: “Posesorul SI e-Arhiva urmeaza sa estimeze si sa
prezinte Institutiei Publice ,,Serviciul Tehnologia Informatiei si Securitate
Cibernetica” resursele TI necesare pentru gazduirea SI e-Arhiva pe platforma
tehnologica guvernamentald comund (MCloud), in conformitate cu Hotararea
Guvernului nr. 128/2014 privind platforma tehnologicd guvernamentala
comuna (MCloud).

In baza estimarilor se vor planifica si se vor aloca resursele TI necesare.
Urmare a darii in exploatare a platformei SI e-Arhiva, Posesorul va incheia cu
Administratorul tehnic Acordul privind administrarea tehnica si mentinerea SI
e-Arhiva, care va include activitatile minime privind administrarea tehnica si
mentinerea SI e-Arhiva precum si volumul acestora. In baza Acordului vor fi
estimate cheltuielile pentru administrarea tehnica a SI e-Arhiva care urmeaza
a fi acoperite din bugetul de stat, prin intermediul granturilor oferite Institutiei
Publice ,,Serviciul Tehnologia Informatiei si Securitate Cibernetica”, de catre
fondator.”.

Se accepta
Nota de fundamentare a fost
completata conform propunerii.

44.

Suplimentar, comunicam ca, reglementarea arhivei electronice la nivel
European este realizatd de Regulamentul (UE) Nr. 910/2014 al Parlamentului
European si al Consiliului din 23 iulie 2014 privind identificarea electronica
si serviciile de incredere pentru tranzactiile electronice pe piata internd si de
abrogare a Directivei 1999/93/CE (in continuare - Regulament). Astfel,
potrivit art. 3 din Regulament, arhivd electronica a datelor electronice
reprezintd unul din serviciile de incredere. De mentionat, ca conform art. 2 al
Legii nr. 124/2022, serviciile de incredere se presteaza de catre un prestator
de servicii de Incredere. Suplimentar, potrivit aceluiasi articol din Regulament,
arhivarea electronicd Tnseamna un serviciu care asigurd primirea, stocarea,
recuperarea si stergerea datelor electronice si a documentelor electronice
pentru a asigura durabilitatea si lizibilitatea acestora, precum si pentru a pastra

Precizare

Obiectul Sistemului
Informational ,,Arhiva electronica”
este de a asigura pastrarea pe termen
lung si permanent a inregistrarilor
electronice care apartin Fondului
Arhivistic de Stat al Republicii
Moldova. Acest lucru rezulta din
Legea nr. 880/1992, care
reglementeazd domeniul arhivistic.

Serviciul la care face referire
Regulamentul UE 910/2014 (eIDAS)




integritatea, confidentialitatea si dovada originii acestora pe parcursul intregii
perioade de pastrare. Totodata, serviciul calificat de arhivare electronica
inseamna un serviciu de arhivare electronica care este prestat de un prestator
de servicii de incredere calificat si care indeplineste cerintele prevazute de
Regulament. Sectiunea 10 din Regulament determind efectul juridic al
serviciilor de arhiva electronicd, cerintele privind serviciile calificate de
arhivare electronica. De atentionat, cd la moment cadrul normativ national nu
reglementeaza efectul juridic si cerintele pentru arhiva electronica, insa
autoritatile nationale competente — Serviciul de Informatii si Securitate si
Ministerul Dezvoltarii Economice si Digitalizarii, cu suportul expertilor
europeni, la moment elaboreazd un proiect de lege care are ca scop
transpunerea mai ampla a Regulamentului, inclusiv si functionarea arhivei
electronice.

Reiesind din cele expuse, luand in calcul cd serviciul de arhivare
electronica trebuie sa fie prestat de catre un prestator de servicii de incredere,
precum si tinand cont de modificarile planificate la Legea nr.124/2022,
inclusiv in ceea ce tine de arhiva electronicd, se constatd a fi prematurad
promovarea si aprobarea proiectului avizat, motiv din care Serviciul nu sustine
promovarea acestuia, or, aprobarea lui in forma actuald va conduce la
neconformarea cu cerintele si normele UE care urmeazad a fi transpuse in
legislatia nationala si va crea confuzii inclusiv pentru reprezentantii UE, care
urmeaza sd evalueze corespunderea cadrului normativ national la acquis-ul
UE.

este cel de "servicii de Incredere
calificate de arhivare electronica".
Acest serviciu are rolul de a asigura
dovada originii si integritatea
documentelor electronice pe termen
scurt/mediu,  fiind  prestat de
Prestatori de Servicii de Incredere.

SI e-Arhiva nu este un prestator
de servicii de Incredere, ci o Arhiva
Publica (ANA gestioneaza
patrimoniul  arhivistic al  tarii
permanent) care are functia de
conservare permanentd (Long-Term
Preservation), conform modelului
OAIS. Aceastda functie depaseste
scopul si cerintele serviciilor de
incredere din Regulamentul eIDAS,
care se aplica tranzactiilor electronice
pe piata interna.

Reiesind din cele expuse,
suplimentar informam ca ANA, in
calitate de institutia care are misiunea
de administrare si dezvoltare a
fondului arhivistic (documentele,
inregistrarile cu valoare arhivistica),
monitorizare si control al pastrarii si
utilizarii fondului arhivistic, nu a fost
informatd despre demararea sau
elaborarea unui proiect de lege care
are ca scop transpunerea mai ampla a
Regulamentului expus si in care ar fi
prevederi, inclusiv, aferente
functiondrii  arhivei  electronice.
Despre acest fapt nu a parvenit nici o
notificare, inclusiv, la sedintele




grupului de lucru privind elaborarea
proiectului cu privire la Arhiva
electronica, la care a participat si
STISC.

Biroul National de | 45. La Capitolului II la pct.8 se propune completarea cu Legea nr. 100/2017 Nu se accepta
Statistica cu privire la actele normative. Legea mentionata are un alt obiect
de reglementare decat cel al
Conceptului Sistemului
informational ,,Arhiva electronica”.
46. Totodatd, de ordin redactional, se constatd o lacund in numerotarea Se accepta
subpunctelor, si sugerdm armonizarea utilizarii abrevierilor in tot textul Elementele de structura ale
proiectului, fie prin mentinerea abrevierilor dupd definirea la prima utilizare. | proiectului au fost renumerotate, iar
textul a fost revizuit, tindnd cont
inclusiv de propunerile din alte avize.
Ministerul 47. Propunem modificarea denumirii in Cadrul conceptual al Sistemului Nu se accepta
Energiei informational ,, Arhiva electronica”, deoarece aceasta formulare reflectd mai Denumirea utilizatd corespunde
clar natura documentului, asigurand claritate si corectitudine terminologica. | terminologiei utilizate 1n actele
normative din domeniul sistemelor
informationale. Pentru detalii, a se
vedea art. 76 alin. (2) din Legea nr.
467/2003 cu privire la informatizare
si resursele informationale de stat.
48. In vederea respectirii normelor tehnicii legislative, se considerd oportuni Nu se accepta
excluderea din preambul a indicatiilor ,,(Monitorul Oficial al Republicii Conform normelor de tehnica
Moldova, 2004, nr. 6-12, art. 44), (Monitorul Oficial al Republicii Moldova, | legislativa, citarea unui act normativ
2022, nr. 170-176, art. 317)”, pentru a asigura coerenta stilisticd si claritatea | in preambul este Intotdeauna insotitd
textului. Referintele mentionate ar putea fi indicate, dupa caz, in notele de | de specificarea in paranteze a
subsol sau in anexe, evitand astfel supraincarcarea continutului preambulului. [ numarului, anului si articolului din
Monitorul Oficial.
49. Inter alia, In ceea ce priveste Nota de fundamentare, punctul 4 — ”Analiza Nu se accepta

impactului de reglementare”, se constatd ca estimarile costurilor nu reflectd o
suma exactd a cheltuielilor aferente implementarii proiectului.

Conform art. 27" alin. (2), (4) si (5) din Legea nr. 100/2017 cu privire la
actele normative, analiza impactului de reglementare face parte din activitatea
de documentare ce trebuie sd fundamenteze proiectul, incluzand evaluarea

Costul exact este imposibil de
determinat cu certitudine la etapa de
Concept si vor fi precizate doar dupa
elaborarea Caietului de Sarcini. S-a
furnizat o suma estimativa bazata pe




efectelor economice, financiare si sociale, precum si prezentarea estimarilor
realiste ale costurilor si surselor de finantare. Rezultatele acestei activitati si
sursele utilizate se includ obligatoriu in nota de fundamentare, care, in cazul
proiectelor initiate de autoritatile publice sau de demnitari, trebuie sa indice
impactul asupra societatii, economiei si bugetului public.

Prin urmare, se recomandd completarea punctului 4 al notei de
fundamentare cu o analiza detaliata si justificatd a impactului de reglementare,
in conformitate cu cerintele art. 27' mentionat.

analogia cu sistemul similar al

Estoniel.

Ministerul
Dezvoltarii
Economice
Digitalizarii

2
=0

50.

Avand in vedere cd Legea nr. 880/1992 privind Fondul Arhivistic al
Republicii Moldova, care stabileste principiile generale de organizare a
activitatilor de completare, evidenta, pastrare si utilizare a Fondului Arhivistic
al Republicii Moldova, nu contine norme primare care sd reglementeze
conceptul de ,, arhiva electronica” ca parte componenta a Fondului Arhivistic
al statului si nici nu abordeazd relatiile aferente domeniului tehnologiei
informatiei si comunicatiilor, se impune necesitatea coreldrii conceptelor,
notiunilor si prevederilor actelor normative relevante domeniului respectiv.

A se vedea precizarea de la pct.
31 din prezenta sinteza.

51.

Totodatd, cu titlu de observatie, se considera necesard revizuirea si
actualizarea actelor normative invocate in textul proiectului care
reglementeaza crearea si functionarea Sistemului informational ,, e-Arhiva”,
intrucat unele dintre acestea au fost abrogate sau modificate substantial (de
exemplu: Hotararea Guvernului nr. 201/2017 privind aprobarea cerintelor
minime obligatorii de securitate cibernetica, abrogata prin Hotéararea
Guvernului nr. 562/2025 cu privire la modul de realizare a obligatiilor de
asigurare a securitdtii cibernetice de catre furnizorii de servicii in sectoarele
critice; Legea nr. 133/2011 privind protectia datelor cu caracter personal,
abrogata prin Legea nr. 195/2024 privind protectia datelor cu caracter
personal).

Se accepta partial
A se vedea argumentarea de la
pct. 1 si pet. 5 din prezenta sinteza.

52.

De asemenea, se recomanda precizarea clard a rolului institutiilor
implicate in dezvoltarea, implementarea si administrarea sistemului, in
vederea evitarii suprapunerii competentelor intre autoritdti si asigurdrii unui
cadru clar de guvernanta a sistemului informational.

Nu se accepta

A se vedea argumentarea de la
pct. 8 din prezenta sinteza, precum si
precizarea de la pct. 3.

Banca Nationala a
Moldovei

53.

Avand in vedere faptul ca Proiectul stabileste elementele-cheie ale
viitorului Sistem Informational “Arhiva electronica” (in continuare - Sistem),
detaliile functionarii caruia vor fi reglementate ulterior, In mod etapizat
(potrivit punctelor 34, 42, 43 din Proiect), recomandam explicitarea in

Se accepta
A se vedea precizarea de la pct. 3
din prezenta sinteza.




viitoarele acte de reglementare, cel putin a urmatoarelor aspecte fundamentale,
pentru buna functionare a Sistemului:

e Procedurile de creare, gestionare si actualizare a inregistrarilor in
Sistem;

e Procesul ordonarii etapizate a documentelor electronice de catre
autoritatile publice si transmiterii acestor documente catre Fondul Arhivistic
de Stat;

e Procedura aplicabila oferirii accesului la informatiile din Sistem;

e Conditiile tehnice necesare pentru a permite schimbul securizat si
eficient de informatii intre Sistem si sistemul informatic de arhivare a
autoritatilor publice — sisteme, care urmeaza a fi interconectate, precum si pasii
ce trebuie urmati pentru implementarea acestei interconexiuni;

e Precizarea modului si a masurii in care sistemele interne de pastrare
electronica a documentelor, gestionate de autoritatile publice, continua sa fie
aplicabile, odatd cu implementarea Sistemului.

54.

La fel, consideram necesara realizarea urmatoarelor masuri, in vederea
implementdrii unui Sistem functional si operabil:

e Implementarea treptata a Sistemului, prin proiecte-pilot la nivelul
fiecarei autoritdti publice, Tnainte de lansarea generald, pentru a asigura
armonizarea fluxurilor interne ale autoritatilor publice;

e Initierea unui plan de instruire national pentru personalul arhivistic si
personalul cu competente in domeniul tehnologiilor informationale din cadrul
autoritatilor publice;

e Elaborarea unui ghid metodologic detaliat pentru transmiterea
documentelor electronice catre Sistem. Acesta ar trebui sd includa modalitati
de automatizare a transferului de documente electronice intre sistemele
informationale ale subiectilor participanti, continutul standard al pachetului de
transfer (metadate standard, semnaturi electronice, etc.);

e Revizuirea si actualizarea actelor normative incidente domeniului,
cum ar fi, spre exemplu: Indicatorul documentelor-tip si al termenelor lor de
pastrare pentru organele administratiei publice, pentru institutiile,
organizatiile si intreprinderile Republicii Moldova si a Instructiunii privind
aplicarea Indicatorului (aprobate prin Ordinul Serviciului de Stat de Arhiva nr.
57/2016).

Se accepta

Aceste actiuni vor fi realizate
ulterior elaborarii  Regulamentului
resursei informationale formate de
Sistemul  informational ,, Arhiva
electronica’.




Curtea Suprema de | 55. Suplimentar, este de specificat ca pentru asigurarea coerentei cadrului | Se accepta

Justitie normativ aferent Conceptului Sistemului Informational ,,Arhiva electronicd”, | In pct. 8 din proiect au fost
se impune revizuirea acestuia in concordanti cu cadru normativ in vigoare. In | efectuate excluderile mentionate.
acest sens, avand in vedere cd au fost abrogate Hotararea Guvernului nr.
1123/2010 privind aprobarea cerintelor fata de asigurarea securitatii datelor cu
caracter personal la prelucrarea acestora in cadrul sistemelor informationale
de date cu caracter personal, precum si Hotdrarea Guvernului nr. 201/2017
privind aprobarea cerintelor minime obligatorii de securitate cibernetica, este
necesard actualizarea corespunzatoare a referintelor la acte normative in
vigoare.

Procuratura 56. L. Cu referire la proiectul Conceptului Sistemului Informational ,, Arhiva Nu se accepta

Generala electronica” (in continuare - proiectul Conceptului): Denumirea este clara si precisa in

1.1. in scopul excluderii potentialelor interpretdri, propunem revizuirea | conformitate inclusiv cu diagramele

continutului pet. 3.1 din proiect cu referire la descrierea notiunii de | fluxurilor de date. Consumatorul este
consumator. Astfel, consideram ca, definirea notiunii mentionate este neclara | acel  beneficiar al  sistemului
si lipsita de precizie. informational.

Aditional, a se vedea
argumentarea de la pct. 21 din
prezenta sinteza.

57. 1.2. in aceeasi ordine de idei, consideram oportund revizuirea i a notiunii Se accepta
de ,, comunitate desemnata”, prevazuta la pet. 3.2 al proiectului. Mentiondm Cuvintele ,,care ar trebui sa fie
ca, sintagma ,,care ar trebui sa fie capabili sa inteleaga un anumit set de | capabili sa inteleaga” se substituie cu
informatii” este ambigud si lipsita de claritate, fiind necesard reformularea | cuvintele ,care sunt capabili sa
acesteia intr-un mod care sa reflecte cu precizie criteriile de identificare si | inteleagd”.
caracteristicile respectivei comunitati.

58. 1.3. Pornind de la argumentele invocate supra, considerdam necesara Nu se accepta

revizuirea definirii notiunii de ,, producator” din pet.3.10 al proiectului, in
special a sintagmei ,,0 persoana ”, care urmeaza a fi clarificatd In vederea
evitdrii interpretarilor divergente si asigurdrii preciziei terminologice.

In conformitate cu proiectul
conceptului - informatiile
(documentele, 1inregistrarile) de
arhivd sunt elaborate/emise de un
producator. Producétor poate fi atat o
persoana fizica (personalitate
marcantd, notorie; fond personal al
familiei), cat si o persoana juridica
sau un ,,sistem client”.




Consumatorii pot fi o persoana
fizica sau juridica.

De asemenea, aceeasi persoand
(fizicd/juridicd) in unele raporturi
poate avea calitatea de consumator,
iar in altele — calitatea de producator.

Notiunea de producdtor a fost
ajustatd (a se vedea pct. 3.10 din
Concept).

59. La pct.6 opinam pentru excluderea cuvantului ,,existenta”, ca fiind Se accepta
superfluu. Pct. 6 a fost redactat.
60. 1.5. Consideram necesara revizuirea listei actelor normative din pct. 8 al Se accepta partial
proiectului Conceptului. Referinta la Hotararea
Subsidiar, mentionam ca, Hotardarea Guvernului nr 1123/2010 privind | Guvernului nr. 1123/2010 a fost
aprobarea cerintelor fata de asigurarea securitatii datelor cu caracter | exclusa din proiect, in schimb,
personal la prelucrarea acestora in cadrul sistemelor informationale de date | Hotararea Guvernului nr. 414/2018
cu caracter personal (pct.8.10) a fost abrogatd prin Hotardrea Guvernului | este in vigoare. Astfel referinta la
nr.678/2024. aceasta se pastreazd in textul
Totodata, Hotardrea Guvernului nr.414/2018 cu privire la masurile de | proiectului.
consolidare a centrelor de date in sectorul public si de rationalizare a Denumirea Hotararii Guvernului
administrarii sistemelor informationale de stat a fost abrogata prin Hotardrea | nr.  376/2020 a fost ajustatd
Guvernului nr 562/20235. corespunzator.
Tot aici, considerdim necesar de mentionat cd, denumirea Hotardrii
Guvernului nr. 376/2020 este indicatd gresit.
61. 1.6. Propunem completarea listei actelor normative care reglementeaza Nu se accepta
crearea $i functionarea Sistemului informational ,,Arhiva electronica” cu A se vedea argumentarea de la
Legea nr. 133/2011 privind protectia datelor cu caracter personal, pornind de | pct. 1 din prezenta sinteza.
la faptul ca, Legea nr. 195/2024 privind protectia datelor cu caracter personal
va intra in vigoare la 23 august 2026.
62. 1.7. Este necesara revizuirea continutului pct.35 al proiectului, reiesind din Se accepta
faptul ca, Hotardarea Guvernului nr. 201/2017 privind aprobarea cerintelor A fost operatda substituirea
minime obligatorii de securitate cibernetica a fost abrogata prin Hotardrea | corespunzatoare  la  pct. 35
Guvernului nr. 563/20235. (renumerotat in pct. 38).
63. 1.8. Propunem completarea pct.36 cu sintagma ,,5i Legea nr. 195/2024 Nu se accepta

privind protectia datelor cu caracter personal, care va intra in vigoare la 23




august 2026, pentru asigurarea coerentei si actualitatii cadrului normativ de
referinta.

A se vedea pct. 1 din prezenta
sinteza.

64.

1.9. Prin implementarea noului sistem informational ,,Arhiva electronica”
se urmadreste tranzitia de la documentele in format hartie la cele in format
electronic, pastrate in arhiva electronica.

Astfel, consideram necesar sd subliniem lipsa de claritate din continutul
proiectului avizat n ceea ce priveste regimul documentelor arhivate pe suport
de hartie, care, la momentul adoptarii conceptului, fac parte din Fondul
Arhivistic al Republicii Moldova.

Precizare

Scopul Sistemului Informational
este de a asigura pastrarea si
gestionarea documentelor electronice
(create direct in format electronic) si
a copiilor electronice ale
documentelor create initial pe suport
de hartie, conform prevederilor Legii
nr. 880/1992  privind  Fondul
Arhivistic.

Regimul juridic al documentelor
pe suport de hartie (originalele pe
suport de hartie) nu este modificat de
acest Concept. Acestea vor continua
sa fie pastrate conform legislatiei in
vigoare.

65.

De ordin general in contextul elaborarii Conceptului Sistemului
Informational ,,Arhiva electronica”, se considera oportun sa fie retinute si
respectate urmatoarele conditii esentiale:

-Securitatea datelor: Se impune implementarea unor masuri riguroase de
protectie a informatiilor arhivate, menite sd impiedice accesul neautorizat,
manipularea sau pierderea acestora, asigurindu-se totodata respectarea
confidentialitatii si a principiilor statului de drept.

- Accesul reglementat: Sistemul trebuie sd prevadd mecanisme clare,
transparente si legal fundamentate de acces pentru institutiile abilitate, inclusiv
Procuratura, in scopul desfasurdrii eficiente a investigatiilor in cauzele in care
datele arhivate prezinta relevanta.

-Instruirea personalului: Este necesara asigurarea unei instruiri
specializate $i continue a personalului implicat in administrarea si utilizarea
arhivei electronice, inclusiv a angajatilor Procuraturii, astfel incat utilizarea
sistemului sa se realizeze 1n conditii de responsabilitate deplina i conformitate
legala.

Se accepta

Aceste aspecte vor fi stipulate
minutios Tn Regulamentului resursei
informationale formate de Sistemul
informational ,,Arhiva electronica”.

Consiliul

66.

La pct. 8, subpunctul 8.17. al Conceptului, "Hotararea Guvernului nr.
201/2017 privind aprobarea cerintelor minime obligatorii de securitate

Se accepta




Superior
Magistraturii

al

cibernetica”, acest act normativ este abrogat. Propunem excluderea sau, dupa
caz, substituirea cu Hotararea Guvernului nr. 562 din 03.09.2025 cu privire la
modul de realizare a obligatiilor de asigurare a securitatii cibernetice de catre
furnizorii de servicii in sectoarele critice.

Se substituie in modul

corespunzator.

67.

La pct. 8, subpunctul 8.10. al Conceptului, ,,Hotararea Guvernului nr.
1123/2010 privind aprobarea cerintelor fatd de asigurarea securitatii datelor cu
caracter personal la prelucrarea acestora in cadrul sistemelor informationale
de date cu caracter personal”. Acest act normativ este abrogat, propunem
excluderea acestuia.

Se accepta
Referinta la actul normativ a fost
exclusa din proiect.

68.

La pct. 35 al Conceptului, ,,Asigurarea securitatii informatiilor se va
realiza 1n conformitate cu Cerintele minime obligatorii de securitate
cibernetica, aprobate prin Hotararea Guvernului nr.201/2017”. Acest act
normativ este abrogat, propunem excluderea sau, dupa caz, substituirea cu
Hotararea Guvernului nr. 562 din 03.09.2025 cu privire la modul de realizare
a obligatiilor de asigurare a securitatii cibernetice de catre furnizorii de servicii
in sectoarele critice.

Se accepta

Substituire operatd 1in textul
proiectului. A se vedea pct. 38 din
proiect.

69.

La pct. 36 ,Securitatea datelor cu caracter personal, gestionate prin
intermediul SI e-Arhiva este asiguratd in conformitate cu Legea nr. 133/2011
privind protectia datelor cu caracter personal.” Aceastd lege este In vigoare
pana pe 23.08.2026 - cand va intra In vigoare noua Lege privind protectia
datelor cu caracter personal, nr.195 din 25.07.2024 — 23.08.2026. In acest
sens, remarcam ca Legea nr. 133/2011 privind protectia datelor cu caracter
personal, nu este mentionata in lista actelor la pct. 8 din Concept.

Nu se accepta
A se vedea argumentarea de la
pct. 1 din prezenta sinteza.

70.

In nota de fundamentare se face trimitere la faptul ci ”...SI e-Arhiva va
respecta obligatiile de asigurare a securitdtii cibernetice, aprobate prin
Hotédrarea Guvernului nr. 562/2025”, Hotdrarea nominalizatd nu tine de
materia specificata, probabil s-a avut in vedere Hotararea Guvernului nr.
562/2006 cu privire la crearea sistemelor si resurselor informationale
automatizate de stat.

Nu se accepta

Or, prin Hotardrea Guvernului
nr. 562/2025 se aproba
Regulamentul cu privire la modul de
realizare a obligatiilor de asigurare a

securitatii cibernetice de catre
furnizorii de servicii 1n sectoarele
critice.

Din contra, Hotararea

Guvernului nr. 562/2006 nu are ca
obiect de reglementare domeniul
securitatii cibernetice.




71.

La nota de fundamentare - Impact asupra mediului: este binevenit a
specifica necesitdtile suplimentare de energie electricd si oportunitatea de
folosire a energiei solare pentru mentinerea serverelor cu baza de date,
temperaturii in sala de server etc.

Precizare

Se mentioneaza ca dezvoltarea SI
e-Arhiva va afecta pozitiv mediul
prin reducerea cantitdtii de hartie
consumatd pentru arhivare si a
spatiilor necesare pentru pastrarea
arhivelor fizice.

Consumul de energie al serverelor
fizice nu reprezinta o estimare pe care
Agentia Nationala a Arhivelor o
poate face la nivel de Concept,
deoarece gazduirea este centralizata
la nivel guvernamental, prin MCloud.
Costurile de gazduire a resurselor IT
vor fi estimate si planificate de
Posesor catre Administratorul tehnic

(STISC).
72. Propunem urmaétoarele recomandari: Nu se accepta
- A specifica expres daca se arhiveazd documente electronice (semnate ,Documentele electronice
electronic) si pe hartie. (semnate  electronic)” nu sunt

- A specifica expres ca formatele arhivistice vor fi prelucrabile automat
(machine-readable), aceasta va permite utilizarea/reutilizarea eficienta a
datelor, inclusiv cu utilizarea IA.

- A mentiona integrarea cu Portalului guvernamental integrat EVO
utilizat la prestarea serviciilor publice electronice, pentru interactiunea directa
a ANA cu beneficiarii serviciilor pentru preluarea documentelor solicitare de
la ANA in mod electronic.

documente pe hartie ci doar in format
electronic. Document electronic —
definitia  ,,continut in  forma
electronica, in special sub forma de
text ori de inregistrare sonord,
vizuala sau audiovizuala, caruia i-a
fost aplicata semnatura electronica
sau sigiliul electronic” (Legea nr.
124/2022  privind  identificarea
electronica si serviciile de incredere).
In sistemul informational vor fi
stocate doar documente electronice.
Documentul imprimat pe hartie este o
copie. Definitia »copia de pe
documentul electronic se considera
reprezentarea (redarea) acestuia pe




suport de hartie, intr-o forma
perceptibila. Copia de pe documentul
electronic se autentifica in modul
prevazut de legislatie  pentru
autentificarea  copiilor de pe
documentele pe suport de hartie §i
contine mentiunea despre faptul ca

este copie de pe documentul
electronic”.

In privinta EVO a fost inclusa
completarea la pct. 37 — ,La

dezvoltarea SI e-Arhiva se va aplica
Modelul  Unitar de Design, in
conformitate cu prevederile
Hotararii Guvernului nr. 677/2025.
Detaliile tehnice complete vor fi
specificate la etapa de dezvoltare, de

comun acord cu posesorul si
detindatorul e-Arhivei.”
Serviciul de | 73. Urmare a analizei proiectului de Concept, au fost identificate urmatoarele Precizare
Informatii si puncte susceptibile de a genera riscuri sau ambiguitati in faza de implementare Procedura tehnica va fi descrisa
Securitate si operare. detaliat in Regulamentul sistemului
In conformitate cu pct. 15 si 16 a proiectului de Concept, detinatorul SI
e-Arhiva este Agentia Nationala a Arhivelor (ANA), iar administratorul tehnic
al Sl e-Arhiva este Institutia publica Serviciul Tehnologia Informatiei si
Securitate Cibernetica (STISC).
In acest sens, nu sunt delimitate atributiile institutiilor mentionate supra,
in special in ceea ce priveste Planificarea Conservarii (Preservation Planning)
si procedurile de migrare a datelor.
74. Totodata, in urma analizei prevederilor proiectului de Concept, s-a Precizare
observat o dependenta excesiva de serviciile guvernamentale centralizate, fapt Aceste prevederi sunt indicate in
care nu este binevenit, fiindca sistemul depinde integral de platforme externe | conformitate cu legislatia in vigoare
(MPass, MCloud, MSign) pentru functii vitale (autentificare, gazduire, | si potrivit recomandarilor exprese ale
integritate). AGE si STISC.
75. Intr-o alta ordine de idei, la punctul 3, subpunctul 7, 8, 9 a proiectului de Se accepta

Concept se mentioneazd despre notiunile pachetelor PIT (pachet de informatii




care este livrat de producator in arhivd), PIA (pachet de informatii arhivistice)
si PID (pachet de informatii de diseminare), insa specificatiile detaliate privind
structura §i continutul acestora vor fi determinate in ,faza de analiza
ulterioard”.

Notiunile au fost detaliate la pct.
22 ,Obiectele informationale
gestionate in sistem”.

76.

Mai mult ca atat, Serviciul a identificat lipsa unui angajament ferm de
certificare la Standardul ISO 16363:2012 (Audit si certificare a depozitelor
digitale de incredere). In proiectul de Concept, este enuntat doar ca referinta,
fara a stipula obligatia SI e-Arhiva de a obtine si mentine aceasta certificare.

Precizare

La moment nu este posibil de
certificat si standardizat un sistem
informational (depozit digital) din
considerentul lipsei lui. Actiunile vor
fi Intreprinse simultan cu elaborarea
Regulamentului aferent sistemului
informational.

77.

In acest context, pentru a atenua riscurile mentionate si a spori
aplicativitatea proiectului, se propun urmatoarele masuri, ce vor contribui
semnificativ la organizarea corectd a sistemului, din punct de vedere
structural.

In continutul proiectului de Concept, sa fie stabiliti o delimitare clard a
atributiilor operationale intre ANA (custodele arhivistic, responsabil cu
politicile de conservare) si STISC (administratorul tehnic, responsabil cu
infrastructura si securitatea cibernetica), prin elaborarea un document de
detaliu (sau un capitol distinct in Regulamentul de Functionare).

Nu se accepta

Atributiile si responsabilitatile
ANA si STISC cu referire la SI e-
Arhiva sunt stipulate la pct. 15 si 16
din Concept. Mai mult, conform pct.
2 din proiectul hotararii Guvernului,
urmeazad a fi aprobat Regulamentul
resursei informationale formate de
Sistemul  informational ,,Arhiva
electronica”, care va  detalia
atributiile fiecarui subiect aferent SI
e- Arhiva.

78.

Totodatd, Serviciul propune sd fie elaborat un Plan de Continuitate a
Activitatii, care sd includd scenarii detaliate de failover si proceduri de
acces/verificare a integritatii, in cazul Intreruperii majore a serviciilor
MCloud, MPass sau MSign.

Precizare/Se accepta partial

Obiectivul de  asigurare a
caz de pierdere este deja acoperit de
Principiul securitatii informationale
si Principiul controlului din Concept.
Aspectele tehnice detaliate, inclusiv
Planul de Continuitate a Activitatii,
scenariile de ,,failover” si procedurile
de recuperare in caz de dezastru, vor
fi incluse si descrise minutios in
Regulamentul resursei




informationale formate de Sistemul
informational ,,Arhiva electronica”
care urmeaza sa fie elaborat in
conformitate cu prezentul proiect.

79. In partea ce se refera la Standardizarea Pachetului PIA, Serviciul propune Precizare
demararea prioritara a elaborarii Standardului National de Arhivare Activitatea de standardizare si
Electronica, care sa defineasca structura obligatorie si detaliatda a PIA, inainte | definire detaliatd a PIA se va
de initierea dezvoltarii sistemului. desfasura in paralel cu elaborarea

Regulamentului resursei
informationale si cu etapa de initiere
a dezvoltarii sistemului
informational.

Actualmente, structura PIA se
bazeaza pe principiile Modelului de
Referinta OAIS (ISO 14721:2012),
principii deja cunoscute, care pot
ghida faza de dezvoltare pana la
adoptarea formald a Standardului
National de Arhivare Electronica.

80. Subsidiar, pe aspectul ce vizeaza certificarea obligatorie a sistemului, se A se vedea argumentarea de la
va stipula In mod expres obligatia Sl e-Arhiva de a solicita auditarea si | pct. 76 din prezenta sinteza.
obtinerea certificarii ISO 16363:2012 in termen de trei ani de la punerea in
exploatare, cu re-certificare periodica.

Ministerul 81. La proiectul hotararii Guvernului: Nu se accepta
Finantelor Se propune completarea proiectului cu un punct ce va avea urmatorul Capitolul IV din Concept prevede
continut: ,,Controlul asupra executdrii prezentei hotdrari se pune in sarcina | expres care sunt subiectii raporturilor
Ministerului Justitie1.”, in vederea respectdrii prevederilor de structurd si | juridice aferente crearii,
continut al unui act normativ stabilite de Legea nr. 100/2017 cu privire la | administrarii, mentenantei,
actele normative. dezvoltarii s1 utilizarii acestui sistem
informational.

Drept urmare, mentionarea rolului
Ministrului ~ Justitiei in  textul
Hotararit  Guvernului nu  este
oportuna.

82. La Conceptul Sistemului informational ,,Arhiva electronica” din anexa Se accepta

la proiectul hotararii Guvernului:

Textul a fost redactat.




Textul Conceptului se va ajusta in contextul utilizarii uniforme a
denumirii prescurtate a Sistemului informational ,,Arhiva electronicd” indicate
in capitolul ,,Introducere” si anume ,,SI e-Arhiva”, dat fiind faptul constatarii
utilizarii ca denumire prescurtatd in acest sens a sintagmei ,,e-Arhiva” (de
exemplu: in pct. 9).

83. in capitolul ,,Introducere” cuvintele ,,Sistemul informational ,,Arhiva Se accepta
Electronica” se vor substitui cu cuvintele ,,Sistemul informational ,,Arhiva Textul a fost redactat.
electronica”, luand in considerare denumirea corectd a sistemului indicata in
denumirea proiectului.
84. In pct. 3 dupa cuvintele ,se utilizeazi urmitoarele notiuni” se va Se accepta
completa cu cuvintele ,,si abrevieri”, avand in vedere ca, unele din notiunile Textul a fost redactat.
definite in acest punct, ca de exemplu: in subpct. 3.7. sau 3.8., reprezinta de
fapt explicarea unor abrevieri.
8s. In pct. 8 se va exclude subpct. 8.10., deoarece Hotirarea Guvernului Se accepta
nr.1123/2010 privind aprobarea Cerintelor fatd de asigurarea securitatii Hotararea respectivd a  fost
datelor cu caracter personal la prelucrarea acestora in cadrul sistemelor | exclusa din pct. 8.
informationale de date cu caracter personal a fost abrogatd prin Hotararea
Guvernului nr. 678/2024 cu privire la modificarea si abrogarea unor hotarari
ale Guvernului (facilitarea activitatii mediului de afaceri VI).
86. Totodata, pct. 8 urmeaza a fi completat cu Legea nr. 245/2008 cu privire Nu se accepta
la secretul de stat. In sistemul informational nu vor fi
incluse documentele cu parafda de
secretizare.
87. La pct. 17, se impune o clarificare si definitivare a atributiilor si Nu se accepta
responsabilitatilor entitdtilor implicate in procesul de implementare a Lista institutiilor si aspectele
Sistemului Informational ,,Arhiva electronica”. mentionate vor fi stipulate 1n
Regulamentul resursei
informationale formate de Sistemul
informational ,,Arhiva electronicad”.
88. In pct. 19 dupi cuvintele ,,Documentele de intrare ale SI e-Arhiva” se va Se accepta
completa cu cuvintele ,,sunt urmatoarele”, in vederea respectarii principiilor Textul a fost redactat.
coerentei textului in limba romana.
89. Modificari similare vor fi efectuate corespunzator si in punctele 20 si 21. Se accepta

Textul a fost redactat.




90. In pct. 21 cuvintele ,,Documentele tehnice” se vor substitui cu cuvintele Se accepta
,Documentele tehnologice”, intru corespunderea cu prevederile pct. 2.2 Textul a fost redactat.
subpct. 2.2.6 din Anexa 3 la Reglementarea tehnica ,,Procesele ciclului de
viatd al software-ului” RT 38370656-002:2006, aprobata prin Ordinul
Ministerului Dezvoltarii Informationale nr. 78/2006, care stabilesc obligatia
divizarii in trei categorii a tuturor documentelor utilizate intr-un sistem
informational, unde doua din aceste categorii le reprezintd documente de
intrare si documente de iesire, iar o a treia sau ultima categorie o reprezinta
documente tehnologice.
91. La pct. 24.1.2, se impune precizarea titularului datelor ce urmeaza a fi Precizare
introduse, respectiv daca acestea vor apartine furnizorului sau a persoanei Pct. 24.1 cu subpunctele acestuia
mentionate in documentul care urmeaza a fi arhivat. (in redactia anterioard) au fost
excluse din proiect. In urma
renumerotarii, pct. respectiv are un alt
continut.
92. Pct. 35 urmeaza a fi reformulat, intrucat Hotirarea Guvernului nr. Se accepta
201/2017 a fost abrogatd, iar in prezent aplicabild este Hotdrarea Guvernului | Textul a fost redactat. A se vedea
nr. 562/2025 cu privire la modul de realizare a obligatiilor de asigurare a | pct. 38 din proiect.
securitdtii cibernetice de catre furnizorii de servicii in sectoarele critice, in
vigoare din 05.10.2025.
93. Complementar, opindm necesitatea clasificarii documentelor in functie Nu se accepta
de gradul de confidentialitate si securitate. In consecinti, propunem In sistemul informational nu vor fi
introducerea unei noi categorii de date in cadrul sistemului, care sa asigure | incluse documentele cu parafa de
identificarea clara a nivelului de securitate aferent acestora (Confidential, | secretizare
Restrictionat, Secret, Secret de Stat).
94. De asemenea, este necesard reglementarea, in cadrul Conceptului Nu se accepta
Sistemului Informational ,,Arhiva electronica”, a procedurii de distrugere a Modalitatea de distrugere si pasii
documentelor electronice dupa expirarea termenului legal de pastrare. vor fi stipulati in Regulamentul
resursei informationale formate de
Sistemul  informational ,,Arhiva
electronica”
9s. Suplimentar, mentiondm ca nu este precizatd perioada de arhivare a Nu se accepta

documentelor transmise in Sistemul Informational ,,Arhiva electronicd” si nu
este specificat daca dosarele in format fizic vor raméane in institutiile emitente
sau vor fi transmise spre pastrare Agentiei Nationale a Arhivelor.

Termenele de pastrare si perioada
pastrdrii  in  sistem  corespund
legislatiei in domeniul arhivistic.




In acest context, considerim oportun completarea Conceptului cu o
prevedere clard privind regimul documentelor originale pe suport de hartie.

Conform art. 50 din Legea 124/2022
privind identificarea electronica si
serviciile de incredere: ,,Termenul de
pastrare a documentelor electronice
este identic cu termenul prevazut de
legislatie pentru pastrarea
documentelor echivalente pe suport
de hartie”.

Reglementdri detaliate se contin
in Ordinul Serviciului de Stat de
Arhiva nr. 57/2016 cu privire la

aprobarea Indicatorului
documentelor-tip si al termenelor lor
de pastrare  pentru  organele
administratiei ~ publice,  pentru
institutiile, organizatiile Si

intreprinderile Republicii Moldova si
a Instructiunii  privind aplicarea
Indicatorului.

96. Totodatd, notam ca nu este clar daca Sistemul Informational ,,Arhiva Nu se accepta
electronica” va cuprinde exclusiv inventarele cu termene lungi si permanente Arhiva electronicd va cuprinde
de pastrare sau si dosarele aferente acestora. In acest sens, se propune | documentele constituite in
completarea dispozitiilor cu o prevedere clard referitoare la tipurile de | conformitate cu legislatia arhivistica
documente care urmeaza a fi arhivate electronic. st termenele lor de pdstrare indicate in

pct. mai sus.

97. Subsecvent, propunem redenumirea Capitolului IX, in urmatoarea Se accepta
redactie: ,,Dispozitii finale”, denumire care corespunde practicii uzuale in Modificarea a fost operatd in
redactarea actelor normative. cadrul proiectului.

98. De asemenea, intervine necesitatea corelarii Conceptului Sistemului Precizare

Informational ,,Arhiva electronicd”, cu prevederile legale in vigoare aferente
domeniului arhivistic, in special cu cadrul normativ al Agentiei Nationale a
Arhivelor, precum si actualizarea acestor acte legislative in raport cu noile
cerinte tehnologice (de ex: Hotdrarea Guvernului nr.618/1993 pentru
aprobarea Regulilor de intocmire a documentelor organizatorice si de
dispozitie si Instructiunii-tip cu privire la tinerea lucrarilor de secretariat n
organele administratiei publice centrale de specialitate si ale autoadministrarii

La Agentia Nationald a Arhivelor

se afla in proces de elaborare
versiunea initiald a  proiectului
Hotararit de  Guvern  privind
elaborarea si managementul

documentelor in institutiile publice
centrale si locale. Mentiondm cd




locale ale Republicii Moldova, Legea nr. 880/1992 privind Fondul arhivistic
al Republicii Moldova, Indicatorul documentelor-tip si al termenelor lor de
pastrare pentru organele administratiei publice, pentru institutiile,
organizatiile si intreprinderile RM).

gestionarea s arhivarea
documentelor electronice sunt parti
indispensabile din instructiunea cu
privire la lucrdrile de secretariat in
institutiile publice centrale si locale,

iar scopul este includerea
prevederilor  privind  arhivarea
documentelor electronice in acest
proiect de instructiune.

Actualmente, pana la
definitivarea  cadrului  normativ
privind  arhivarea  documentelor
electronice, nu este  posibild

aprobarea Instructiunii cu privire la
tinerea lucrarilor de secretariat 1n
organele  administratiei  publice
centrale si locale.

99.

In acelasi timp, consideram oportuni reglementarea aspectului aferent
initierii unui proiect-pilot privind implementarea Sistemului Informational
,»Arhiva electronicd” la nivelul autoritatilor publice.

Se accepta

Implementarea SI e-Arhiva va
avea loc  etapizat, conform
programelor de actiuni elaborate
suplimentar de dezvoltator in comun
cu posesorul sistemului.

Proiectul-pilot va fi insotit de un
plan de instruire national pentru
personalul arhivistic si personalul IT
din cadrul autoritdtilor publice.
Toate detaliile privind implementarea
treptata, inclusiv ghidurile
metodologice pentru transmiterea
documentelor  electronice  catre
Sistem, vor fi elaborate ulterior, dupa
aprobarea Conceptului.

100

La nota informativa:
Potrivit compartimentului 4.2 , Impactul financiar si argumentarea
costurilor informative”, se constata ca costurile de implementare a proiectului

Se accepta
Ministerul Justitiei va inainta
propunerile corespunzatoare privind




la moment nu pot fi estimate cu exactitate, urmand a fi determinate doar dupa
elaborarea si aprobarea conceptului, precum si dupa definitivarea caietului de
sarcini.

Totodata, autorul mentioneazd cd costurile pentru dezvoltarea si
mentinerea functionalitatii SI e-Arhiva in primul an de implementare, vor fi
acoperite din contul mijloacelor alocate de catre partenerii de dezvoltare, iar
ulterior 1n baza evaludrii costurilor necesare pentru administrarea, mentenanta
si dezvoltarea continud se vor solicita mijloace financiare suplimentare de la
bugetul de stat.

In acest sens, atentiondm ca in procesul de elaborare a Cadrului Bugetar
pe Termen Mediu, Ministerul Justitiei va Tnainta propuneri cu solicitarea
mijloacelor financiare necesare dezvoltarii si mentenantei continua a SI e-
Arhiva.

mijloacele financiare, in procesul de
elaborare a Cadrului Bugetar pe
Termen Mediu.

Centrul National
pentru  Protectia
Datelor cu

Caracter Personal

101

La pct. 8.10 din proiect, referirea la Hotararea Guvernului nr. 1123/2010
privind securitatea datelor cu caracter personal urmeaza a fi exclusa din
proiectul Conceptului, deoarece a fost abrogata.

Se accepta
Referinta la actul normativ a fost
exclusa din proiect.

102 Proiectul face referire la Legea nr. 133/2011 (in vigoare) si la Legea nr. Nu se accepta
195/2024 (intra in vigoare in august 2026). Textul ,,Legea nr. 195/2024” ar A se vedea argumentarea de la
trebui substituit cu sintagma "legislatia din domeniul protectiei datelor cu | pct. 1 din prezenta sinteza.
caracter personal".

103 Totodatd, cu referire la pct. 36 din proiect, tinem sa mentionam ca Nu se accepta

prevederea respectiva este formulatd eronat din punct de vedere conceptual.
Potrivit cadrului normativ aplicabil in domeniul protectiei datelor cu caracter
personal, responsabilitatea asigurarii si implementdrii masurilor de securitate
a datelor cu caracter personal revine operatorului de date.

Subsidiar, subliniem ca nici Legea nr. 133/2011 privind protectia datelor
cu caracter personal, nici Legea nr. 195/2024, nu prevad in mod expres
masurile concrete de asigurare a securitatii datelor, acestea fiind stabilite si
aplicate de catre operator, in functie de natura datelor prelucrate si riscurile
identificate.

In acest sens, operatorul are obligatia de a implementa un ansamblu de
madsuri organizatorice si tehnice corespunzatoare, menite sd asigure protectia
datelor cu caracter personal impotriva distrugerii, modificarii, blocarii,
copierii, raspandirii, precum si impotriva oricaror alte actiuni ilicite.

Spre exemplu, principalele sarcini ale asigurarii securitdtii informationale
sunt: 1) asigurarea integritdtii informatiei - protectia impotriva modificarii sau

Securitatea sistemului
informational este expusa la pct. 38-
44 din proiect.

Aspectele tehnice  propuse
privind: ,,asigurarea confidentialitatii,
integritatii  datelor, administrarea
accesului de date, criptarea datelor,
procedura de restabilire Tn caz de
dezastru” vor fi incluse si descrise
minutios in Regulamentul resursei
informationale a Sistemului
informational ,,Arhiva electronicd”,
care urmeaza a fi elaborat.




stergerii datelor; 2) asigurarea confidentialitdtii — protectia impotriva accesului
accesului utilizatorilor autorizati la resursele informationale.

Mai mult, Sistemul informational ,,Arhiva electronica” trebuie sa sprijine
mecanisme de securitate adecvate in scopul protejarii si securizarii datelor din
sistem prin implementarea urmatoarele obiective de securitate:
Confidentialitatea: garanteaza ca datele nu pot fi interceptate sau accesate de
o tertd parte neautorizatd si cd datele nu pot fi accesate intr-un moment
necorespunzator; Integritatea: garanteaza ca fluxul de date nu a fost modificat
sau manipulat de o tertd parte neautorizatd sau datele nu au fost accesate
inainte de un termen anumit sau un timp anumit; Non-repudierea: masura prin
care se asigura faptul cd, dupd emiterea/receptionarea unei informatii,
expeditorul/destinatarul nu poate nega, in mod fals, cd a expediat/primit
informatii etc.

Totodata, cu titlu informativ, comunicam ca a fost instituita obligatia
operatorului de date cu caracter personal de a efectua evaluarea impactului
asupra protectiei datelor cu caracter personal, in cazul in care prelucrarea
datelor poate genera un risc sporit pentru drepturile si libertatile persoanelor,
precum si desemnarea unei persoane responsabile cu protectia datelor cu
caracter personal (art. 23-25 din Legea nr. 133/2011 privind protectia datelor
cu caracter personal).

Astfel, tindnd cont de prevederile art. 23 alin. (6) din Legea 133/2011, in
cazul in care, tipurile de prelucrare a datelor cu caracter personal, reglementate
prin actul normativ prenotat sunt susceptibile sa genereze un risc sporit pentru
drepturile si libertdtile persoanelor, reiesind cel putin din faptul prelucrarii la
scara largd a datelor cu caracter personal, este necesara efectuarea evaluarii
impactului asupra prelucrdrii datelor cu caracter personal, in contextul
adoptarii respectivului act normativ.

Asociatia
Patronala
»,Camera de
Comert Americana
din Moldova”
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Desi proiectul se axeaza preponderent pe sectorul public, din continutul
Notei de Fundamentare poate fi dedus faptul ca persoanele juridice de drept
privat sunt vizate pentru crearea si gestiunea arhivelor electronice proprii, de
scurtd si medie durata.

La aceasta etapd, pentru a avea o claritate si a promova o pozitie
consecventd pe marginea SI ,,Arhiva Electronicd”, consideram necesar ca
autorii sa informeze persoanele interesate despre faptul daca, In ce masura
(spre exemplu, inclusiv pentru pastrarea documentelor de durata lunga.) si sub

Precizare

In SI ,,Arhiva electronicd” se va
realiza  stocarea i pastrarea
inregistrarilor electronice aferente
Fondului Arhivistic al Republicii
Moldova, care este constituit din
documente emise atat de institutii
publice cat si de persoane juridice




care aspect al functionalitatii, sistemul informational va fi aplicabil entitatilor
juridice private.

De asemenea, de principiu consideram ca utilizarea SI , ,Arhiva
Electronica” ar trebui sa fie optionald pentru entitatile private.

private. Registrul institutiilor care
sunt surse de completare a FARM se
actualizeaza periodic si In el sunt
incluse institutiile publice, inclusiv si
entitati juridice private.

A se vedea  suplimentar,
argumentarea de la pct. 25 din
prezenta sinteza.

105 a. Program de subventionare a digitalizarii arhivelor fizice istorice Precizare
Cea mai mare bariera pentru o companie cu o arhiva fizica mare este Proiectul  conceptului  expus
costul initial al digitalizarii (scanarea, indexarea si validarea) milioanelor de | pentru  avizare nu  urmareste
documente istorice. digitizarea documentelor create pe
Pentru a depasi aceastd provocare, se propune elaborarea unui program | suport de hartie, pergament, pelicula
national de granturi sau subventii fiscale (de exemplu, deduceri accelerate sau | cinematografica, peliculd fotografica
scutiri de TVA) dedicate exclusiv companiilor private care initiaza proiecte de | sau alte tipuri de suporturi fizice. Mai
digitalizare in masa a documentelor cu termen de pastrare expirat sau de lunga | mult, propunerea exceda obiectul de
durata. reglementare al prezentului proiect de
Aceastd masurd ar accelera semnificativ ritmul de dematerializare lanivel | act normativ.
national.
106 b. Dezvoltarea unui modul de gestiune a arhivei hibride (fizice si Precizare

electronice)

Pentru o companie cu o arhiva fizica mare, coexistenta documentelor pe
hértie si a celor electronice este o realitate pe termen mediu. Gasirea unui
document in arhiva fizica este in prezent dificild ca timp.

Se propune in acest sens crearea unui modul optional in cadrul SI e-
Arhiva (sau prin intermediul platformei de interoperabilitate MConnect) care
sa permitd persoanelor juridice private sa inregistreze si sd gestioneze
metadatele (descriere, locatie fizicad exactd, termen de pastrare, datd de
distrugere) ale documentelor din arhiva fizica proprie.

Mentionam ca un inventar centralizat electronic al arhivei hibride ar
permite cdutarea rapida a oricarui document, indiferent de suport (hartie sau
digital), imbunatatind operativitatea si reducand costurile de regdsire si
manipulare, care sunt in prezent costisitoare si anevoioase.

SI ,,Arhiva electronica” va avea
capacitatea de a include documentele
/inregistrarile electronice. Copiile
electronice ale documentelor pe
suport de hartie, inclusiv inventarele
si nomenclatoarele aferente acestor
dosare/documente vor fi digitizate si
se vor pastra si gestiona in cadrul SI
,,Arhiva electronica”. Procedura de
preluare si pastrare, standardele
metadatelor, utilizarea documentelor,
asigurarea securitdtii lor, etc. vor fi
specificate in Regulamentul resursei
informationale a Sistemului.




107 In masura clarificarii intinderii obligatiilor entitatilor private enumerate Nu se accepta
in preambulul scrisorii, consideram oportun explicarea faptului: Propunerea excedd obiectul de
-Dacd entitatile private, care vor utiliza SI pentru a crea/pastra | reglementare al prezentului proiect de
documentele electronice, vor trebui sa achite careva plati/taxe pentru | act normativ.
inregistrarea in SI si operatiuni cu documentele arhivei;
108 - Daca entitatile private vor putea transmite la arhiva de stat documentele Precizare
cu termen de pastrare lung/permanent prin SI (sau daca SI nu va include A se vedea argumentarea de la
transmiterea documentelor la arhiva de stat si la reorganizare/lichidare 1n orice | pct. 104 din prezenta sinteza.
caz vor fi transmise pe suport hartie);
109 -Dacéd documentele pe suport hartie, atat cu termen scurt/mediu, cat si Precizare
cele cu termen de pastrare lung/permanent, scanate, vor putea fi transmise prin A se vedea argumentarea de la
SI la pastrarea arhivei de stat, dacd vor fi semnate si electronic, sau vor fi | pct. 106 din prezenta sinteza.
transmise pe suport de hartie - avand in vedere ca la arhiva se transmit doar Suplimentar ~ mentiondm  ca
documente originale, iar documentul scanat nu este document original si nici | procedura de preluare a documentelor
document electronic; pe suport de hartie pentru pastrare in
arhiva de stat, tipurile de documente
preluate la  pastrare, inclusiv
termenele de  pastrare sunt
reglementate de Legea nr. §80/1992
privind  Fondul  Arhivistic  al
Republicii Moldova si alte acte
normative. Regulamentul resursei
informationale al SI e-Arhiva, care va
fi elaborat ulterior, va stabili detaliile
procedurale (inclusiv  gestionarea
documentelor hibride).

Conceptul sistemului
informational nu modificd regimul
juridic al documentelor care au fost
create pe suport de hartie.

110 -Daca datele optionale non-publice (spre exemplu, documente cu secret Precizare
comercial) vor fi criptate pentru a limita accesul tehnicienilor; Descrierea  operatiunile cu
caracter tehnic vor fi stipulate in
Regulamentul resursei

informationale al SI e-Arhiva.




111 -Cine si 1n baza céror criterii va acorda Imputernicirile corespunzatoare Precizare
persoanelor care vor avea acces la informatiile din SI (pentru asigurarea Conceptul stabileste ca
protectiei datelor cu caracter personal, a se vedea punctul 4.4.1. din Nota de | securitatea datelor cu caracter
fundamentare.) si In ce masura SI permite subiectului de date de a realiza | personal, gestionate prin intermediul
dreptul de interventie asupra datelor cu caracter personal (si cine realizeaza | SI ~ e-Arhiva se  asigurd in
operatiunea de interventie). ( A se vedea art. 14 din Legea nr. 133/2011 in | conformitate cu Legea nr. 133/2011
vigoare.). privind protectia datelor cu caracter
personal (pct. 39 din Concept).
Aspectele  tehnice  detaliate,
inclusiv procedurile de asigurare a
confidentialitatii, integritatii datelor
si administrarea accesului, vor fi
incluse si descrise minutios 1n
Regulamentul resursei
informationale formate de Sistemul
informational ,,Arhiva electronica”.
112 Cu referire la unele chestiuni legislative care exced conceptul si Precizare
»arhiva electronica” dar care trebuie considerate la gindirea conceptului Ministerul Justitier a initiat la
si modernizarea domeniului arhivistic in general 09.09.2025 procesul de elaborare a
Ca si observatie generald, Legea nr. 880/1992 privind Fondul Arhivistic | proiectului legii cu privire la arhive,
al Republicii Moldova contine prevederi pentru persoane juridice de drept | in vederea actualizdrii cadrului
public, surse de completare a fondului arhivistic de stat. Pentru persoanele | normativ in domeniul arhivistic si
juridice de drept public si privat, care nu sunt surse de completare a fondului | alinierii la cerintele noi de gestionare
arhivistic de stat, nu sunt elaborate instructiuni clare privind predarea | si pastrare a documentelor.
documentelor in arhive dupd lichidare, cat si organizarea documentelor
termenul de pastrare al carora nu a expirat la momentul lichidarii entitatilor,
in special cu capital strain.
Din aceasta perspectiva, este necesar ajustarea cadrului legislativ privind
gestionarea eficientd a documentelor si organizarea arhivelor in entitatile
juridice.
113 Ca una din propuneri, se solicitd analiza oportunitatii revizuirii tipurilor Precizare
de documente, care urmeaza a fi pastrate de angajatori pe termen Ministerul  Justitiei a inifiat

lung/permanent (si care se transmit la arhiva de stat in caz de
reorganizare/lichidare), in vederea reducerii numarului lor, ca nefiind utile,
avand in vedere digitalizarea rapoartelor prezentate de angajator autoritatilor
publice. Mentionam, spre exemplu, urmatoarele documente:

procesul de actualizarea a cadrului
normativ privind fondul arhivistic.

In acest context mentionim ci vor
fi revazute si tipurile de documente,




- Fisa personala a angajatilor (MR-2), care are termen de pastrare 75
ani (nr. 433). Legislatia nu prevede ca si obligatie intocmirea acestei fise
pentru angajatii din sectorul privat.

- Registrul de evidenta a dosarelor personale, care are termen de
pastrare 75 ani (nr. 435). Legislatia nu prevede ca si obligatie intocmirea
registrului pentru angajatii din sectorul privat.

- Contractele individuale de munca, care se pastreaza 50 ani si registrul
contractelor individuale de munca. Nu este clar scopul predarii la arhiva a
acestora de catre entitdtile private, deoarece initierea si incetarea raporturilor
de muncad se raporteaza autoritatilor publice prin raportul IRM19, datele
despre stagiul de cotizare (pentru pensii si alte indemnizatii sociale) se
transmit prin I[PC21, datele despre veniturile angajatului se transmit prin
IPC21 si IALS.

La modul practic, proba existentei unui contract de munca nu necesita a
fi adusa, deoarece informatiile sunt detinute de SFS si CNAS.

-Conturile analitice per salariat din sectorul privat, care se pastreaza 75
ani-V (nr. 230). Aceasta informatie ar fi relevantd pentru stabilirea
pensiei/altor indemnizatii de stat/sociale, dar angajatorii prezinta
IRM19/IPC21/IALS, informatia fiind in posesia autoritatilor publice
relevante.

Dacd angajatorul nu a raportat si nu a platit contributiile de asigurari
sociale, in orice caz perioada de lucru la o intreprindere nu va fi inclusad in
stagiul de cotizare, indiferent ce salariu este Inscris in contul analitic predat la
arhiva. Nu este clar pentru ce alte scopuri se cere pastrarea conturilor pentru
75 ani.

-Dosarele personale ale salariatilor (nr. 429). Crearea si tinerea
dosarului personal nu este prevazutd de Codul muncii. Chiar Indicatorul
documentelor-tip nu prevede péstrarea dosarului personal pentru specialisti (se
prevede doar pentru deputati, functionari publici, membrii uniunilor de creatie,
muncitori, lucratori de profil tehnic-ingineresc, colaboratori stiintifici fara
grade si titluri stiintifice, someri). Pe de alta parte, la arhiva se cere pastrarea
in aceste dosare a urmatoarelor acte, care nu sunt obligatorii pentru angajatorii
din sectorul privat: (i) cerere de angajare; (ii) fisa personala de evidenta a
cadrelor; (ii1) autobiografia (CV); (iv) copii din ordinele (dispozitiile) de
angajare; (v) suplimente la fisa personald de evidentd a cadrelor.

care vor fi arhivate si transmise spre
pastrare.




114 Pentru entitatile din sectorul financiar-bancar, care, conform legislatiei in Precizare
vigoare, nu transmit documentele pe suport hartie la pastrare arhivelor de stat, Statutul juridic al documentelor
ci doar prezintd inventarele si coordoneaza distrugerea documentelor cu | electronice este reglementat de Legea
termenul de pastrare expirat, este important ca Conceptul SI ,Arhiva | nr. 124/2022 privind identificarea
electronica” sa prevada optional un cadru clar referitor la digitalizarea si | electronica si serviciile de incredere.
gestiunea documentelor interne, dupa cum urmeaza:
-Statutul juridic al documentelor digitalizate
Este necesarad stabilirea expresd a statutului juridic al documentelor
scanate, care, in baza unei proceduri reglementate (semnaturd electronica
calificata, verificare a integritatii, validare tehnicd), sa poata fi recunoscute ca
echivalente originalelor pe suport de hartie.
Aceastd claritate este esentiald pentru a permite entitatilor financiare sa
elimine treptat arhivele voluminoase fizice, fara riscul de pierdere a valorii
probatorii a documentelor.
115 -Reguli si standarde de digitalizare Precizare
Se propune elaborarea unui standard national unic de digitalizare, Regulile si standardele”
aplicabil si entitdtilor private, care sa stabileasca: evidentiate in propunere urmeaza a fi
« cerintele tehnice minime (rezolutie, format PDF/A, TIFF, culoare, | analizate in vederea includerii in
metadate); proiectul regulamentului SI ,e-
» modul de semnare sau validare electronica a copiilor; Arhiva”.
» cerintele privind pastrarea pe termen lung a fisierelor digitale (controlul
integritatii, copii de rezerva, migrarea formatelor);
* procedura de distrugere a originalelor pe hartie dupa digitalizare si
validare.
116 -Coordonarea distrugerii documentelor Precizare
Deoarece entitatile financiare nu transmit documentele originale catre Ministerul  Justitiei a inifiat

arhivele de stat, ci doar coordoneaza distrugerea acestora pe baza inventarelor
aprobate, ar trebui clarificat:

 dacd distrugerea se poate face si In cazul in care originalul a fost
convertit in copie digitala validata;

+ care autoritate (Agentia Nationald a Arhivelor sau alt organ de
supraveghere) va valida procedura de distrugere a documentelor fizice
digitalizate;

* daca sistemul SI ,,Arhiva electronicd” va include un modul de evidenta
a documentelor distruse (cu pastrarea electronica a proceselor-verbale si
avizelor).

procesul de actualizare a cadrului
normativ in domeniul fondului
arhivistic si de aliniere la noile cerinte
de  gestionare si  pastrare a

documentelor. In acest cadru
normativ.  va fi  reglementata
procedura  privind  gestionarea
documentelor create anterior pe

suport de hartie
digitale.

si copiilor lor




SI ,,Arhiva electronica” prevede
intreg complexul de evidentd a
documentelor, inclusiv a
documentelor de control,
justificative, de avizare, si alte tipuri
de documente aferente proceselor
arhivistice si care sunt/au fost create
in conformitate cu Legea nr.

124/2022  privind  identificarea
electronica si serviciile de incredere.
117 -Evidenta electronicad a documentelor pe suport de hartie (arhiva Precizare
interna electronica) A se vedea argumentarea de la
In contextul in care multe entitati private, inclusiv cele din sectorul | pct. 104 din prezenta sinteza.
bancar, implementeaza deja sisteme interne de arhivare electronica, reiteram
faptul ca aceste solutii trebuie recunoscute ca autonome, fard obligatia de
integrare imediata in SI ,,Arhiva electronica”.
Ulterior, poate fi prevazuta doar compatibilitatea tehnica pentru schimbul
de metadate, exclusiv cu acordul entitdtii.
Aceasta va asigura protectia datelor sensibile si alinierea treptatd la
standardele nationale.
118 -Transmiterea electronica a dosarului de distrugere Precizare
Se recomanda ca in cadrul SI ,,Arhiva electronicd” sd fie prevazuta A se vedea argumentarea de la
posibilitatea transmiterii in format electronic a dosarului privind distrugerea | pct. 116 din prezenta sinteza.
documentelor pe suport de hartie, inclusiv inventarele si actele comisiei, cu
aplicarea semnaturii electronice calificate si recunoasterea acestuia ca
echivalent al dosarului pe suport de hartie.
L.P. »,Centrul | 119 Cu referire la: Precizare
National ., Consumatorului” (pct. 3.1) ,, 0 persoand sau un sistem, care utilizeaza Scopul acestui proiect este de a
Cinematografic” arhiva pentru a gasi si accesa informatiile pastrate la orice nivel de detaliu | crea cadrul normativ pentru
permis.” functionarea sistemului
Termenul ,,consumator” este impropriu pentru domeniul arhivistic. In | informational. Desi notiunea de
acest context, se recomanda folosirea termenilor consacrati precum utilizator, | ,,consumator” nu este specifica
cercetator, beneficiar sau solicitant de informatii. Utilizarea termenului | domeniului arhivistic propriu-zis,

,,consumator” in contextul arhivistic este improprie, deoarece acest termen are
o semnificatie juridicd specificd, reglementatd de Codul civil al Republicii
Moldova (art. 3) si de Legea nr. 105/2003 privind protectia consumatorilor.

totusi aceasta este potrivitd pentru
definirea unui anumit tip de roluri in
cadrul acestui sistem informational.




Potrivit acestor acte normative, consumatorul este ,,persoana fizica ce procura,
utilizeaza sau consuma produse ori servicii In scopuri care nu sunt ,,Utilizator”
persoana fizica sau juridicd ce acceseazad informatiile pastrate in arhiva, in
conditiile legii legate de activitatea sa comerciald, de producere sau
profesionald”. Prin urmare, termenul ,,consumator” implica raporturi de drept
privat, bazate pe un contract de furnizare de bunuri sau servicii intre un
profesionist (agent economic) si o persoana fizica. Acest raport presupune:

(a) plata unui pret,

(b) garantii,

(c) dreptul la retragere din contract,

(d) protectie impotriva clauzelor abuzive,

(e) posibilitatea de a solicita despagubiri pentru neconformitate etc.

In schimb, relatiile din domeniul arhivistic sunt guvernate de norme de
drept public, bazate pe principiile transparentei, accesului la informatie si
conservarii patrimoniului documentar, nu pe raporturi contractuale intre
prestator si client. Agentia Nationald a Arhivelor sau o institutie similara (ex.
Sistemul informational ,,e-Arhiva”) nu oferad servicii comerciale, ci exercita
functii de interes public, reglementate de Legea Arhivelor nr. 880/1992 si alte
acte normative speciale.

De aceea, utilizarea termenului ,,consumator” ar crea confuzie juridica si
ar putea conduce la interpretarea gresita cd accesul la informatiile arhivistice
este supus regulilor de protectie a consumatorilor (de exemplu, dreptul de a
cere compensatii, rambursari, garantii etc.), ceea ce nu corespunde naturii
juridice a acestor raporturi.

La fel, notiunea de consumator nu poate fi atribuita unui sistem intrucat
un sistem nu poate fi subiect al raporturilor juridice, nici beneficiar al
drepturilor conferite prin lege.

Propunere: ,Utilizator” persoand fizicd sau juridicd ce acceseaza
informatiile pastrate in arhiva, in conditiile legii.

Anume pentru a evita confuziile
cu notiunea de ,,consumator” utilizata
in cadru Legii nr. 105/2003, la pct.

3.1 s-a definit expres notiunea
utilizata ,,in sensul prezentului
Concept”.
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Cu referire la:

., Inregistrare” (pct. 3.3) ., informatii inregistrate pe orice suport, care
sunt create sau primite in cursul activitatilor unei persoane fizice sau juridice,
si al caror continut, forma si structura sunt suficiente pentru a furniza dovezi
ale faptelor sau activitatilor.” ”

Nu se accepta

La pct. 3.4. a proiectului SI
»Arhiva Electronicd” sunt stipulate
urmatoarele: ,,fnregistrare
arhivistica — inregistrari carora li s-
a acordat valoare arhivistica de cdtre




Definitia ,,Inregistrare” (pct. 3.3) este generala si poate include orice tip
de informatie digitala sau fizica (de la un e-mail pana la un fisier temporar de
sistem), ceea ce creeazad confuzie juridica si extinde nejustificat domeniul de
aplicare al sistemului SI e-Arhiva riscind sd suprapund notiunea de
»inregistrare arhivistica” peste cea de ,,continut digital” sau ,,fisier tehnic”. Or,
nu orice informatie creata sau primitd in cursul activitdtilor unei persoane
fizice sau juridice, poate deveni automat parte a arhivei, ci doar acea
informatie care indeplineste criteriile de selectie si are valoare arhivistica
durabila. O definitie prea extinsa ar distorsiona regimul juridic al arhivelor, ar
ingreuna procesul de selectie si pastrare si ar genera o neclaritate vizavi de
inregistrarile electronice. In plus, includerea automati a tuturor
minregistrarilor” ar putea duce la:

(a) stocarea nejustificatd a datelor si a fisierelor temporare;

(b) imposibilitatea aplicarii criteriilor de selectie si clasificare arhivistica;

(c) incalcarea regimului juridic al documentelor cu caracter confidential
sau limitat.

(d) suprapunerea competentelor a mai multor institutii. Astfel, orice
material audiovizual, joc video, carti sau tablouri pe suport digital este o
inregistrare audiovizuala. Un exemplu foarte ilustrativ sunt NFT-urile. Lista
poate fi continuata.

Totodata, notiunea nu este In concordantd cu standardele internationale
conform [SO 15489-1:2016 (Information and documentation Records
management), termenul record (inregistrare) se referd la documentul care
serveste drept dovada a unei activitati si care este pastrat ca atare datorita
valorii sale probatorii sau informative. Asadar, pentru a respecta bunele
practici internationale, definitia ar trebui sa fie contextualizata, nu generala.

Propunere: , Inregistrare arhivistici electronica” — document, set de
documente sau fisier digital, creat ori primit in exercitarea atributiilor unei
institutii publice sau private, care contine informatii cu valoare juridica,
administrativa, istorica, stiintifica, artistica sau culturala si care este selectat
pentru pastrare permanentd in baza criteriilor arhivistice stabilite de legislatia
in vigoare.

Acest termen totodata ar delimita documentele pe suport fizic si cele
digitale.

o arhiva publica ca urmare a unei
evaluari.”

Conceptul prevede mecanisme
clare privind:

- Decizia de evaluare pentru a
determina valoarea de conservare
(pastrare/eliminare) a documentului.

- Ingerare (acceptarea in sistem) a
Pachetului de Informatii de Trimitere
(PIT) de la producatori.

- Transformare in PIA (Pachet de
Informatii Arhivistice) doar dupa
validarea PIT-ului.

Prin urmare, riscul de a stoca
fisiere temporare este eliminat prin
procesul de evaluare si de ingestiune,
care asigurd cd in sistem ajung doar
documentele carora li s-a atribuit
valoare arhivistica.
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Cu referire la:

Precizare




., Furnizorii de informatii ai SI e-Arhiva” (pct. 17) ,, (producatorii, in
sensul OAILS) sunt persoane fizice si juridice care creeazd inregistrari cu
valoare arhivistica sau au permisiunea de a-si depune inregistrarile
electronice pe termen lung la ANA.” ”

Definitia expusa la pct. 17 este generala si necesita clarificari pentru a
evita interpretdri neunitare privind categoria furnizorilor si criteriile de
acceptare a documentelor in arhiva electronica. Se constata o lipsa a delimitarii
clare intre producatorii institutionali si persoanele fizice, ceea ce poate crea
confuzii privind statutul juridic si responsabilitatea documentelor depuse. in
mod traditional, producétorii de documente arhivistice sunt institutii publice,
autoritati si organizatii care genereaza documente in exercitarea functiilor lor
oficiale. Recunoasterea expresa a institutiilor publice in cadrul definitiei evita
interpretdri care ar reduce statutul acestora la cel al unei ,,persoane juridice
generice”, protejand in acelasi timp valoarea documentelor si rolul lor in
arhivarea patrimoniului national.

Propunere: ,Furnizorii de informatii ai SI e-Arhiva” (producatorii, in
sensul modelului OAIS) sunt persoane fizice si juridice, inclusiv institutii
publice, intreprinderi publice, autoritati si alte organizatii care creeazd sau
detin inregistrari cu valoare arhivistica, ori care au permisiunea de a-si depune
inregistrarile electronice pe termen lung la Agentia Nationald a Arhivelor
(ANA).

Categoriile de ,,institutii publice,
intreprinderi publice, autoritati si alte
organizatii” se 1Incadreazd in
categoria de ,,persoane juridice”. Or,
persoanele juridice sunt de drept
public si de drept privat.

Pct. 17 a fost redactat, tindndu-se
cont si de propunerile Cancelariei de
Stat, MAI s.a.

Avizare si consultare publica repetata

Agentia Geodezie,
Cartografie si
Cadastru
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Cu privire la subpct. 3.5 din Concept, mentionam ca in proiect apare
standardul ISO 14721:2012. Conform informatiilor publicate pe site-ul web
oficial al Organizatiei Internationale de Standardizare (ISO), aceasta versiune
a fost retrasd si inlocuiti cu standardul actual ISO 14721:2025. In aceste
conditii, consideram oportunad actualizarea documentatiei, astfel incat aceasta
sa reflecte prevederile standardului aflat in vigoare.

Se accepta
Subpct. 3.5. a
corespunzator.

fost ajustat
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La pct. 4, in Tabelul 1 — Specificatii pentru SI e-Arhivd, randul 2,
propunem reformularea textului ,,Controlul nu este un proces pentru arhivele
publice in majoritatea cazurilor, ceea ce face foarte important sa nu fie neglijat
subiectul in cazurile rare in care este relevant (de exemplu, includerea de
arhive personale, creatii artistice etc.)” dupa cum urmeaza: ,,Desi acest tip de
control nu reprezintd o practicd frecventd pentru arhivele publice, se impune a

Se accepta partial.

In textul proiectului a fost operata
substitutia propusa, fara a specifica,
insa, ca anumite materiale ar necesita
un regim juridic special. Or regimul




nu fi omis in situatiile in care este relevant, cum ar fi integrarea arhivelor
personale, a creatiilor artistice sau a altor materiale, care necesitd un regim
juridic special.”.

juridic special nu poate fi definit si
desfasurat 1n acest caz.
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La explicatiile diagramei din cadrul Tabelului 2 consideram ca, detalierea
exemplelor privind experienta altor state (precum Danemarca sau Estonia) nu
este necesard in continutul actului normativ propriu-zis. Astfel de referinte
comparative sunt, de regula, incluse in nota de fundamentare. Pentru a mentine
caracterul general, si ne-interpretativ al reglementarii, recomandam eliminarea
acestor exemple si limitarea textului la precizarea cerintelor si
responsabilitatilor aplicabile in contextul national.

Se accepta
Textul respectiv a fost exclus din
proiect.
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In pct. 5, tabelul ,Figura 1 Fluxul de valoare si capabilititile”, in
compartimentul ,,Descriere” corespunzdtor elementului diagrama ,,Arhiva”
este utilizatd denumirea ,,Agentia Nationald a Arhivelor”, desi, conform pct. 2
din Concept, denumirea completd a Agentiei este inlocuitd cu acronimul
,ANA”. Pentru a asigura coerenta terminologica in intreg textul Conceptului
si pentru a evita confuziile privind referintele institutionale, se recomanda
revizuirea pct. 5, astfel incat sa fie utilizat acronimul ,,ANA” in locul
denumirii complete. Aceastd corectare va contribui la uniformitatea si
claritatea documentului.

Se accepta
Modificarea tehnica a fost operata
in textul proiectului.
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In subpct. 8.35 din Concept se recomanda corectarea denumirii Ordinului
Ministrului Dezvoltarii Informationale nr. 78/2006 privind reglementarea
tehnica ,,Procesele ciclului de viata al software-ului” RT 38370656-002:2006,
astfel incat referinta la actul normativ sa corespundd denumirii oficiale:
,Ordinul Ministrului Dezvoltarii Informationale nr. 78/2006 cu privire la
aprobarea reglementarii tehnice “Procesele ciclului de viata al software-ului”
RT 38370656-002:2006”, conform textului publicat in Monitorul Oficial al
Republicii Moldova, Nr. 95-97, art. 335. Aceastd corectare asigura
concordanta cu denumirea oficiald a actului normativ si evitd eventualele
confuzii in aplicarea prevederilor acestuia.

Se accepta

Denumirea ordinului Ministrului
Dezvoltdrii  Informationale  nr.
78/2006 a fost ajustata.
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La pct. 23, consideram ca, includerea unor exemple concrete privind
structura identificatorilor ARK sau referinte la obiecte specifice nu se justifica
in continutul unui act normativ. Reglementarile trebuie sa enunte exclusiv
cerintele generale si principiile de utilizare, fard exemple punctuale
susceptibile de a deveni, in timp, nerelevante. In consecinti, recomandim
eliminarea acestor exemple si mentinerea unei formulari generale. Totodata,
utilizarea adresarii la persoana a doua (,,dar cea mai bund practicd este sd o

Se accepta partial

Cuprinsul pct. 23 a
reformulat,  utilizandu-se
impersonald a verbelor.

Cu referire la exemplele expuse in
continutul proiectului, mentiondm ca
conceptele sistemelor informationale

fost
forma




pastrati scurtd si simpla”) nu este adecvatd pentru stilul normativ. Propunem,
prin urmare, reformularea textului intr-o manierd neutrd si impersonald, de
tipul: ,,in practica se recomandd mentinerea unei structuri cit mai concise i
mai simple”.

nu sunt acte normative ,.clasice”.
Chiar daca, procedural, acestea sunt
aprobate prin hotarare a Guvernului,
totusi, ca continut, ele raman a fi niste
»explicatii” pentru specialistii din
domeniul IT despre continutul
viitorului sistem informational.

Astfel, in structura conceptelor
sistemelor informationale se accepta
exemplificarea, pentru o intelegere
mai bund a structurii si a modului de
functionare a sistemului
informational, de catre specialistii din
domeniu.

128 In subpct. 24.1.4 si 24.1.5 notiunea ,,dezagregare” este definita diferit, Nu se accepta
aspect care poate genera neclaritati in interpretarea documentului. Aceastd dublda acceptiune este
conformd cu terminologia tehnica
utilizatd in sistemele de tip OAIS si
va fi detaliata i clarificata
suplimentar in Regulamentul resursei
informationale, pentru a exclude
orice risc de interpretare eronata la
etapa de implementare.
129 In pct. 25, pet. 45 si pet. 46 din Concept este utilizati sintagma ,,e- Se accepta
Archiva”, in locul termenului ,e-Arhivd”. Pentru a asigura coerenta Ajustarea tehnica a fost operata in
terminologica in intregul text al proiectului si pentru a evita confuziile privind | textul proiectului.
denumirea sistemului, se recomanda revizuirea acestor puncte, astfel incat sa
fie utilizat termenul ,,e-Arhivd” in toate referintele, la forma gramaticala
corespunzatoare. Aceastd corectare va contribui la claritatea si uniformitatea
documentului, respectand terminologia oficiala aferentd sistemul
informational.
Camera de Comert | 130 Cu toate acestea, in scopul Tmbunatatirii implementarii Conceptului Precizare.
si  Industrie a Sistemului informational ,,Arhiva electronica”, consideram necesara Avand in vedere ca acest nivel de
Republicii introducerea unei serii de clarificari si completdri la etapa elabordrii | detaliere tehnica si  procedurald
Moldova Regulamentului privind resursa informationald constituita prin intermediul | excede scopul Conceptului (care

Sistemului informational ,,Arhiva electronicd”, pentru a asigura un cadru

stabileste  liniile  directoare  si




coerent si sigur din punct de vedere operational si juridic. In acest context
propunem urmatoarele:

Introducerea unei clasificari operationale pentru documentele primite de
la entitatile private: publice, interne/non-sensibile, sensibile/confidentiale, cu
reguli clare de acces si perioade de embargo corespunzatoare.

arhitectura generald), clarificarile
privind regulile de acces, perioadele
de  embargo si  clasificarea
documentelor provenite de la entitati
private vor fi integrate obligatoriu in
Regulamentul  privind  resursa
informationald  constituitd  prin
intermediul SI ,,e-Arhiva”. Aceasta
abordare va asigura crearea cadrului
juridic necesar pentru gestionarea
diferentiatd a informatiilor, in deplina
concordantd cu legislatia privind
protectia  datelor si  secretul
comercial/profesional.
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Impunerea unui model-cadru contractual care sd reglementeze aspecte
precum: dreptul de proprietate asupra fisierelor, responsabilititile privind
pastrarea si backup-ul datelor, procedurile de remediere, penalitatile, accesul
in caz de litigiu, precum si conditiile de rechemare sau restrictionare a
accesului la anumite documente.

Precizare

Aspectele mentionate privind
responsabilitatile de pastrare, backup
st controlul accesului sunt deja
prevazute in Concept la nivel de
principii (securitate, control,
integritate). Detalierea acestora intr-
un model-cadru  contractual  si
stabilirea procedurilor specifice de
remediere sau restrictionare vor fi
realizate in cadrul Regulamentului
resursei informationale, a carui
elaborare este deja stabilita prin
prezentul proiect de hotarare.
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Asigurarea transparentei privind modelul financiar (costuri, taxe pentru

ege e,

parteneriate public-private.

Precizare
Referitor la

ege e

,identificarea

parteneriate public-private” precizam
cd pct. 4 din proiectul hotararii
Guvernului prevede modalitatea de
finantare: ,,Dezvoltarea,
administrarea si mentenanta




Sistemului informational ,,Arhiva
electronica” se va asigura in limitele
resurselor financiare alocate anual
in bugetul autoritatilor/institutiilor
responsabile sau din alte surse
neinterzise de lege”.

Referitor la »asigurarea
transparentei ~ privind ~ modelul
financiar” precizam ca acesta va fi
stabilit Tn conformitate cu legislatia in
vigoare privind finantele publice si
tarifele pentru serviciile prestate de
institutiile statului. Detalierea
costurilor operationale, a
eventualelor taxe pentru servicii
avansate si a mecanismelor de audit
financiar vor fi  incluse 1n
Regulamentul resursel
informationale si in actele normative
secundare care vor reglementa
exploatarea sistemului, asigurand
astfel o predictibilitate clara a
cheltuielilor pentru toti participantii
la sistem.

133 Elaborarea unui plan de instruire si suport pentru operatorii sistemului, Se accepta
inclusiv ghiduri dedicate producatorilor de documente si utilizatorilor finali. A se vedea argumentarea de la
Aceste completdri sunt necesare pentru a asigura confidentialitatea si | pct. 99 din prezenta sinteza.
integritatea datelor din mediul de afaceri, stabilirea unui cadru contractual clar,
definirea standardelor de metadate si a regulilor de portabilitate menite sa
previna riscurile operationale si juridice.
Ministerul 134 Comunica ca 1si mentine pozitia expusa prin avizul nr.07/4-03/452/1488 Nu se accepta
Finantelor din 20 octombrie 2025, asupra propunerilor neacceptate si argumentate in Ministerul ~ Justitiet  mentine

Sinteza la proiectul hotararii Guvernului.

pozitia argumentatd la pct. 81 din
prezenta sintezd. Or, sarcinile
autoritatilor responsabile de
implementarea hotararii de Guvern




sunt reglementate 1n continutul
Conceptului sistemului informational
si nu este necesara dublarea normelor,
care pot crea situatii de incertitudine
si confuzie.
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Totodata, suplimentar la Conceptul Sistemului informational ,,Arhiva
electronicd” din anexa la proiectul hotararii Guvernului:

Se propune excluderea urmatoarei prevederi din pct. 22, subpct.
22.1,,...De exemplu, partile logice ale unui contract de achizitii publice pot fi
textul contractului, conditiile licitatiei publice, specificatiile produsului si
conditiile de garantie, fiecare intr-un fisier PDF separat.”

Propunerea de excludere a prevederii referitoare la domeniul achizitiilor
publice se justifica prin lipsa legaturii cu obiectul reglementarii, precum si prin
neconcordanta terminologica utilizatda in Legea nr. 131/2015 privind
achizitiile publice, care reglementeazd principiile achizitiilor publice,
subiectii, exceptiile si totalitatea raporturilor juridice generate in procesul de
atribuire a contractelor de achizitie publica.

In plus, formularea ,,partile logice ale unui contract de achizitii publice”
este una imprecisd si lipsita de claritate juridica, Intrucat utilizeaza o
terminologie improprie in sensul legii prenotate, si poate duce la discrepanta
cu terminologia utilizata in cadrul normativ in domeniul achizitiilor publice,
ceea ce poate conduce la interpretari diferite si la aplicari neuniforme. Potrivit
Legii 131/2015, contractul de achizitii publice este un ,,contract cu titlu
oneros, incheiat in scris Intre unul sau mai multi operatori economici si una
sau mai multe autoritati contractante, care are ca obiect achizitia de bunuri,
executarea de lucrari sau prestarea de servicii”.

De asemenea, mentionam ca ,,contractul-model” utilizat In documentatia
standard pentru realizarea achizitiilor publice este structurat in partea generala,
care poartd un caracter obligatoriu si in partea speciald, care este completata
in dependentd de necesitatile autoritatii contractante. Partea speciald a
contractului poate fi ajustatd si completatd cu conditii speciale, inclusiv
referitor la partile contractului, in functie de necesitdti, fard a se utiliza
conceptul de ,,parti logice”.

Totodatd, expresia ,licitatiei publice, specificatiile produsului si
conditiile de garantie” nu este compatibila terminologiei utilizate In domeniul
achizitiilor publice, avand 1n vedere ca art. 45 din legea mentionatd prevede

Se accepta
Exemplul mentionat in aviz a fost
exclus din proiectul conceptului.




procedurile de achizitie publicd prin care poate fi atribuit contractul de
achizitie publica, iar ,licitatie publicd” nu figureaza printre acestea. Mentiune
aplicabila si utilizarii generice a sintagmeli ,,specificatiile produsului”.

136 La nota informativa: Autorul mentioneaza, cd pentru primul an de Precizare
implementare, cheltuielile aferente dezvoltarii si mentinerii functionalitatii SI Cheltuielile exacte pentru
e-Arhiva vor fi acoperite din mijloacele oferite de partenerii de dezvoltare fara | administrarea si mentenanta SI e-
a specifica acordul sau documentul oficial prin care se garanteaza mijloacele | Arhiva nu pot fi stabilite cu
financiare. Ulterior, In baza evaluarii costurilor necesare pentru administrare, | certitudine la aceasta etapa, deoarece
mentenantd si dezvoltarea continud a sistemului, se vor solicita resurse | acestea depind de arhitectura tehnica
financiare suplimentare de la bugetul de stat, fara a indica expres care va fi | finala si de resursele de infrastructura
costul estimativ al mentenantei. ce vor fi definite In Caietul de sarcini.
In acest context, Nota de fundamentare urmeazi si fie completati cu | Ulterior aprobarii Conceptului si
costul estimativ pentru administrarea si mentenanta sistemului informational, | definitivarii ~ cerintelor  tehnice,
precum si suma care se preconizeaza a fi acoperita de parteneri de dezvoltare, | costurile de intretinere vor fi estimate
intrucat potrivit art.131 alin. (6) din Constitutia Republicii Moldova, nici o | iIn comun cu administratorul tehnic si
cheltuiald bugetara nu poate fi aprobata fara stabilirea sursei de finantare. doar dupa elaborarea Caietului de
sarcini, care va detalia specificatiile
functionale si tehnice necesare.
Aceste resurse financiare vor fi
planificate  si  solicitate  prin
intermediul propunerilor de buget in
cadrul exercitiului de planificare a
Cadrului Bugetar pe Termen Mediu
(CBTM).
Serviciul 137 Potrivit art. 38 din Legea 100/2017 cu privire la actele normative, Precizare
Tehnologia termenul general pentru avizarea si expertizarea proiectului actului normativ Proiectul hotararii Guvernului cu
Informatiei si este de 10 zile lucratoare, termen care, in functie de complexitatea proiectului | privire la aprobarea Conceptului
Securitate actului normativ poate fi restrans la cel mult jumatate. sistemului  informational ,, Arhiva
Cibernetica Cu toate acestea, scrisoarea prin care proiectul a fost remis spre avizare a | electronica” a fost remis la avizare

fost transmisa catre I.P. ,,STISC” la data de 26 noiembrie 2025, ora 11:00, cu
indicarea termenului limita de prezentare a avizului pand la data de 27
noiembrie 2025. Termenul indicat este unul extrem de limitat, necorelat cu
complexitatea proiectului si cu termenele prevazute de cadrul normativ
incident.

Prin urmare, [.P.STISC Va prezinta avizul in termenul previzut de
legislatie, dupd cum urmeaza.

repetata prin intermediul sistemului
informational ,,Legiferare” la data de
21.11.2025, catre toate autoritatile
avizatoare interesate, inclusiv si
Serviciul Tehnologia Informatiei si
Securitate Cibernetica.




Aditional, pentru a asigura
receptionarea proiectului spre avizare
repetatd de cdtre toate autoritdtile si
institutiile vizate, Ministerul Justitiei
a remis scrisoarea i pe mail-ul
fiecarei autoritati.

Totodata, precizam ca in temeiul
art. 38 alin. (3) din Legea nr.
100/2017 cu privire la actele
normative, termenul de 10 zile de
avizare/reavizare poate fi restrans la
cel mult jumatate.
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Cu referire la proiectul de Concept:

La pct. 1 textul ,,din software si hardware care include, pastreaza si ofera
acces permanent la datele electronice” se va substitui cu textul ,,dintr-o
totalitate de resurse si tehnologii informationale interdependente, de metode si
de personal, destinata pastrarii, prelucrdrii si furnizérii de informatie”, in
vederea uniformizarii cu definitia notiunii de ,,sistem informational” prevazuta
de Legea nr.467/2003 cu privire la informatizare si la resursele informationale
de stat.

Se accepta
Notiunea de la pct. 1 din Concept
a fost ajustata.
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La pct. 5 fig. 1. Fluxul de valoare §i capabilitatile, textul ,,software-ul,
hardware ul” se va exclude, avand in vedere ca SI e-Arhiva va fi gazduit pe
platforma tehnologica guvernamentala comuna (MCloud) iar conform pct. 4
subpct. 3) din Hotararea Guvernului 128/2014 privind platforma tehnologica
guvernamentald comuna (MCloud), Ministerele, Cancelaria de Stat, alte
autoritati  administrative  centrale  subordonate  Guvernului  §i
autoritatile/institutiile publice din sfera lor de competenta, vor reutiliza
platforma tehnologica guvernamentala comuna (MCloud) si nu vor admite
crearea de noi infrastructuri proprii centralizate de servere si echipamente de
stocare (hardware), inclusiv procurarea licentelor pentru componentele
(software) infrastructurilor nou-create.

Nu se accepta.

Mentionarea componentelor
software si hardware in cadrul figurii
1 si a descrierilor aferente este
necesard pentru a defini arhitectura
logica a  sistemului  conform
modelului de referintd OAIS. Desi SI
e-Arhiva va fi gazduit pe platforma
tehnologica guvernamentala comuna
(MCloud), infrastructura de tip Cloud
presupune prin definitie utilizarea
unor resurse hardware si software
virtualizate.

Prevederile Hotararii Guvernului
nr. 128/2014 privind platforma
tehnologica guvernamentala comuna




(MCloud) interzic crearea de
infrastructuri proprii, insd nu exclud
existenta componentelor tehnice care
stau la baza serviciilor de gazduire.
Astfel, termenii sunt utilizati in sensul
capacitatilor tehnice necesare pentru
functionarea fluxurilor de valori si nu
implica achizitia de echipamente sau
licente in afara platformei MCloud.

Biroul National de | 140 De ordin redactional, Tnaintdm urmatoarele propuneri: Se accepta partial
Statistica - la pct.31.6 din Capitolul VI al Conceptului Sistemului Informational In proiect se opereaza modificarea
»Arhiva electronica”, propunem substituirea sintagmei ,,pentru plata si | tehnicd la subpct. 31.6.
incasarea platilor” cu sintagma ,,pentru efectuarea si incasarea platilor”; Cu referire la urmatoarele doua
- la pct. 32 din Capitolul VII se propune uniformizarea terminologica. sugestii mentiondm cad terminologia
- in Intreg documentul, se propune uniformizarea utilizarii in document a | proiectului este uniformd, iar in
abrevierii ,,SI e Arhiva” (stabilite in Introducere). anumite cazuri se reglementeaza
notiunea de ,,sistem informational” la
general, fara a fi specificat ,,SI e-
Arhiva”.
Agentia Guvernare | 141 La proiectul hotararii Guvernului: Nu se accepta

Electronica

1. - Temeiul invocat pentru aprobarea prezentului proiect si anume ,,art.
50 din Legea nr.124/2022 privind identificarea electronica si serviciile de
incredere”, care prevede ,pdastrarea documentelor electronice in arhiva
electronica” urmeaza a fi interpretat prin coroborare cu notiunile ,,document
electronic — continut in forma electronica, in special sub forma de text ori de
inregistrare sonord, vizuald sau audiovizuala, caruia i-a fost aplicata semnatura
electronica sau sigiliul electronic” si ,,arhiva electronicad securizata - depozit
structurat de documente electronice, care asigura confidentialitatea,
nonrepudierea si integritatea acestora si care garanteaza valoarea probantd in
timp a documentelor electronice” din art.2 al legii prenotate.

Prin urmare, invocarea temeiului legal respectiv depaseste obiectul de
reglementare a Sistemului informational ,,Arhiva electronica” prevazute la
pct. 2 din Concept ,,Scopul SI e-Arhiva este de a permite Agentiei Nationale
a Arhivelor (in continuare - ANA) sa realizeze stocarea si pastrarea
inregistrarilor electronice aferente Fondului Arhivistic al Republicii Moldova
in mod eficient”. In sustinerea argumentului dat, serveste si argumentul

Art. 50 alin. (4) prevede: ,, Pentru
pastrarea in arhivd a documentelor
electronice se utilizeaza arhiva
electronicd. Guvernul stabileste
categoriile de documente electronice
pentru pastrarea carora se utilizeaza
arhiva electronica securizata.”

Astfel, in alineatul respectiv se
face referire nu doar la ,arhiva
electronica securizatd”, ci si la
»arhiva electronica” in general, ca
notiune aplicabild unei arhive tinute
in format electronic, notiune potrivita
st in contextul SI ,,e-Arhiva”.

In contextul invocarii ,,viitoarei
legi cu privire la arhive”, subliniem




autorului din sinteza la proiect prin care propunerea in cauza invocata la etapa
de coordonare prealabila si avizare a fost acceptata.

Concomitent, urmare a analizei sintezei la proiect, remarcam ca
Ministerul Justitiei a initiat, la data de 09.09.2025, procesul de elaborare a
proiectului legii cu privire la arhive, in vederea actualizarii cadrului normativ
in domeniul arhivistic si alinierii la cerintele noi de gestionare si pastrare a
documentelor.

Avand 1n vedere cele expuse la pct. 7 privind limitarile de aplicare a art.
50 din Legea nr.124/2022 pentru obiectul de reglementare al Sistemului
informational ,,Arhiva electronica”, consideram oportun ca viitoarea lege cu
privire la arhive sa serveascd drept temei juridic specific pentru instituirea si
functionarea Sistemului informational ,,Arhiva electronica”, inclusiv la etapa
aprobdrii Regulamentului resursei informationale formate de Sistemul
informational ,,Arhiva electronica”.

Péna la aprobarea noii legi cu privire la arhive, prezentul proiect urmeaza
a fi fundamentat, in principal, pe cadrul normativ general aplicabil in domeniul
arhivelor si al sistemelor informationale de stat, iar prevederile Legii
nr.124/2022 privind identificarea electronica si serviciile de incredere vor fi
avute n vedere exclusiv pentru segmentul referitor la documentele electronice
si arhivele electronice securizate.

ca aprobarea prezentei hotarari a
Guvernului nu trebuie sa depinda
de adoptarea legii mentionate. Or,
competenta Guvernului de a adopta
hotarari rezulta din art. 102 alin. (2)
din Constitutie. Astfel, Guvernul
poate adopta prezentul proiect
inclusiv pentru a organiza executarea
Legii nr. 880/1992 privind Fondul
Arhivistic al Republicii Moldova,
chiar dacad in continutul acesteia nu
scrie expres despre necesitatea crearii
unei arhive electronice.
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La proiectul Conceptului:

2. In contextul in care la pct. 3, subpct. 3.5 se face referire la Modelul de
referintd pentru un sistem informatic arhivistic deschis (OAIS), asa cum este
definit in ISO 14721:2012, mentiondm despre faptul cd existd o versiune mai
noud a acestuistandard (ISO 14721:2025 (Space Data System Practices -
Reference model for an open archival information system (OAIS) ) care
recomandam sa fie inserat in proiect.

Se accepta
Textul a fost ajustat.
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3. Hotéararea Guvernului nr. 709/2011 cu privire la unele masuri in
domeniul eTransformare a guverndrii si Hotararea Guvernului nr. 710/2011
privind aprobarea programului strategic de modernizare tehnologica a
guverndrii (e-Transformare) mentionate la pct. 8.14 si 8.15 urmeazad a fi
excluse, deoarece nu mai sunt actuale. In schimb, urmeaza a fi mentionata
Strategia de transformare digitala a Republicii Moldova pentru anii 2023 -
2030, aprobata prin Hotararea Guvernului nr. 650/2023.

Precizare

Hotararile Guvernului mentionate
in aviz (nr. 709/2011 sinr. 710/2011)
sunt in vigoare. Acestea vor fi excluse
dupa ce vor fi abrogate.

Hotararea Guvernului nr.
650/2023 deja se regaseste 1n proiect,
la subpct. 8.31.




144 4. In Capitolul IV din proiectul Conceptului urmeazi si fie definite Se accepta partial
rolurile de ,registrator” si ,destinatari ai datelor”, in conformitate cu Referitor la propunerea de a
descrierea conturilor functionale ale sistemului. completa  cu  detalii despre
»registrator” mentionam ca pct. 15
din proiect a fost completat.
Referitor la propunerea de a
completa  cu  detalii despre
»destinatarii datelor” precizdm ca
acestia se incadreazd 1n notiunea de
,.utilizatori ai sistemului” care include
si notiunea de ,,consumator”. A se
vedea pct. 18 din proiect.
145 5. Pct. 31 urmeaza sa fie completat cu un nou subpct., care sa sublinieze Se accepta
ca SI ,,Arhiva electronica” va interactiona si cu alte sisteme informationale si Pct. 31 din proiect a fost
resurse informationale de stat, In conformitate cu cadrul normativ privind | completat.
interoperabilitatea si schimbul de date
146 6. Potrivit pct. 1 s1 2 din prin Hotararea Guvernului nr. 677/2025: Se accepta partial

,»1. Accesul la serviciile publice electronice prestate prin intermediul
resurselor si sistemelor informationale de stat se consolideaza in cadrul
Portalului guvernamental integrat EVO, care include: portalul guvernamental
al serviciilor publice, Portalul guvernamental al cetateanului, Portalul
guvernamental al unitdtilor de drept, aplicatia guvernamentald integratd a
serviciilor electronice EVO, precum si serviciile electronice dezvoltate si
prestate prin intermediul platformei de dezvoltare a serviciilor electronice, alte
resurse si sisteme informationale aferente prestarii serviciilor publice
electronice mentionate la pct. 2.

2. Prin intermediul Portalului guvernamental integrat EVO, persoanele
fizice si unitatile de drept au acces simplificat la resursele si sistemele
informationale de stat prin intermediul carora se presteaza servicii publice
electronice, inclusiv cele privind identitatile electronice, platile electronice,
notificarile oficiale, autentificarea electronica, aplicarea si verificarea
autenticitatii semndturilor electronice, precum si la informatiile autentice
despre serviciile publice, la informatiile oficiale de interes public si la datele
documentate despre persoanele fizice si unitatile de drept.”

Astfel, pct. 31 din Concept urmeaza sa fie completat cu urmatoarele
prevederi:

La pct. 37 din proiect deja este
mentionata Hotardarea Guvernului nr.
677/2025.

Mentionam cé pct. 31 din proiect
a fost completat cu detaliile despre
,Portalul  guvernamental integrat
EVO” s ,,Portalul datelor
guvernamentale deschise”.

Referitor la propunerile de la lit.
b) si c), precizdm cd deoarece SI
,,Arhiva electronicd” nu este destinat
prestdrii unor servicii publice catre
cetateni in sensul clasic (comercial
sau administrativ direct),
interactiunea cu  Platforma de
dezvoltare a serviciilor electronice
(PDSE) si inregistrarea in Registrul
de stat al serviciilor publice nu sunt
considerate necesare.




a) ,,31.8. Portalul guvernamental integrat EVO - pentru accesul la
serviciile publice electronice prestate prin intermediul SI ,,Arhiva
electronica.”;

b) ,,31.9. Platforma de dezvoltare a serviciilor electronice (PDSE) -
pentru proiectarea si orchestrarea fluxurilor serviciilor publice electronice
prestate prin intermediul SI ,,Arhiva electronica.”;

c) Sistemul informational ,,Registrul de stat al serviciilor publice” -
pentru inregistrarea serviciilor publice prestate prin intermediul SI ,,Arhiva
electronica.”;

d) Portalul datelor guvernamentale deschise (date.gov.md) - pentru
publicarea de seturi de date statistice anonimizate despre fondurile arhivistice,
volumul de documente etc. (nu continutul documentelor, ci metadate
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statistice)””.

Banca Nationala a
Moldovei

147 1. Recomandam indicarea in Proiect a procedurilor suplimentare de Nu se accepta
gestionare a certificatelor revocate sau compromise, tindnd cont, ca la pct.12 Subliniem ca testarea
din Proiect, este deja prevazuta verificarea semnaturilor electronice calificate | autenticitétii inscrisurilor are loc prin
si procedura de semnare repetata a actelor. In acest sens, precizim necesitatea | intermediul ~ MSign, de  citre
testdrii autenticitdtii inscrisurilor sau semnaturilor din Sistemul informational | furnizori. Testarea respectiva
,»Arhiva electronica” (in continuare — SI eArhiva), fapt ce ar diminua aparitia | nicidecum nu poate fi efectuata prin
impedimentelor legale la probarea veridicitdtii acestora (de ex., probarea | intermediul SI e-Arhiva.
validitatii semndturii).

148 2. Propunem includerea prevederilor cu privire la marcarea informatiei Precizare

ce constituie date cu caracter personal pentru a asigura executarea de catre
operatori a obligatiilor care revin acestora in temeiul Legii nr.195/2024
privind protectia datelor cu caracter personal (in continuare — Legea
nr.195/2024).

In acest sens, consemnam ci articolele 14, 15 si 18 din Legea nr.195/2024
stabileste cd persoana urmeaza a fi informatd despre dreptul acesteia de a
solicita restrictionarea prelucrarii datelor.

Potrivit art. 4 din aceeasi lege, restrictionarea prelucrdrii reprezintd
marcarea datelor cu caracter personal stocate cu scopul de a limita prelucrarea
viitoare a acestora. In temeiul acestor prevederi, operatorilor le revin
obligatiile corespunzatoare de a realiza marcarea acestor categorii de date.

Astfel, pentru a asigura respectarea drepturilor persoanelor vizate de
prelucrare a datelor cu caracter personal, recomanddm solicitarea opiniei

In proiect a fost pastrata trimiterea
la Legea nr. 133/2011, deoarece
aceasta este 1n vigoare la moment.

Legea nr. 195/2024, la care se
face trimitere in aviz a fost publicata
in Monitorul Oficial la 23 august
2024 si va intra in vigoare la data de
23 august 2026. Proiectul nu poate fi
ajustat la prevederi care incd nu sunt
in vigoare.

Aspectele mentionate in aviz vor
fi luate in consideratie dupd intrarea
in vigoare a legii respective.




Centrului National pentru Protectia Datelor cu Caracter Personal cu privire la
propunerile mentionate in prezentul aviz.

Aditional, semnalam ca aplicarea marcajelor pe informatiile prelucrate
este necesard 1n vederea asigurdrii accesului persoanelor autorizate la
informatii cu diferite niveluri de confidentialitate. In aceeasi ordine de idei,
remarcam ca pct.41 si pct.43 din Proiect mentioneaza existenta inregistrarilor
de audit, fard a prevedea expres perioada minima de retentie a logurilor,
criptarea acestora si drepturile de acces la aceste loguri. In acest sens,
recomandam includerea prevederilor suplimentare ce s-ar referi la durata
retentiei logurilor, securitatea acestora, gestionarea, accesarea si pastrarea lor
in SI e-Arhiva, In conditiile cadrului normativ in materie de protectie a datelor
cu caracter personal.
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3. Propunem examinarea posibilitdtii includerii unor instrumente
alternative de autentificare la pct.42 din Proiect, pentru a gestiona posibile
riscuri operationale derivate din utilizarea exclusiva a MPass.

Nu se accepta

Includerea  unor  instrumente
alternative de autentificare,
independente de MPass, ar contraveni
strategiei de consolidare a centrelor
de date si a modelului unitar de
design guvernamental a modalitatilor
de autentificare in  sistemele
informationale de stat.
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