Proiect

GUVERNUL REPUBLICII MOLDOVA
HOTARARE nr.
din 2026

privind sistemul informational ,,Noul sistem computerizat de tranzit”

In temeiul art.18 alin.(1) si art. 22 lit. ¢) si d) din Legea nr. 467/2003 cu privire la
informatizare si la resursele informationale de stat (Monitorul Oficial al Republicii Moldova, 2004,
nr. 6-12, art.44), cu modificarile ulterioare, Guvernul

HOTARASTE:

1.Se instituie Sistemul informational ,,Noul sistem computerizat de tranzit”.

2.Se aproba:

2.1. Conceptul Sistemului informational ,,Noul sistem computerizat de tranzit”, conform
anexei nr.1;

2.2. Regulamentul privind modul de tinere a resursei informationale formate de Sistemul
informational ,,Noul sistem computerizat de tranzit”, conform anexei nr.2.

3.Administrarea, mentenanta, functionarea si dezvoltarea continud a Sistemului
informational ,,Noul sistem computerizat de tranzit” se va asigura din contul si in limitele
mijloacelor financiare alocate Serviciului Vamal in legile bugetare anuale, precum si din alte surse
legale.

4.Sistemul informational ,,Noul sistem computerizat de tranzit” va fi gazduit initial in cadrul
centrului de date al Serviciului Vamal cu migrarea ulterioara pe platforma tehnologica
guvernamentald (MCloud).

5.Controlul asupra executarii prezentei hotarari se pune in sarcina Serviciului Vamal.

6.Prezenta hotarare intra in vigoare la data publicarii.

Prim-ministru Alexandru MUNTEANU

Ministrul finantelor Andrian GAVRILITA



Anexanr. 1
la Hotarérea Guvernului nr. din 2026

CONCEPTUL
Sistemului informational ,,Noul sistem computerizat de tranzit”

INTRODUCERE

In conformitate cu art.193 alineat (4) al Acordului de Asociere intre Uniunea Europeani si
Comunitatea Europeana a Energiei Atomice si statele membre ale acestora, pe de o parte, si
Republica Moldova, pe de alta parte, semnat la Bruxelles la 27 iunie 2014, Republica Moldova si-
a asumat angajamentul de aderare la Conventia privind regimul de tranzit comun, incheiata la
Interlaken 1987.

Prin Hotararea Guvernului nr.750/02.11.2022, MO nr. 343-348/828 din 04.11.2022, a fost
aprobatd semnarea Acordului de finantare dintre Guvernul Republicii Moldova si Comisia
Europeana privind Programul ,,UE pentru redresare si rezilienta”, iar unul din proiectele incluse,
reprezinta dezvoltarea si implementarea Noului sistem computerizat de tranzit in Republica
Moldova. Noul sistem computerizat de tranzit este unul dintre principalele sisteme vamale ale
Uniunii Europene.

Pentru a acoperi noile functionalitati si proceduri impuse de Conventia privind regimul de
tranzit comun, a fost dezvoltata aplicatia nationald de tranzit pe baza specificatiilor tehnice
obligatorii pentru domeniul comun si specificatiile tehnice recomandate pentru domeniul extern si
domeniul national, ambele definite de Directia Generald Impozitare si Uniune Vamald (in
continuare - DG TAXUD).

Principalul obiectiv al Noului sistem computerizat de tranzit este asigurarea unui sistem
electronic unificat pentru gestionarea rapida, sigura si eficienta a regimului de tranzit intre toate
partile contractante la Conventia privind regimul de tranzit comun. Totodatd, in temeiul art.296
Cod vamal, nr.95/2021, Noul sistem computerizat de tranzit este utilizat pentru miscarile de tranzit
pe teritoriul national, asigurand alinierea procedurii de tranzit reglementata de legislatia nationald
cu procedura de tranzit comun.

Noul sistem computerizat de tranzit este un instrument de facilitare a comertului
international ce oferd beneficii tuturor partilor implicate. Aplicarea sistemului, asigura
rationalizarea controalelor la frontiera printr-0 gestionare eficienta a riscurilor, reducerea timpului
si a costurilor pentru intreprinderi, accelerarea procesului de trecere a frontierei, sincronizarea
datelor (trasabilitatea datelor, reutilizarea datelor, calitatea datelor).

Prezentul concept tehnic are drept obiectiv definirea cadrului detaliat al sistemului,
incluzand arhitectura propusa, functionalitdtile esentiale, mecanismele de gestionare a fluxurilor
de date si modalitatile de integrare cu infrastructura informaticd nationald si cu platformele
corespunzatoare la nivelul Uniunii Europene. Implementarea acestei solutii va asigura
compatibilitatea, interoperabilitatea si sustenabilitatea pe termen lung a sistemului, reprezentand
un instrument esential pentru modernizarea si eficientizarea activitdtii vamale in Republica
Moldova.



Capitolul 1
DISPOZITII GENERALE

1. Conceptul SI ,,Noul sistem computerizat de tranzit” (in continuare - Concept) stabileste
spatiul functional, structura organizatorica, spatiul informational, spatiul tehnologic, securitatea
sistemului informational si protectia informatiei in cadrul SI ,Noul sistem computerizat de
tranzit”.

2. Sl ,,Noul sistem computerizat de tranzit” reprezinta o solutie informatica din categoria
Guvern catre Guvern (G2G) si Guvern catre Business (G2B) si constituie totalitatea mijloacelor
software, hardware si de infrastructura ale utilizatorului, destinate formarii resursei informationale
privind declaratiile de tranzit, precum si schimbul de informatii cu alte autoritati vamale.

3. Tn contextul Conceptului SI ”Noul sistem computerizat de tranzit” (in continuare —
Concept) sunt utilizate urmatoarele notiuni:

3.1.autorizare — proces al SI ”Noul sistem computerizat de tranzit” care determina nivelul de
acces atribuit unui utilizator autentificat pentru a accesa resurse securizate, controlate de sistem;

3.2.obiect informational — reflectare virtuald a obiectului inregistrarii in cadrul resursei
informationale;

3.3.platforma MConnect — are intelesul notiunii definite in Hotararea Guvernului nr.
211/2019 privind platforma de interoperabilitate (MConnect);

3.4.serviciul MLog — are intelesul notiunii definite in Hotararea Guvernului nr. 708/2014
privind serviciul electronic guvernamental de jurnalizare (MLog);

3.5.serviciul MPass — are intelesul notiunii definite in Hotararea Guvernului nr. 1090/2013
privind serviciul electronic guvernamental de autentificare si control al accesului (MPass).

4.Sl ,Noul sistem computerizat de tranzit” este parte componentd a Sistemului
Informational Integrat Vamal.

5. SI,,Noul sistem computerizat de tranzit” inglobeaza posibilitati functionale de gestionare
a fluxurilor de lucru, schimb de informatii, functii de instiintare, depozitare a datelor si prelucrarea
declaratiilor de tranzit.

6. SI ,,Noul sistem computerizat de tranzit” pune la dispozitia utilizatorilor urmatoarele
servicii:

6.1. depunerea declaratiilor de tranzit standard sau declaratiilor de tranzit combinate cu o
declaratie sumara de intrare;

6.2. modificarea declaratiilor de tranzit;

6.3. invalidarea declaratiilor de tranzit

6.4. prelucrarea declaratiilor de tranzit;

6.5. acces la toate informatiile privind prelucrarea declaratiilor de tranzit;

6.6. monitorizarea declaratiilor de tranzit;

6.7. inregistrarea incidentelor;

6.8. cercetarea operatiunilor de tranzit;

6.9. recuperarea datoriei vamale.

7. Obiectivele SI ,,Noul sistem computerizat de tranzit” sunt:

7.1. crearea si operarea unui sistem informational stabil, sigur si fiabil pentru evidenta,
gestiunea si trasabilitatea declaratiilor de tranzit, asigurand transparenta, corectitudinea si
securitatea procesului de prelucrare a declaratiilor vamale, prin digitalizarea completa a proceselor
si arhivarea electronica a datelor;

7.2. facilitarea comunicarii electronice si a schimbului securizat de date si documente intre
Serviciul Vamal, mediul de afaceri si autorititile vamale internationale, asigurand
interoperabilitatea sistemului la nivel national si european, promovand cooperarea transfrontaliera;

7.3. optimizarea si automatizarea proceselor de gestionare a declaratiilor de tranzit, reducand
interventia umana in etapele critice, crescand eficienta operationald, reducand timpul de procesare
si costurile pentru mediul de afaceri si facilitind comertul international;

7.4. excluderea manipularii frauduloase a documentelor;



7.5. reducerea numarului de investigari;

7.6. controale bazate pe analiza riscului;

7.7. mai buna planificare si utilizare a resurselor umane;

7.8. implementarea noilor instrumente internationale in domeniul vamal.

8. Principiile de baza ale SI,,Noul sistem computerizat de tranzit” sunt urmatoarele:

8.1. principiul legalitatii - presupune crearea si exploatarea sistemului informational in
conformitate cu legislatia nationald in vigoare si a normelor si standardelor internationale
recunoscute in domeniu;

8.2. principiul independentei de platforma - interfata utilizator a sistemului informational nu
va impune o anumita platforma software si hardware pentru calculatorul utilizatorului;

8.3. principiul datelor sigure - dispune introducerea datelor in sistem doar prin canalele
autorizate si autentificate;

8.4. principiul securittii informationale - presupune asigurarea unui nivel adecvat de
integritate, selectivitate, accesibilitate si eficientd pentru protectia datelor de pierderi, alterari,
deteriorari si de acces nesanctionat;

8.5. principiul accesibilitatii informatiei cu caracter public - presupune implementarea
procedurilor de asigurare a accesului utilizatorilor la informatia cu caracter public, furnizata de
solutia informationala;

8.6. principiul transparentei - presupune proiectarea si realizarca conform principiului
modular, cu utilizarea standardelor transparente in domeniul tehnologiilor informationale si de
telecomunicatii;
informational cu noi functii sau imbunatatirea celor existente;

8.8. principiul scalabilitatii - presupune asigurarea unei performante similare a solutiei
informationale pentru volumele mici/mari de date si accesari la sistem;

8.9. principiul integrarii cu sistemele existente - presupune posibilitatea solutiei
informationale de a se integra si interactiona cu aplicatiile deja implementate;

8.10. principiul simplitatii si comoditatii utilizarii - presupune proiectarea si realizarea
tuturor aplicatiilor, mijloacelor tehnice si de program accesibile utilizatorilor Sistemului, bazate
pe principii exclusiv vizuale, ergonomice si logice de conceptie.

8.11. principiul conformitatii prelucrarii datelor cu caracter personal - prelucrarea datelor cu
caracter personal ale persoanelor implicate in procesul de obtinere are loc in conformitate cu
prevederile art. 4 din Legea nr. 133/2011 privind protectia datelor cu caracter personal.

Capitolul 11

SPATIUL JURIDICO-NORMATIV AL SI ”’NOUL SISTEM COMPUTERIZAT DE
TRANZIT”

9. Cadrul normativ al SI ,,Noul sistem computerizat de tranzit” este format din legislatia
nationald, tratatele si conventiile internationale la care Republica Moldova este parte. Crearea si
functionarea SI ,,Noul sistem computerizat de tranzit” sunt reglementate de urmatoarele acte
legislative si juridico-normative:

9.1. Constitutia Republicii Moldova nr. 1/1994;

9.2. Codul vamal al Republicii Moldova nr. 95/2021;

9.3. Legea nr.302/2017 cu privire la Serviciul Vamal,

9.4. Legea nr.467/2003 cu privire la informatizare si la resursele informationale de stat;

9.5. Legea nr.133/2011 privind protectia datelor cu caracter personal;

9.6. Legea nr.142/2018 cu privire la schimbul de date si interoperabilitate;

9.7. Legea nr.169/2025 pentru aderarea Republicii Moldova la Conventia privind regimul
de tranzit comun;



9.8. Hotararea Guvernului nr.92/2023 cu privire la punerea in aplicare a Codului vamal nr.
95/2021,

9.9. Hotararea Guvernului nr.562/2025 cu privire la modul de realizare a obligatiilor de
asigurare a securitatii cibernetice de catre furnizorii de servicii in sectoarele critice;

9.10. Hotararea Guvernului nr.561/2007 cu privire la Sistemul Informational Integrat
Vamal;

9.11. Hotararea Guvernului nr.562/2006 cu privire la crearea sistemelor si resurselor
informationale automatizate de stat;

9.12. Hotararea Guvernului nr.1090/2013 privind serviciul electronic guvernamental de
autentificare si control al accesului (MPass);

9.13.Hotararea Guvernului nr.128/2014 privind platforma tehnologica guvernamentala
comuna (MCloud);

9.14. Hotararea Guvernului nr.405/2014 privind serviciul electronic guvernamental integrat
de semnatura electronicd (MSign);

9.15. Hotararea Guvernului nr.708/2014 privind serviciul electronic guvernamental de
jurnalizare (MLog);

9.16. Hotararea Guvernului nr.211/2019 privind platforma de interoperabilitate (MConnect);

9.17.Hotararea Guvernului nr.376/2020 pentru aprobarea Conceptului serviciului
guvernamental de notificare electronica (MNotify) si a Regulamentului privind modul de
functionare si utilizare a serviciului guvernamental de notificare electronica (MNotify);

9.18.Hotararea Guvernului nr.153/2021 pentru aprobarea Conceptului Sistemului
informational ,,Registrul resurselor si sistemelor informationale de stat” si a Regulamentului
privind modul de tinere a Registrului resurselor si sistemelor informationale de stat;

9.19. Hotararea Guvernului nr. 414/2018 cu privire la masurile de consolidare a centrelor de
date 1n sectorul public si de rationalizare a administrarii sistemelor internationale de stat;

9.20. Hotararea Guvernului nr.650/2023 cu privire la aprobarea Strategiei de transformare
digitald a Republicii Moldova pentru anii 2023-2030;

9.21. Hotararea Guvernului nr.677/2025 cu privire la consolidarea accesului la serviciile
publice electronice n cadrul Portalului guvernamental integrat EVO utilizat la prestarea serviciilor
publice electronice si aprobarea masurilor necesare pentru implementarea modelului unitar de
design;

9.22.Hotararea Guvernului nr.323/2021 pentru aprobarea Conceptului Sistemului
informational ,,Catalogul semantic” si a Regulamentului privind modul de tinere a Registrului
format de Sistemul informational ,,Catalogul semantic”.

10. La dezvoltarea si implementarea SI ,,Noul sistem computerizat de tranzit” se vor respecta
urmatoarele reglementari tehnice si standarde aplicabile privind dezvoltarea solutiilor informatice:

10.1. Reglementarea tehnica ,,Procesele ciclului de viata al software-ului” RT 38370656-
002:2006, aprobata prin Ordinul ministrului dezvoltarii informationale nr. 78/2006;

10.2. Reglementarea tehnicd ,,Modul de evidenta a serviciilor publice electronice”, aprobata
prin Ordinul viceministrului dezvoltarii informationale nr.94/2009 cu privire la aprobarea unor
reglementdri tehnice;

10.3. Reglementarea tehnica ,,Prestarea serviciilor publice electronice. Cerinte tehnice”,
aprobatd prin Ordinul viceministrului dezvoltarii informationale nr.94/2009 cu privire la aprobarea
unor reglementari tehnice;

10.4.Reglementarea tehnica ,,Asigurarea securitatii informationale la prestarea serviciilor
publice electronice. Cerinte tehnice”, aprobatd prin Ordinul viceministrului dezvoltarii
informationale nr. 94/2009 cu privire la aprobarea unor reglementéri tehnice;

10.5.Reglementarea tehnica ,,Determinarea costului de elaborare i implementare a
sistemelor informationale automatizate. Normativele si estimarea cheltuielilor de lucru”, aprobata
prin Ordinul viceministrului dezvoltarii informationale nr. 94/2009 cu privire la aprobarea unor
reglementari tehnice;



10.6. SM ISO/CEI 27002:2014 ,,Tehnologia informatiei. Tehnici de securitate. Cod de buna
practica pentru managementul securitatii informatiei”;

10.7.SM ISO/CEI 12207:2014 ,,Ingineria sistemelor si software-ului. Procesele ciclului de
viata al software-ului”;

10.8.SM ISO/CEI 15408-1 ,.Tehnologia informatiei. Tehnici de securitate. Criterii de
evaluare pentru securitatea tehnologiei informatiei. Partea 1: Introducere si model general”;

10.9.SM ISO/CEI 15408-2 , Tehnologia informatiei. Tehnici de securitate. Criterii de
evaluare pentru securitatea tehnologiei informatiei. Partea 2: Cerinte functionale de securitate”;

10.10. SM ISO/CEI 15408-3 ,, Tehnologia informatiei. Tehnici de securitate. Criterii de
evaluare pentru securitatea tehnologiei informatiei. Partea 3: Cerinte de asigurare a securitdtii”;

10.11. SM ENISO/IEC 27002 ,,Securitatea informatiei, securitatea cibernetica si protectia
vietii private. Mijloace de control al securitatii informatiei”.

Capitolul 111
SPATIUL FUNCTIONAL AL SI ”’NOUL SISTEM COMPUTERIZAT DE TRANZIT”

11.SI ,,Noul sistem computerizat de tranzit” trebuie sa asigure indeplinirea atat a functiilor
de baza ale sistemului informational tip, cat si a functiilor specifice, determinate de destinatia SI
,,Noul sistem computerizat de tranzit”, care sunt grupate in blocuri functionale specializate.

12. Functiile de baza ale ST ,,Noul sistem computerizat de tranzit” sunt urmatoarele:

12.1. Formarea si gestionarea bancii de date a sistemului, inclusiv colectarea, stocarea,
structurarea si actualizarea informatiilor, iIn conformitate cu cerintele legale;

12.2. Organizarea asigurarii informationale, astfel incat sa fie garantat accesul autorizat la
date si sprijinul proceselor decizionale ale Serviciului Vamal, inclusiv prin:

12.2.1 definirea clara a drepturilor si responsabilitétilor utilizatorilor;

12.2.2 implementarea mecanismelor de control si monitorizare a fluxurilor de date;

12.2.3 furnizarea rapoartelor, analizelor si indicatorilor relevanti pentru toate nivelurile de
management;

12.2.4 mentinerea integritatii, consistentei si actualizarii continue a datelor;

a activitatii si planuri de backup;

12.2.6 facilitarea schimbului de informatii cu alte sisteme interne sau externe, prin
interoperabilitate standardizata si protectie a datelor sensibile.

12.3. Asigurarea protectiei si calitatii informatiilor, inclusiv:

12.3.1.protectia datelor in toate etapele de procesare, stocare si transmitere, conform
legislatiei privind datele cu caracter personal si regimul informatiilor clasificate, daca este cazul;

12.3.2. implementarea unui sistem de management al calitatii bazat pe abordarea de proces,
conform Standardului National SM EM ISO 9001:2002 ,,Sisteme de management al calitatii.
Cerinte”.

12.4. Asigurarea functionarii integrate a sistemului, integritatea fluxurilor informationale si
sprijinul proceselor decizionale ale Serviciului Vamal,

12.5. Automatizarea proceselor de activitate ale Serviciului Vamal si tranzitia la fluxuri de
lucru exclusiv digitale, cu cresterea transparentei si a accesului la servicii electronice pentru toti
subiectii implicati;

12.6. Supravegherea, controlul si managementul riscului in domeniile de competentd ale
Serviciului Vamal;

12.7. Administrarea sistemului in conditii optime, astfel incat sa fie garantata continuitatea,
securitatea si eficienta functionarii acestuia.

13.1n cadrul functiondrii SI ,Noul sistem computerizat de tranzit” se realizeaza functii
specifice, grupate in contururi functionale speciale:

13.1.depunerea si prelucrarea declaratiilor;



13.2.analiza riscurilor;

13.3. gestiunea garantiilor;

13.4. gestiunea controalelor;

13.5. gestiunea incidentelor;

13.6. inregistrarea traversarii frontierei;

13.7. gestionarea procesului de sosire a marfii;

13.8. cercetarea miscarii de tranzit;

13.9. recuperarea datoriei vamale;

13.10.administrarea si monitorizarea actiunilor utilizatorilor.

14. Conturul functional ,,Depunerea si prelucrarea declaratiilor” include urmatoarele functii:

14.1. depunerea declaratiilor de tranzit si vizualizarea statutelor lor;

14.2. modificarea declaratiilor depuse;

14.3.anularea declaratiilor depuse;

14.4.invalidarea declaratiilor de tranzit;

14.5. prelucrarea declaratiilor de catre functionarii vamali,

14.6. comunicarea prin intermediul notificarilor SI,,Noul sistem computerizat de tranzit”.

15. Conturul functional “Analiza riscurilor” include urmatoarele functii:

15.1. configurarea regulilor de risc;

15.2. declansarea procesului de analiza a riscurilor;

15.3.nregistrarea rezultatelor controlului vamal bazat pe analiza riscurilor.

15.4. comunicarea prin intermediul notificarilor SI ,,Noul sistem computerizat de tranzit”.

16. Conturul functional ,,Gestiunea garantiilor” include urmatoarele functii:

16.1.inregistrarea garantiilor si vizualizarea statutelor lor;

16.2. modificarea garantiilor;

16.3. suspendarea garantiilor;

16.4. retragerea garantiilor;

16.5. comunicarea prin intermediul notificarilor SI ,,Noul sistem computerizat de tranzit”.

17. Conturul functional ,,Gestiunea controalelor” include urmatoarele functii:

17.1. luarea deciziei de a efectua controlul;

17.2.1nregistrarea rezultatelor controlului;

17.3. comunicarea prin intermediul notificarilor SI ,,Noul sistem computerizat de tranzit”.

18. Conturul functional ,,Inregistrarea traversarii frontierei” include urmitoarele functii:

18.1.1identificarea Avizului anticipat de tranzit si examinarea acestuia;

18.2.nregistrarea traversarii frontierei,

18.3. refuzul inregistrarii traversarii frontierei;

18.4. oprirea miscarii de tranzit;

18.5. comunicarea prin intermediul notificarilor SI ,,Noul sistem computerizat de tranzit”.

19. Conturul functional ,,Gestionarea procesului de sosire a marfii” include urmatoarele
functii:

19.1. transmiterea notificarii de sosire a marfurilor;

19.2. decizia de control,

19.3. Inregistrarea rezultatelor controlului la destinatie;

19.4. comunicarea prin intermediul notificarilor SI ,,Noul sistem computerizat de tranzit”.

20. Conturul functional ,,Cercetarea miscarii de tranzit” include urmatoarele functii:

20.1. interogare informatii privind operatiunea de tranzit;

20.2.1ncheierea regimului de tranzit in baza probelor alternative;

20.3.comunicarea prin intermediul notificarilor SI ,,Noul sistem computerizat de tranzit”.

21. Conturul functional ,,Recuperarea datoriei vamale” include urmatoarele functii:

21.1.initierea procedurii de recuperare;

21.2.inregistrarea recuperarii datoriei vamale;

21.3.comunicarea prin intermediul notificarilor SI ,,Noul sistem computerizat de tranzit”.

22. Conturul functional ,,Gestiunea incidentelor” include urmatoarele functii:



22.1.interogare miscare;

22.2.1nregistrarea incidentelor si vizualizarea categoriei lor;

22.3. comunicarea prin intermediul notificarilor SI ,,Noul sistem computerizat de tranzit”.

23.Conturul functional ,,Administrarea si monitorizarea actiunilor utilizatorilor” include
urmatoarele functii:

23.1. asigurarea integritatii logice a SI ,,Noul sistem computerizat de tranzit”;

23.2.administrarea bazelor de date ale SI,,Noul sistem computerizat de tranzit”;

23.3. elaborarea si mentenanta ghidurilor de sistem si a clasificatoarelor;

23.4.delimitarea drepturilor de acces pentru utilizatori;

23.5.asigurarea securitatii, protectiei si integritatii informatiei in SI ,Noul sistem
computerizat de tranzit” in baza standardului national SM EN ISO/IEC 27001:2017 ,,Tehnologia
informatiei. Tehnici de securitate. Sisteme de management al securitatii informatiei. Cerinte”;

23.6. asigurarea respectdrii cerintelor sistemului de protectie a datelor cu caracter personal.

Capitolul 1V
STRUCTURA ORGANIZATIONALA A
SI ,,NOUL SISTEM COMPUTERIZAT DE TRANZIT”

24.Functiile de baza privind formarea si exploatarea SI ,,Noul sistem computerizat de
tranzit” sunt divizate intre:

24.1. proprietarul SI , Noul sistem computerizat de tranzit”;

24.2. posesorul Sl ,,Noul sistem computerizat de tranzit”;

24.3. detinatorul Sl ,,Noul sistem computerizat de tranzit”;

24.4. administratorul tehnic Sl ,,Noul sistem computerizat de tranzit”;

24.5. furnizorii de date pentru Sl ,,Noul sistem computerizat de tranzit”;

24.6. registratorii de date pentru Sl ,,Noul sistem computerizat de tranzit”;

24.7.destinatarii si utilizatorii Sl ,,Noul sistem computerizat de tranzit”.

25. Proprietarul SI ,,Noul sistem computerizat de tranzit” este statul.

26. Posesorul si detindtorul al SI ,,Noul sistem computerizat de tranzit” este Serviciul Vamal
din subordinea Ministerului Finantelor, care asigura administrarea, mentenanta si functionarea
acestuia.

27. Administratorul tehnic al SI ”Noul sistem computerizat de tranzit” este Institutia Publica
Serviciul Tehnologia Informatiei si Securitate Cibernetica, care isi exercitd atributiile conform
cadrului normativ privind administrarea tehnica si mentinerea platformei MCloud.

28. Detinatorul al SI ,,Noul sistem computerizat de tranzit” va dispune de un mecanism de
inregistrare si administrare a profilurilor utilizatorilor sistemului, implicati in sistem. Acest
mecanism va permite definirea parametrilor de acces la interfatd, servicii, fisiere si continutul bazei
de date.

29. Furnizori de date pentru Sl ,,Noul sistem computerizat de tranzit” sunt:

29.1. Agentia Serviciilor Publice;

29.2. Serviciul Vamal — furnizeaza date despre operatorii economici, Inregistrati ca operatori
economici care efectueaza activitdti economice externe, date despre autorizatiile Operatorilor
Economici Autorizati, date din declaratiile vamale si deciziile vamale.

30. Registratorii SI ,,Noul sistem computerizat de tranzit” reprezinta persoanele fizice si
juridice sau reprezentantii acestora care depun declaratiile de tranzit, precum functionarii vamali
cu drept de prelucrare a declaratiilor de tranzit.

31. Destinatarii si utilizatorii SI ,,Noul sistem computerizat de tranzit” sunt persoanele
juridice, persoanele fizice, brokerii vamali si functionarii vamali beneficiari ale serviciilor SI
»Noul sistem computerizat de tranzit” sau ale raporturilor juridice de gestionare automatizata a Sl
,»Noul sistem computerizat de tranzit”.

Capitolul V



DOCUMENTELE SI ”"NOUL SISTEM COMPUTERIZAT DE TRANZIT”

32.Documentele SI ”Noul sistem computerizat de tranzit” reprezintid totalitatea
documentelor procedurale necesare pentru tinerea evidentei, prelucrdrii si monitorizarea
declaratiilor de tranzit.

33.1n cadrul SI ,,Noul sistem computerizat de tranzit” se folosesc urmitoarele categorii de
documente:

33.1.documente de intrare, care sunt relevante pentru prelucrarea declaratiilor de tranzit sau
incidente;

33.2.documente de iesire, care se considera documente finale ce pot fi utilizate si care
reprezinta declaratiile de tranzit prelucrate, notificarile privind statutul declaratiilor de tranzit la
adresa de e-mail,

33.3.documente tehnologice, care include lista utilizatorilor si drepturile acestora,
documentele ce contin inregistrari de audit privind actiunile utilizatorilor, erorile de sistem,
precum si ghidurile de utilizare a ST ”Noul sistem computerizat de tranzit”.

Capitolul VI

SPATIUL INFORMATIONAL AL Sl “NOUL SISTEM COMPUTERIZAT DE
TRANZIT”

Sectiunea 1
Obiectele informationale ale ST ”Noul sistem computerizat de tranzit”

34.Resursa informationald a Sl ,,Noul sistem computerizat de tranzit” este reprezentata de
un ansamblu de obiecte informationale si interactiunea acestora. Obiectele informationale Sl
,»Noul sistem computerizat de tranzit” includ:

34.1. declaratii,

34.2. profilurile utilizatorilor;

34.3. entitatile juridice;

34.4. persoanele fizice;

34.5. documente;

34.6.incidente.

35. Identificarea obiectelor SI ,,Noul sistem computerizat de tranzit” se efectueaza prin
utilizarea pentru fiecare dintre ele a numarului de identificare unic generat si atribuit de sistem, cu
exceptia identificatorilor obiectelor informationale imprumutate din alte resurse informationale de
stat corespunzatoare persoanelor fizice sau juridice.

36. Identificatorul obiectului informational ,,declaratii” este cheia unica formata din litere si
cifre generata de sistem.

37. Identificatorul obiectului informational ,,entitati juridice™:

37.1.pentru rezidentii Republicii Moldova — este numarul de identificare de stat al
persoanelor juridice (IDNO), preluat din Registrul de stat al unitatilor de drept. Aditional se va
indica separat si numarul de identificare EORI (Economic operators registration and identification
number);

37.2.pentru nerezidenti — este numarul de identificare EORI (Economic operators
registration and identification number).

38. Identificatorul obiectelor informationale ,,persoane fizice” si ,,Profilurile utilizatorilor”
este numadrul de identificare de stat al persoanei fizice (IDNP), extras din Registrul de stat al
populatiei.

39. Identificatorul obiectului informational ,,Declaratii” este cheia unica formata din litere si
cifre generata de sistem.

40.Declaratii - reprezinta obiectul informational principal al sistemului, care este de
urmatoarele tipuri si subtipuri:



40.1. declaratia de tranzit;

40.2. documentul de nsotire a tranzitului.

41. Entitatile juridice - reprezinta un obiect informational (preluat din Registrul de Stat al
Unitatilor de Drept) care contine urmatoarele date:

41.1. denumirea operatorului economic;

41.2. IDNO/EORI - numarul de identificare al operatorului economic;

41.3. adresa juridica - raionul, localitatea, strada, numarul casei, blocului, apartamentului si
codul postal;

41.4. administrator - IDNP, numele si prenumele administratorului operatorului economic;

41.5. telefon - numarul de telefon al operatorului economic;

41.6.email - adresa de email a operatorului economic.

42.Persoanele fizice — reprezinta un obiect informational care include date privind
persoanele delegate ale entitatii juridice. Obiectul informational contine urmatoarele date:

42.1.IDNP-ul si initialele persoanei fizice;

42.2. datele de contact: telefon, e-mail;

42 3.pentru nerezidenti — este numdrul de identificare EORI (Economic operators
registration and identification number).

43. Documente — reprezinta setul de documente care se ataseaza la declaratiec (CMR, invoice
si dupa caz actul permisiv pentru plasarea marfurilor in regim vamal de tranzit), precum si cele
formate/atasate pe parcursul procesarii declaratiei (garantie, decizie de control, etc).

44, Identificatorul obiectului informational ,,documente” este cheia unicad formata din litere
si cifre generatd de sistem.

45. Incidente — reprezinta un obiect informational care include un set de date utilizat pentru
inregistrarea si raportarea evenimentelor neprevazute, care apar pe parcursul unei operatiuni de
tranzit, intre biroul vamal de plecare si cel de destinatie (schimbarea mijlocului de transport,
deteriorarea sau ruperea sigiliilor vamale, orice alt eveniment care afecteaza integritatea marfurilor
sau a datelor declaratiei de tranzit).

46. Identificatorul obiectului informational ,,incidente” este cheia unica formata din litere si
cifre generata de sistem.

47.Profilurile utilizatorilor - reprezintd un obiect informational care constd din totalitatea
datelor aferente utilizatorilor autorizati gestionati prin intermediul serviciul electronic
guvernamental de autentificare si control al accesului (MPass). Profilul utilizatorului va contine
totalitatea informatiei aferenta acestuia (informatie pentru autorizarea in sistem, nume, prenume,
date de identificare, adresa postala, telefon de contact, email, la care entitate economica este atasat
etc.) si a functionalitatilor SI ,,Noul sistem computerizat de tranzit” accesibile utilizatorului
(drepturile si rolurile aferente acestuia). Profilul utilizatorului va livra istoria activitatii acestuia in
cadrul SI ,,Noul sistem computerizat de tranzit”.

Sectiunea a 2-a
Scenariile de baza utilizate in cadrul SI ,,Noul sistem computerizat de tranzit”

48. Scenariile de baza utilizate in cadrul SI ”Noul sistem computerizat de tranzit” sunt
dezvoltate si relationate obiectelor informationale ale sistemului, avand la baza necesitatile de
tinere a evidentei, prelucrarii si monitorizarii declaratiilor de tranzit.

49.1n Sl ,Noul sistem computerizat de tranzit” se utilizeaza urmatoarele scenarii de baza:

49.1. scenariul de depunere a declaratiei de tranzit presupune parcurgerea urmatorilor pasi:

49.1.1. titularul regimului acceseaza sistemul si depune declaratia de tranzit;

49.1.2.daca declaratia de tranzit este valida din punct de vedere a structurii mesajului,
regulilor, conditiilor, biroul vamal confirma acceptarea declaratiei de tranzit, alocand un numar
principal de identificare;

49.1.3. biroul vamal examineaza declaratia de tranzit si ia decizia privind initierea sau nu a
controlului;



49.1.4.1n cazul in care SI ”Noul sistem computerizat de tranzit” nu identifica niciun risc
pentru miscarea de tranzit, iar biroul vamal de plecare decide sa nu controleze miscarea,
functionarul vamal inregistreaza garantia, iar sistemul verificd dacad aceasta este una conforma
tranzactiei in cauza;

49.1.5. dupa inregistrarea garantiei, biroul vamal de plecare decide sa acorde liber de vama
in tranzit, acorda termenul de prezentare a marfurilor la destinatie si indicd numarul sigiliului
aplicat, dupa caz;

49.1.6. titularul regimului primeste o notificare privind statutul declaratiei.

49.2.scenariul de modificare a declaratiei presupune parcurgerea urmatorilor pasi:

49.2.1. titularul regimului poate solicita modificarea uneia sau mai multor date din declaratia
de tranzit dupa acceptarea acesteia de catre biroul vamal de plecare;

49.2.2.biroul vamal de plecare intreprinde masurile de identificare pe care le considera
necesare si introduce datele corespunzatoare in declaratia de tranzit;

49.2.3.daca biroul vamal de plecare acceptd modificarea declaratiei, titularul regimului
primeste notificarea despre acceptarea modificarii, in caz contrar — notificarea privind respingerea
modificarii cu indicarea motivelor.

49.3. scenariul de procesare automatizata a declaratiei conform procedurii simplificate:

49.3.1. 1a biroul vamal de plecare de la primirea declaratiei, Inregistrarea garantiei pana la
acordarea liberului de vama 1n tranzit;

49.3.2.1a biroul vamal de destinatie de la notificarea prezentarii marfii in locul autorizat pana
la incheierea regimului de tranzit.

Fluxul operational automatizat se va efectua numai in urmatoarele conditii stricte:

49.3.2.1.1a biroul vamal de plecare - declaratia este valida din punct de vedere a structurii
mesajului, regulilor, conditiilor, este depusa in orele indicate in autorizatie si a fost atribuitd pe
culoar verde;

49.3.2.2.1a biroul vamal de destinatie - notificarea de sosire este transmisa in orele indicate
in autorizatie, declaratia vamala a fost atribuitd pe culoar verde, iar observatiile privind descarcarea
marfurilor nu sunt.

49.3.3. titularul regimului poate solicita modificarea uneia sau mai multor date din declaratia
de tranzit dupa acceptarea acesteia de catre biroul vamal de plecare;

49.3.4.biroul vamal de plecare intreprinde masurile de identificare pe care le considera
necesare si introduce datele corespunzatoare in declaratia de tranzit;

49.3.5.daca biroul vamal de plecare accepta modificarea declaratiei, titularul regimului
primeste notificarea despre acceptarea modificarii, in caz contrar — notificarea privind respingerea
modificarii cu indicarea motivelor.

49.4. scenariul de Tnregistrare a incidentelor presupune parcurgerea urmatorilor pasi:

49.4.1. functionarul vamal Inregistreaza incidentul aferent declaratiei de tranzit;

49.4.2. functionarul vamal examineaza incidentul raportat si intreprinde masuri, daca e cazul.

49.5. scenariul de gestionare a sosirii marfurilor presupune parcurgerea urmatorilor pasi:

49.5.1. biroul vamal de destinatie transmite notificarea de prezentare a marfurilor;

49.5.2.1n cazul in care SI ”Noul sistem computerizat de tranzit” nu identifica niciun risc
pentru miscarea de tranzit, iar biroul vamal de destinatie decide sd nu controleze miscarea,
marfurile sunt eliberate din tranzit;

49.5.3.1n cazul in care biroul vamal de destinatie decide sa efectueze control, inregistreaza
rezultatele controlului la destinatie, iar dupa caz, transmite rezultatul nesatisfacator biroului vamal
de plecare pentru rezolvarea discrepantelor constatate.

49.6. scenariul de cercetare a miscdrii de tranzit include urmatoarele actiuni:

49.6.1.1n cazul in care biroul vamal de destinatie nu a transmis notificarea de sosire a
marfurilor sau rezultatele controlului in termenul stabilit, subdiviziunea competentd pentru
cercetare initiaza procedura de cercetare prin transmiterea cererii de interogare catre titularul
regimului de tranzit sau catre biroul vamal de destinatie.



49.6.2.1n cazul in care informatiile obtinute nu sunt suficiente pentru incheierea regimului
de tranzit, subdiviziunea competenta transmite cererea de solicitare a informatiilor suplimentare;

49.6.3.1n baza dovezilor alternative prezentate, regimul de tranzit este Tincheiat
corespunzator.

49.7.scenariul de recuperare a datoriei vamale presupune parcurgerea urmatorilor pasi:

49.7.1. initierea procedurii de recuperare a datoriei vamale;

49.7.2. transmiterea cererii de transfer a competentei de recuperare a datoriei vamale;

49.7.3. recuperarea completd a datoriei vamale.

Sectiunea a 3-a
Interactiunea cu alte sisteme informationale

50.Pentru asigurarca formarii corecte a resursei informationale a Sl ,Noul sistem
computerizat de tranzit”, este necesard organizarea accesului la resursele informationale ale
urmatoarelor sisteme informationale automatizate:

50.1. sistemele informationale partajate:

50.1.1. serviciul electronic guvernamental de autentificare si control al accesului (MPass) —
pentru autentificarea si controlul accesului in SI ,,Noul sistem computerizat de tranzit”;

50.1.2. serviciul electronic guvernamental de semnatura electronica (MSign) - utilizat pentru
semnarea documentelor in cadrul sistemului;

50.1.3.serviciul electronic guvernamental de jurnalizare (MLog)- pentru asigurarea
jurnalizarii evenimentelor produse in SI ,,Noul sistem computerizat de tranzit”;

50.1.4. Serviciul electronic guvernamental de notificare (MNotify) - utilizat pentru
notificarea utilizatorilor sistemului despre evenimentele produse in sistem;

50.1.5. Platforma de interoperabilitate (MConnect) — pentru schimbul de date cu sistemele si
resursele informationale de stat;

50.1.6. Portalul guvernamental integrat EVO - pentru publicarea/initierea accesului unificat
(ghiseu unic) la serviciile publice electronice aferente utilizarii SI ,,Noul sistem computerizat de
tranzit”, inclusiv prin redirectionare catre interfata sistemului, precum si pentru accesul
utilizatorilor la datele documentate despre sine, dupa caz.

50.2. alte sisteme informationale de stat:

50.2.1. Sistemul Informational Integrat Vamal — pentru obtinerea accesului la datele despre
operatorii economici, inregistrati ca operatori economici care efectueaza activitati economice
externe, pentru verificarea datelor indicate n declaratii;

50.2.2. Sistemul Informational ASYCUDA World — pentru obtinerea datelor din declaratiile
de import/export;

50.2.3. Sistemul informational e-AEO — pentru obtinerea listei Operatorilor Economici
Autorizati, datelor cu privire la autorizatii si statutul acestora;

50.2.4. Sistemul informational ,,Decizii vamale” — pentru obtinerea accesului la datele despre
deciziile vamale, pentru verificarea datelor indicate in declaratii;

50.2.5. Sistemul informational automatizat ,,Registrul de stat al unitétilor de drept”, care
contine date despre toate categoriile de unitati de drept, constituite in baza legala - in scopul
preludrii si validarii datelor despre persoanele juridice privind corectitudinea combinatiilor de
IDNO, denumire, cod CUATM, cod CAEM etc., necesare inregistrarilor, modificarilor sau
radierilor, care contin date despre persoane juridice;

50.2.6. Sistemul informational automatizat ,,Registrul de stat al populatiei”, care include date
despre persoanele fizice - in vederea preludrii si validarii inregistrarilor, modificarilor sau
radierilor, care contin date despre persoane fizice, si a verificarii acestora privind corectitudinea
combinatiilor de IDNP, nume, prenume, act de identitate;

50.2.7. alte sisteme informationale de stat, in scopul consumului de date necesar realizarii
functionalitatilor SI ,,Nou sistem computerizat de tranzit”, in conformitate cu cadrul normativ.

51.Schimbul de date dintre SI ,,Noul sistem computerizat de tranzit” si alte sisteme
informationale se asigura prin intermediul platformei guvernamentale de interoperabilitate



(MConnect) precum si prin intermediul componentei MConnect Events, pentru expunerca
evenimentelor in timp real in contextul realizarii servicii proactive. In acest sens Serviciul Vamal
inregistreaza activele semantice utilizate in SI ”Noul sistem computerizat de tranzit” in cadrul
Sistemului informational ,,Catalogul semantic”.

52. SI ”Noul sistem computerizat de tranzit” este interoperabil cu Portalul vamal pentru
comercianti si este utilizat de catre Serviciul Vamal sau de catre partile contractante la Conventia
privind regimul de tranzit comun, pentru a depune si a prelucra declaratia de tranzit.

Capitolul VII
SPATIUL TEHNOLOGIC AL S| ,,Noul sistem computerizat de tranzit”

53.SI ”Noul sistem computerizat de tranzit” este gazduit pe platforma tehnologica
guvernamentald comuna (MCloud).

54. Arhitectura Sl ,Noul sistem computerizat de tranzit” urmeazd sa fie orientatd spre
prestarea serviciilor (SOA (Service-Oriented Architecture)), ceea ce permite ca Sl ,,Noul sistem
computerizat de tranzit” sa fie integrat cu toate sistemele informationale partajate precum:
(MSign), (MPass), (MLog) si (MNotify) si cu alte sisteme informationale ale altor autoritati
publice.

55. Datorita faptului ca interfata de client a SI ,,Noul sistem computerizat de tranzit” este
preconizatd si fie navigatorul (browser) web, nu sunt necesare resurse hardware si software
adaugatoare semnificative.

56. Platforma tehnologica a SI ,,Noul sistem computerizat de tranzit™:

56.1. asigura formate unice de prezentare a datelor si protocoale comune de schimb de date;

56.2. ofera mecanisme de asigurare a concordantei bazelor de date ale Sl ,,Noul sistem
computerizat de tranzit” cu cele ale sistemelor informationale ale altor autoritati publice.
Concordanta este respectata in termeni de clasificatoare, nomenclatoare, completitudine etc.;

56.3. pune la dispozitia dezvoltatorilor de software un cadru formal si metodologic propice
pentru crearea si implementarea sistemului de management al securitatii informationale.

57.Produsele program si echipamentele SI ,,Noul sistem computerizat de tranzit” trebuie sa
satisfaca urmatoarele cerinte:

57.1.sa asigure posibilitatea stocarii unor volume mari de informatii;

57.2.sa asigure posibilitatea extinderii functionale si a puterii de calcul (extensibilitate si
scalabilitate);

57.3.sd sustind prelucrarea distribuita a datelor, accesul la resurse atat in reteaua locala, cat
si in reteaua internet;

57.4.sa utilizeze un sistem unic de clasificare si codificare;

57.5. sd functioneze pe diferite platforme hardware;

57.6. sa asigure fiabilitate Tnalta;

57.7.sa asigure consistenta si completitudinea informatiei;

57.8. sa sustina posibilitatea de modernizare in timpul procesului de exploatare.

58. La toate etapele de proiectare, dezvoltare si actualizare a SI ”Noul sistem computerizat
de tranzit” se va utiliza Modelul Unitar de Design conform HG nr.677/2025.

Capitolul V111

ASIGURAREA SECURITATII INFORMATIONALE A S| “NOUL SISTEM
COMPUTERIZAT DE TRANZIT”

59. Esenta securitatii informationale a Sl ,,Noul sistem computerizat de tranzit” consta n
urmatoarele:



59.1.prin securitate informationald se intelege protectia resurselor si a infrastructurii
informationale a Sl ,,Noul sistem computerizat de tranzit” impotriva actiunilor premeditate sau
accidentale cu caracter natural sau artificial, care au ca rezultat cauzarea prejudiciului
participantilor la procesul de schimb informational;

59.2.notiunea de securitate informationald a Sl ,,Noul sistem computerizat de tranzit”
include o serie de termeni, cum ar fi: masuri, politici, tehnologii, puncte de control, structura
organizationala, atributii si functii in sistem. Este necesara identificarea acestor mijloace de control
pentru a asigura securitatea informationala si pentru a le implementa in Sl ,,Noul sistem
computerizat de tranzit”;

59.3. colectarea, prelucrarea, stocarea si furnizarea datelor cu caracter personal se efectucaza
in conformitate cu prevederile Legii nr. 133/2011 privind protectia datelor cu caracter personal;

59.4.pentru a atinge un nivel sporit al securitatii informationale trebuie sa se tina cont de
cele doua parti componente ale acesteia — securitatea fizica si securitatea informationala:

59.4.1.securitatea fizicd se referd la protejarea infrastructurii fizice a sistemului, a
utilizatorilor sistemului si a componentelor fizice (puncte de acces in incinta cladirilor, acces la
calculatoare, imprimante) prin aplicarea tuturor masurilor de securitate;

59.4.2. securitatea informationald presupune protejarea informatiei prin aplicarea unor
masuri de securizare la nivel logic, prin utilizarea tehnologiilor informationale. Aceasta include
programele antivirus, delimitarea logica a subretelelor, firewall, controlul asupra folosirii
programelor piratate, evidenta si actualizarea licentelor produselor software.

60. Pericolul informational reprezintd un eveniment sau o actiune posibild, orientata spre
cauzarea unui prejudiciu resurselor sau infrastructurii informationale. Principalele pericole pentru
securitatea informationala a Sl ,,Noul sistem computerizat de tranzit” sunt:

60.1. colectarea si utilizarea ilegald a informatiei;

60.2.incélcarea tehnologiei de prelucrare a informatiei;

60.3. implementarea in produsele software si hardware a componentelor care realizeaza
functii neprevazute in documentatia care insoteste aceste produse;

60.4. elaborarea si raspandirea programelor ce pot afecta functionarea normala a sistemelor
informationale si de comunicatii, precum si a sistemelor de protectie a informatiei,

60.5. nimicirea, deteriorarea, suprimarea radioelectronicd sau distrugerea mijloacelor
hardware si/sau software de prelucrare a informatiei;

60.6. compromiterea credentialelor, a cheilor si a mijloacelor de protectie criptografica a
informatiei;

60.7. scurgerea de informatie prin canale tehnice;

60.8. implementarea dispozitivelor electronice de interceptare a informatiei in mijloacele
tehnice de prelucrare, pastrare si transmitere a datelor prin canalele de comunicatii, precum si in
incdperile de serviciu ale administratorului tehnic;

60.9. nimicirea, deteriorarea, distrugerea sau sustragerea suporturilor de informatie mecanice
sau de alt tip;

60.10.tentativele de interceptare, interceptarea informatiei in retelele de transmitere a datelor
si in liniile de comunicatii, decodificarea acestei informatii si impunerea informatiei false;

60.11.utilizarea tehnologiilor informationale necertificate, a mijloacelor de protectic a
datelor, a mijloacelor de informatizare, de comunicatii electronice si comunicatii la crearea si
dezvoltarea infrastructurii informationale;

60.12.accesul neautorizat la resursele informationale care se afla in bancile si bazele de date;

60.13.incalcarea restrictiilor legale ce tin de raspandirea informatiei.

61. Modurile de realizare a pericolelor:

61.1. accesul nesanctionat;

61.2. influenta fizica asupra componentelor infrastructurii informationale;

61.3. organizarea scurgerii informatiei prin canale diferite;

61.4. mituirea si intimidarea personalului.



62. Surse ale pericolelor sunt infractorii, functionarii de stat corupti si utilizatorii de rea-
credinta.

63. Sl ,,Noul sistem computerizat de tranzit” prevede urmatoarele cerinte si sarcini privind
asigurarea securitdtii informationale:

63.1.securitatea informationald trebuie sa fie conforma cerintelor legislatiei Republicii
Moldova, precum si standardelor internationale care nu contravin legii si permit sporirea gradului
de securitate;

63.2. securitatea informationala trebuie sa asigure:

63.2.1. confidentialitatea informatiei, care presupune limitarea, dupd caz, interzicerea
accesului la informatie pentru persoanele fara drepturi si imputerniciri corespunzatoare;

63.2.2. integritatea logica a informatiei, adica prevenirea introducerii, modificarii, copierii,
actualizarii si nimicirii neautorizate a informatiei;

63.2.3. integritatea fizica a informatiei;

63.2.4.protectia infrastructurii informationale impotriva deteriorarii si incercarilor de
modificare a functionarii.

64. Pentru indeplinirea sarcinilor privind asigurarea securitatii informationale si a protectiei
datelor cu caracter personal, n SI ,,Noul sistem computerizat de tranzit” se utilizeaza urmatoarele
mecanisme:

64.1. autentificarea si autorizarea utilizatorilor prin intermediul serviciului (MPass);

64.2. managementul accesului;

64.3. inregistrarea actiunilor si auditul prin utilizarea serviciului (MLog);

64.4. criptarea informatiei.

65. Controlul riguros asupra actiunilor care au loc in SI ,,Noul sistem computerizat de tranzit”
pentru a putea depista la o faza mai timpurie unele incercari de a accesa date confidentiale sau de
a aduce un prejudiciu premeditat sau accidental integritatii informatiei se realizeaza prin
intermediul jurnalizarii evenimentelor. Setul de actiuni supuse monitorizarii poate fi extins de catre
administratorul tehnic de sistem al SI ,,Noul sistem computerizat de tranzit”.

66. Toate inregistrarile privind actiunile utilizatorilor in sistem si actiunile care provin din
exteriorul sistemului, trebuie sd constituie subiect al unei analize detaliate in cazul depistarii unor
nereguli sau tentative de corupere ori acces neautorizat la datele din SI ,,Noul sistem computerizat
de tranzit”.

67.Jurnalizarea evenimentelor in SI ,,Noul sistem computerizat de tranzit” se efectueaza prin
mijloace proprii, precum si prin integrarea sistemului cu serviciul (MLog).



Anexanr. 2
la Hotararea Guvernului nr. din 2026

REGULAMENTUL
privind modul de tinere a resursei informationale formate de Sistemul
informational ,,Noul sistem computerizat de tranzit”

Capitolul 1
DISPOZITII GENERALE

1. Regulamentul privind organizarea si functionarea resursei informationale a Sistemului
informational ,,Noul sistem computerizat de tranzit” (in continuare — Regulament) stabileste modul
de organizare si continutul informational al SI ”Noul sistem computerizat de tranzit”, subiectii
raporturilor juridice in domeniul crearii si functionarii sistemului informational, drepturile si
obligatiile acestora, obiectele informationale si lista datelor incluse in acestea, procedurile de
colectare si gestiune a datelor, accesul la datele sistemului, interoperabilitatea cu alte registre si
sisteme informationale, modalitatea de tinere si de asigurare a functionarii sistemului, formele de
exercitare a controlului si tragerea la raspundere.

2. Notiunile utilizate in cuprinsul prezentului Regulament corespund notiunilor reglementate
inanexanr. 1.

Capitolul 11

SUBIECTII RAPORTURILOR JURIDICE iN DOMENIUL CREARII, EXPLOATARII
SI UTILIZARII NOULUI SISTEM COMPUTERIZAT DE TRANZIT, ATRIBUTIILE
ACESTORA

3. Subiectii din domeniul crearii, exploatarii si al utilizarii continutului SI ”Noul sistem
computerizat de tranzit” sunt:

3.1.proprietarul;
3.2.posesorul;
3.3.detinatorul;
3.4.furnizorii de date;
3.5.registratorii de date;
3.6.destinatarii si utilizatorii.

4. Proprietarul este statul care realizeaza dreptul de proprietate, de gestionare si de utilizare
a datelor din SI ”Noul sistem computerizat de tranzit”.

5. Posesorul si detinatorul (in continuare - posesor) SI ”Noul sistem computerizat de tranzit”
cu drept de creare, gestionare, utilizare si detinere a resursei informationale este Serviciul Vamal
al Republicii Moldova din subordinea Ministerului Finantelor.

6. Posesorul are urmatoarele atributii:

6.1. asigura conditiile juridice pentru crearea, administrarea, mentinerea si dezvoltarea
Noului sistem computerizat de tranzit;

6.2. stabileste scopurile si sarcinile functionale ale SI ”Noul sistem computerizat de tranzit”;

6.3. monitorizeaza procesul de inregistrare si prelucrare a datelor in SI ”Noul sistem
computerizat de tranzit”;

6.4. gestioneaza activitatea de exploatare si tinere a continutului informational al SI ”Noul
sistem computerizat de tranzit”;

6.5. asigura securitatea si protectia datelor din SI ”Noul sistem computerizat de tranzit” prin
intermediul structurilor de stat specializate;



6.6. aproba executarea modificarilor/rectificarilor solicitate in cererile privind erorile de
sistem ale ST ”Noul sistem computerizat de tranzit”, erorile cauzate de factorul uman in SI ”Noul
sistem computerizat de tranzit”;

6.7. monitorizeaza incidentele de infrastructurd care afecteaza functionarea normala a Sl
”Noul sistem computerizat de tranzit”;

6.8. autorizeaza, suspenda si revoca dreptul de acces in SI ”Noul sistem computerizat de
tranzit”;

6.9. stabileste masurile tehnice si organizatorice de protectie si securitate a SI ’Noul sistem
computerizat de tranzit”;

6.10. monitorizeaza si, dupa caz, ajusteaza cerintele de securitate si conformitate a SI ”Noul
sistem computerizat de tranzit” la domeniul protectiei datelor cu caracter personal;

6.11.asigura administrarea tehnicd a SI ”Noul sistem computerizat de tranzit”, inclusiv
functionalitatea si securitatea logica si cibernetica in conformitate cu actele normative in domeniu;

6.12. controleaza si asigura functionarea Noului sistem computerizat de tranzit;

6.13. executd modificarile/rectificarile solicitate in demersurile primite referitoare la erorile
de sistem ale Noului sistem computerizat de tranzit, erorile cauzate de factorul uman in Noul
sistem computerizat de tranzit, incidentele de infrastructura care afecteaza functionarea normala a
Noului sistem computerizat de tranzit;

6.14. asigura autorizarea accesului, precum si suspendarea si revocarea drepturilor de acces
in SI ”Noul sistem computerizat de tranzit” in urma verificarii a corespunderii solicitarii cu
prevederile legislatiei;

6.15. elaboreaza si aproba Planul de continuitate al Noului sistem computerizat de tranzit,
instituie activitati de control menite sa diminueze riscurile privind integritatea datelor din sistem;

6.16. exercita alte atributii necesare pentru asigurarea bunei functionari a Noului sistem
computerizat de tranzit.

7. Drepturile si obligatiile posesorului sunt stabilite in conformitate cu Legea nr.467/2003
cu privire la informatizare si la resursele informationale de stat si Hotararea Guvernului nr.4/2007
cu privire la aprobarea efectivului-limita si a Regulamentului privind organizarea si functionarea
Serviciului Vamal.

8. Posesorul asigura pastrarea SI ”Noul sistem computerizat de tranzit” pana la adoptarea
deciziei despre scoaterea din exploatare a acestuia. In cazul scoaterii din exploatare, datele si
documentele continute in acesta se transmit in arhivd, conform legislatiei.

9. Institutia Publicd Serviciul Tehnologia Informatiei si Securitate Cibernetica (STISC)
acorda gazduirea SI ”Noul sistem computerizat de tranzit” pe platforma guvernamentala (MCloud)
la solicitarea Serviciului Vamal.

10. Activitatea detinatorului se supune auditului extern.

11. Furnizori de date pentru SI ”Noul sistem computerizat de tranzit” sunt:

11.1. Agentia Serviciilor Publice;

11.2. Serviciul Vamal — furnizeaza date despre operatorii economici, inregistrati ca operatori
economici care efectueaza activitati economice externe, date despre autorizatiile Operatorilor
Economici Autorizati, date din declaratiile vamale si deciziile vamale.

12. Destinatarii si utilizatorii SI ”Noul sistem computerizat de tranzit” sunt persoanele
juridice, persoanele fizice, brokerii vamali si functionarii vamali beneficiari ale serviciilor Sl
”Noul sistem computerizat de tranzit” sau ale raporturilor juridice de gestionare automatizata.

13. Furnizorul de date:

13.1.asigura corectitudinea si autenticitatea datelor introduse sau prezentate pentru a fi
introduse Tn ST ”Noul sistem computerizat de tranzit”;

13.2. actualizeaza informatia prezentata in modul stabilit de actele normative;

13.3. asigura veridicitatea si corectitudinea datelor prezentate;

13.4. asigura confidentialitatea datelor receptionate si accesate;

13.5. utilizeaza datele din SI ”Noul sistem computerizat de tranzit” conform scopului si
destinatiei acestora;



13.6. raporteaza posesorului problemele de functionalitate ale SI ”’Noul sistem computerizat
de tranzit”.

14. Registratorul este in drept:

14.1.sa inregistreze, sa vizualizeze si sa editeze informatiile din SI ”Noul sistem
computerizat de tranzit”, conform rolului atribuit;

14.2. sa acceseze spatiul informational al SI ”Noul sistem computerizat de tranzit” in limitele
rolului atribuit;

14.3.sa inainteze detindtorului si/sau posesorului propuneri privind modificarea actelor
normative care reglementeaza functionarea SI ”Noul sistem computerizat de tranzit”;

14.4.s53a solicite si sa primeascd de la posesor sustinere metodologica si practica privind
functionarea SI ”’Noul sistem computerizat de tranzit”;

14.5. sa Tnainteze detindtorului si/sau posesorului propuneri privind imbunatatirea si sporirea
eficacitatii functionarii SI ”Noul sistem computerizat de tranzit”.

15. Registratorul este obligat:

15.1.sa asigure corectitudinea, autenticitatea si veridicitatea datelor introduse in SI ”Noul
sistem computerizat de tranzit”;

15.2.sa asigure Inregistrarea si actualizarea datelor in termenele stabilite de posesorul SI
”Noul sistem computerizat de tranzit”;

15.3. sa intreprinda masuri pentru evitarea accesului neautorizat al persoanelor terte;

15.4. sa respecte conditiile tehnice de utilizare a SI ”Noul sistem computerizat de tranzit”;

15.5. sa utilizeze functionalitatile ST ”Noul sistem computerizat de tranzit”, in exclusivitate,
conform destinatiei acestora si in strictad conformitate cu legislatia;

15.6. sa utilizeze informatia obtinutd din SI Noul sistem computerizat de tranzit” doar n
scopurile stabilite de legislatie;

15.7. sa exercite alte obligatii stabilite de cadrul normativ aplicabil.

Capitolul 111
REGIMUL JURIDIC DE UTILIZARE A DATELOR
SI ’NOUL SISTEM COMPUTERIZAT DE TRANZIT”

16. Utilizatorii beneficiazd de drepturi de acces la informatia din SI ”Noul sistem
computerizat de tranzit” conform atributiilor si functiilor detinute si regimul juridic al informatiei
accesate. Nivelul de acces la informatie pentru fiecare utilizator corespunde functiei de serviciu
si/sau profilului de acces. Informatia continuta in SI ”Noul sistem computerizat de tranzit” se
acceseazd in conformitate cu public si in limitele stabilite de aceasta, precum si cu alte acte
normative.

17. Dreptul de acces la resursele informationale ale SI ”Noul sistem computerizat de tranzit”
este segmentat pe unitdti de continut, atribuind prerogative partajate, si anume: vizualizare,
adaugare, redactare si stergere.

18. Accesul la resursele informationale ale SI ”Noul sistem computerizat de tranzit” este
segmentat pentru utilizatorii interni ai SI ”Noul sistem computerizat de tranzit” si utilizatorii
externi.

19. Utilizatori interni ai SI ”Noul sistem computerizat de tranzit” sunt posesorul, detinatorul,
administratorul tehnic si registratorii datelor, ale caror drepturi de acces sunt definite in acte
normative.

20. Utilizatori externi ai SI ”Noul sistem computerizat de tranzit” sunt furnizorii si
destinatarii.

21. Furnizorii au acces de vizualizare a informatiei din SI ”Noul sistem computerizat de
tranzit” potrivit drepturilor acordate de posesor.

22. Destinatarul datelor din SI ”Noul sistem computerizat de tranzit” nu este in drept sa
modifice datele obtinute, iar la utilizarea acestora este obligat sa indice sursa.



23. Tertii au acces informational la datele din SI ”Noul sistem computerizat de tranzit”, ceea
ce presupune vizualizarea informatiei numai n formatul individual permis pentru fiecare utilizator
in parte, intrucat continutul informational al SI ”Noul sistem computerizat de tranzit” este
determinat atat de date publice, cat si de date cu acces limitat.

24. Accesul la datele din SI ”Noul sistem computerizat de tranzit” se realizeaza prin
intermediul serviciului MPass.

25. Informatia din SI’Noul sistem computerizat de tranzit” se elibereaza la solicitare de catre
posesorul sistemului. Se interzice dezvaluirea datelor cu caracter personal extrase din SI ”Noul
sistem computerizat de tranzit” in scopuri contrare legii.

26. Exploatarea SI ”Noul sistem computerizat de tranzit” fara autorizare nominala este strict
interzisd si urmeaza a fi considerata ca acces neautorizat la un sistem informational public, cu
exceptia exploatarii datelor publice plasate in Noul sistem computerizat de tranzit.

27.Dreptul de acces la SI ”Noul sistem computerizat de tranzit” nu este unul permanent,
acesta poate fi suspendat sau revocat in circumstantele prevazute in pct. 25 din Regulament.
Introducerea si/sau modificarea datelor in SI ”Noul sistem computerizat de tranzit” de pe un nume
sau profil de utilizator strain este strict interzisa, urmand a fi considerata ca acces neautorizat.
Utilizatorii urmeazd s se asigure de faptul cd profilul de utilizator, precum si semnatura
electronica sunt confidentiale.

Capitolul 1V
INTEROPERABILITATEA CU ALTE SISTEME INFORMATIONALE

28. SI’Noul sistem computerizat de tranzit” trebuie sa ofere o interfata ergonomica, intuitiva
si accesibild tuturor tipurilor de utilizatori. Sistemul trebuie sd posede un design care sa permita
accesarea lui atat pe statiile de lucru, cét si pe orice dispozitive mobile (tablete, smartphone) care
suporta HTMLS.

29.1n functie de categoria utilizatorului (dreptul si rolurile acestora) sistemul informational
furnizeaza o interfatd ineditd fiecarei categorii de utilizator.

30. ST ’Noul sistem computerizat de tranzit” poseda interfete in limbile romana si engleza.

31. Interfata utilizator a sistemului informational asigura filtrarea inregistrarilor ce corespund
criteriului de cdutare prezentate utilizatorilor, in functie de drepturile lor de acces. Continutul
oricarui tabel cu rezultate trebuie sa poata fi exportat in format CSV, XLSX, DOCX si PDF.

32.Pentru asigurarea actualizarii operative si automate a continutului informational al Sl
”Noul sistem computerizat de tranzit” cu informatie veridica, poate fi efectuata interactiunea si
sincronizarea datelor cu alte sisteme informationale, importandu-se automat sau exportandu-se
date spre verificare si/sau completare a continutului informational al ST ’Noul sistem computerizat
de tranzit”.

33.SI ”Noul sistem computerizat de tranzit” asigura interactiunea si schimbul de date cu
urmatoarele resurse informationale automatizate:

33.1. Sistemul Informational Integrat Vamal;

33.2. Sistemul Informational ASYCUDA World,

33.3. Sistemul informational e-AEO,;

33.4. Sistemul informational ”Decizii vamale”;

33.5. Sistemul informational automatizat ,,Registrul de stat al unitatilor de drept”;

33.6. Sistemul informational automatizat ,,Registrul de stat al populatiei”;

33.7.alte sisteme informationale de stat, in scopul consumului de date necesar realizarii
functionalitatilor SI ,,Nou sistem computerizat de tranzit”, in conformitate cu cadrul normativ.

34.S1 ”Noul sistem computerizat de tranzit” utilizeaza urmatoarele sisteme informationale
partajate:

34.1.serviciul electronic guvernamental integrat de semnatura electronicd (MSign) —
serviciu reutilizabil, furnizat la nivelul platformei tehnologice comune a Guvernului, care are



scopul de a oferi un mecanism integrator, securizat si flexibil pentru diferite solutii de aplicare si
verificare a autenticitatii semnaturii electronice de catre utilizatori (inclusiv in contextul utilizarii
sistemelor informationale si a serviciilor electronice), oferite de catre furnizorii de semnatura
electronica in conformitate cu legislatia;

34.2.serviciul electronic guvernamental de jurnalizare (MLog) — serviciu centralizat,
reutilizabil, componenta a platformei tehnologice guvernamentale comune (MCloud), care are
scopul de a oferi un mecanism securizat si flexibil de jurnalizare si audit, asigurand evidenta
evenimentelor, in contextul utilizarii sistemelor informationale;

34.3.serviciul electronic guvernamental de autentificare si control al accesului (MPass) —
serviciu reutilizabil, furnizat la nivelul platformei tehnologice guvernamentale comune, care are
scopul de a oferi un mecanism integrator, securizat si flexibil de autentificare si control al accesului
utilizatorilor in sistemele informationale, inclusiv serviciile electronice;

34.4. platforma de interoperabilitate (MConnect) — destinata pentru asigurarea schimbului de
date intre sistemele informationale detinute de participantii la schimbul de date;

34.5. serviciul guvernamental de notificare electronica (MNotify) — subsistem informational
utilizat care furnizeaza mecanismul de notificare tuturor sistemelor informationale gazduite n
(MCloud).

Capitolul V
ASIGURAREA PROTECTIEI SI SECURITA’[II INFORMATIEI
NOULUI SISTEM COMPUTERIZAT DE TRANZIT

35. Datele din ST ”Noul sistem computerizat de tranzit” fac parte din categoria datelor care
necesita a fi protejate. Asigurarea securitatii, confidentialitatii si a integritatii datelor prelucrate in
cadrul ST ”Noul sistem computerizat de tranzit” se efectueaza de catre subiectii cu drepturi de
acces la sistem cu respectarea stricta a cerintelor fata de asigurarea securitatii datelor cu caracter
personal la prelucrarea acestora.

36. Masurile de protectie si securitate a datelor din SI ”Noul sistem computerizat de tranzit”
reprezintd o parte componentd a lucrarilor de creare, dezvoltare si exploatare a SI ”Noul sistem
computerizat de tranzit” si se actualizeaza de catre toti subiectii SI ”Noul sistem computerizat de
tranzit”.

37.Obiecte ale asigurarii protectiei si securitatii datelor din ST ’Noul sistem computerizat de
tranzit” se considera tot complexul de mijloace software si hardware care asigura realizarea
proceselor informationale:

37.1.baza de date, sistemele informationale, sistemele operationale, sistemele de gestiune a
bazelor de date, sistemele de evidenta si alte aplicatii care asigura functionarea ST ”Noul sistem
computerizat de tranzit”;

37.2.sistemele de comunicatii electronice, retelele, serverele, calculatoarele si alte mijloace
tehnice de prelucrare a datelor.

38. Securitatea informationala a SI ”Noul sistem computerizat de tranzit” se efectueaza prin
aplicarea metodelor si efectuarea actiunilor descrise in Planul de continuitate al ST ”Noul sistem
computerizat de tranzit” si, dupa caz, a procedurilor operationale.

39. Protectia datelor din SI ”Noul sistem computerizat de tranzit” se efectueaza prin
urmatoarele metode:

39.1. prevenirea actiunilor intentionate si/sau neintentionate ale utilizatorilor care pot duce
la distrugerea sau denaturarea datelor;

39.2. utilizarea obligatorie a produselor de program licentiate aprobate; orice solicitare de
instalare a unui produs de program trebuie coordonata cu detinatorul;

39.3. monitorizarea procesului de exploatare al SI ”’Noul sistem computerizat de tranzit” prin
intermediul mecanismului de jurnalizare efectuat de detinatorul tehnic al acestuia;

39.4. efectuarea de lucrari profilactice planificate si neplanificate.



40. Subiectii la utilizarea si exploatarea SI ”Noul sistem computerizat de tranzit” asigura
implementarea normelor de securitate, aceasta urmand sa contind acte ce confirma:

40.1.identitatea persoanei responsabile de implementarea normelor de securitate si
Tmputernicirile acesteia;

40.2. implementarea principalelor masuri tehnico-organizatorice necesare pentru asigurarea
functionarii SI ”Noul sistem computerizat de tranzit”;

40.3. implementarea procedurilor interne ce exclud cazurile de modificare nesanctionata a
mijloacelor software si/sau a informatiei din SI ”’Noul sistem computerizat de tranzit”;

40.4.informarea utilizatorilor interni si instruirea acestora cu privire la modalitatile si
mecanismele de asigurare a securitatii informationale;

40.5. procedurile de control intern al subiectului SI ”Noul sistem computerizat de tranzit”
privind respectarea conditiilor de securitate informationala.

41.Schimbul informational se efectueaza cu utilizarea mijloacelor software si hardware,
doar prin canale securizate, asigurand integritatea si securitatea datelor.

42.Utilizatorii interni desemneazd o persoand subordonatd nemijlocit conducatorului
institutiei, responsabila de implementarea si monitorizarea respectarii prevederilor normelor de
securitate informationala.

43.Normele de securitate informationala se aduc la cunostinta fiecarui utilizator intern si Se
semneaza de acesta. Fiecare utilizator intern este obligat sa cunoascad normele securitatii
informationale, procedurile pe care trebuie sd le respecte in strictd concordantd cu politica de
securitate.

44, Utilizatorii interni asigura instruirea angajatilor privind metodele si procedeele de
contracarare a pericolelor informationale.

Capitolul VI
CONTROLUL SI RASPUNDEREA

45. Tinerea SI ”Noul sistem computerizat de tranzit” este supusa controlului intern si extern.
Controlul intern privind organizarea si functionarea SI ”Noul sistem computerizat de tranzit” se
efectueaza de catre posesor. Controlul extern asupra respectarii cerintelor privind crearea, tinerea,
exploatarea si reorganizarea SI ”Noul sistem computerizat de tranzit” se efectueaza de catre
institutii abilitate si certificate in domeniul auditului.

46.ST ”Noul sistem computerizat de tranzit” se inregistreaza in Registrul resurselor si
sistemelor informationale de stat.

47.Responsabilitatea pentru organizarea functionarii SI ”Noul sistem computerizat de
tranzit” apartine posesorului si detindtorului acestuia.

48. Utilizatorii 1n atributiile carora intra tinerea SI ”Noul sistem computerizat de tranzit”,
introducerea datelor, furnizarea informatiilor si asigurarea functionarii SI ”Noul sistem
computerizat de tranzit” poarta raspundere personald in conformitate cu legislatia, pentru
completitudinea, autenticitatea, veridicitatea, integritatea informatiei, precum si pentru pastrarea
si utilizarea ei.

49.Toti subiectii SI ”Noul sistem computerizat de tranzit”, precum si solicitantul
informatiilor ce contin date cu caracter personal poartd raspundere conform legislatiei pentru
prelucrarea, divulgarea, transmiterea informatiei din sistem persoanelor terte.

50. Pentru asigurarea functionalitatii eficiente si neintrerupte a ST ’Noul sistem computerizat
de tranzit”, schimbul informational de date este asigurat in regim nonstop.

51. Functionarea SI ”Noul sistem computerizat de tranzit” se suspenda de catre detinatorul
sau la demersul persoanei responsabile din cadrul instantei de judecatd de asigurarea
functionalitatii sistemului informational si resurselor informationale la nivel local, dupa
coordonarea prealabild cu posesorul, in caz de aparitie a uneia dintre urmatoarele situatii:

51.1.in timpul efectudrii lucrdrilor profilactice ale complexului de mijloace software si
hardware al ST ’Noul sistem computerizat de tranzit”;



51.2.1a aparitia circumstantelor de impediment care justifica neexecutarea obligatiei;

51.3.1a incélcarea cerintelor sistemului securitatii informatiei, daca aceasta prezinta pericol
pentru functionarea SI ’Noul sistem computerizat de tranzit”;

51.4.1n cazul aparitiei dificultatilor tehnice Tn functionarea complexului de mijloace
software si hardware al SI ”’Noul sistem computerizat de tranzit”;

51.5.1a cererea scrisa a posesorului.

52. In cazul aparitiei circumstantelor de forta majora si a dificultatilor tehnice in functionarea
complexului de mijloace software si hardware al SI ”Noul sistem computerizat de tranzit” din vina
tertelor persoane, este posibila suspendarea functionarii SI ”Noul sistem computerizat de tranzit”,
cu informarea subiectilor SI ”Noul sistem computerizat de tranzit” prin mijloacele tehnice
disponibile.



NOTA DE FUNDAMENTARE
la proiectul Hotirarii Guvernului privind sistemul informational
”Noul sistem computerizat de tranzit”

1. Denumirea sau numele autorului si, dupa caz, a/al participantilor la elaborarea
proiectului actului normativ

Proiectul Hotararii Guvernului privind sistemul informational “Noul sistem computerizat
de tranzit” a fost elaborat de Ministerul Finantelor (Serviciul Vamal).

2. Conditiile ce au impus elaborarea proiectului actului normativ

2.1. Temeiul legal sau, dupa caz, sursa proiectului actului normativ

In conformitate cu art.193 alineat (4) al Acordului de Asociere intre Uniunea Europeani si
Comunitatea Europeand a Energiei Atomice si statele membre ale acestora, pe de o parte, si
Republica Moldova, pe de altd parte, semnat la Bruxelles la 27 iunie 2014, Republica
Moldova si-a asumat angajamentul de aderare la Conventia privind regimul de tranzit comun,
incheiata la Interlaken 1987.

Prin Hotararea Guvernului nr.750/02.11.2022, a fost aprobatd semnarea Acordului de
finantare dintre Guvernul Republicii Moldova si Comisia Europeand privind Programul ,,UE
pentru redresare si rezilientd”, iar unul din proiectele incluse, reprezintd dezvoltarea si
implementarea Noului sistem computerizat de tranzit (in continuare — NCTS) in Republica
Moldova.

Proiectul constituie una din prioritatile de politici publice pe termen mediu ale Guvernului
inclusd in documentele strategice precum: Planul national de actiuni pentru aderarea
Republicii Moldova la Uniunea Europeana pe anii 2024-2027, aprobat prin Hotararea
Guvernului nr.829/2023, ulterior continuate Tn Programul national de aderare a Republicii
Moldova la Uniunea Europeand pentru anii 2025-2029, aprobat prin Hotararea Guvernului
nr.306/2025.

Noul sistem computerizat de tranzit este unul dintre principalele sisteme vamale ale

Uniunii Europene. Pentru a acoperi noile functionalitati si proceduri impuse de Conventia
privind regimul de tranzit comun, a fost dezvoltatd aplicatia nationald de tranzit pe baza
specificatiilor tehnice obligatorii pentru domeniul comun si specificatiile tehnice recomandate
pentru domeniul extern si domeniul national, ambele definite de Directia Generala Impozitare
si Uniune Vamala (in continuare - DG TAXUD).
Principalul obiectiv al NCTS este asigurarea unui sistem electronic unificat pentru gestionarea
rapida, sigura si eficientd a regimului de tranzit intre toate partile contractante la Conventia
privind regimul de tranzit comun. Totodata, in temeiul art.296 din Codul vamal nr.95/2021,
NCTS este utilizat pentru miscarile de tranzit pe teritoriul national, asigurand alinierea
procedurii de tranzit reglementata de legislatia nationald cu procedura de tranzit comun.

Prezentul concept are drept obiectiv definirea cadrului detaliat al sistemului, incluzand
arhitectura propusa, functionalitatile esentiale, mecanismele de gestionare a fluxurilor de date
si modalititile de integrare cu infrastructura informaticad nationald si cu platformele
corespunzatoare la nivelul Uniunii Europene. Implementarea acestei solutii va asigura
compatibilitatea, interoperabilitatea si sustenabilitatea pe termen lung a sistemului,
reprezentand un instrument esential pentru modernizarea si eficientizarea activitatii vamale in
Republica Moldova.

2.2. Descrierea situatiei actuale si a problemelor care impun interventia, inclusiv a
cadrului normativ aplicabil si a deficientelor/lacunelor normative

Competitivitatea comertului din Moldova se confruntd cu provocari semnificative din
cauza procedurilor vamale depasite si ineficiente. Desi reforma digitalizarii vamale s-a
anuntat odata cu adoptarea Noului Cod vamal aliniat la legislatia unionala, multe procese




vamale sunt efectuate manual, soldandu-se cu timpi indelungati pentru procedurile de la
frontiera, costuri mai mari si previzibilitate redusa pentru mediul de afaceri implicat Tn
comertul international. Tn general, modernizarea si armonizarea sistemelor informationale
vamale ale Republicii Moldova in conformitate cu cerintele Uniunii Europene (UE)
reprezintd o provocare majord pentru facilitarea integrarii economice si comerciale a tarii in
piata comuna a UE. Aceasta provocare deriva din nevoia de adaptare a infrastructurii
tehnologice si legislative vamale la standardele europene pentru a asigura
interoperabilitatea, securitatea si eficienta proceselor vamale.

La 01.07.2024, Serviciul Vamal a implementat Noul sistem computerizat de tranzit care
a fost dezvoltat in cadrul proiectului ”Dezvoltarea si implementarea Noului sistem
computerizat de tranzit in Republica Moldova”, realizat de catre Conferinta Natiunilor Unite
pentru Comert si Dezvoltare si finantat de Uniunea Europeand. NCTS a fost dezvoltat Tn
conformitate cu specificatiile tehnice elaborate de Comisia Europeand (CE) pentru sistemul
transeuropean NCTS versiunea 5. Instalarea acestui sistem in Republica Moldova,
reprezinta prima reforma informationald vamald aliniatd la cerintele Uniunii Europene si
care lanseaza posibilitatea de integrare a altor sisteme informationale ce vor fi dezvoltate
conform cerintelor Uniunii Europene.

Prin Programul national privind modernizarea si armonizarea sistemelor informationale
vamale Tn conformitate cu sistemele informationale ale Uniunii Europene pentru anii 2025-
2030, adoptat prin Hotararea Guvernului nr.655/2025, Serviciul Vamal este angajat de a fi
transformat intr-o institutic moderna, digitald, europeana, in serviciul cetateanului si al
economiei nationale. Implementarea Noului sistem computerizat de tranzit este unul din
domeniile strategice ale Programului, consolidand reforma informationalda demarata.

Actualizarea noului sistem computerizat de tranzit la Faza 6 opt-in, conform
specificatiilor tehnice NCTS furnizate de catre CE, constituie componenta de implementare
definitiva a sistemului trans-european. Aceastd componenta de modernizare a NCTS, ofera
posibilitatea depunerii unei declaratii de tranzit combinate cu elementele unei declaratii
sumare de intrare, ceea ce reduce din formalitatile vamale obligatorii pentru operatorii
economici. Pana la aderarea Republicii Moldova la Uniunea Europeana, marfa introdusa pe
teritoriul UE trebuie sa fie declarata Tn baza unei declaratii sumare de intrare pentru analiza
datelor in scop de sigurantd si securitate. Acesta cerintd unionald, Tmpovareaza utilizarea
regimului de tranzit comun care este aplicabil in Republica Moldova incepand cu
01.11.2025, intrucat formalitatile vamale la postul vamal de frontiera, nu se reduc numai la
Tnregistrarea traversarii frontierei, dar si la verificarea datelor unei declaratii sumare de
intrare, procedura operationala dintr-un alt sistem informational decat NCTS. Odata cu
dezvoltarea acestei componente, NCTS va permite depunerea unei singure declaratii de
tranzit, cu elementele de siguranta si securitate, reducand semnificativ formalitatile vamale,
timpii de asteptare la frontiera, numarul de controale vamale si salvand costuri.

Tn concluzie, NCTS este un instrument de facilitare a comertului international ce ofera
beneficii tuturor partilor implicate. Aplicarea sistemului, asigura rationalizarea controalelor
la frontiera printr-0 gestionare eficienta a riscurilor, reducerea timpului si a costurilor pentru
intreprinderi, accelerarea procesului de trecere a frontierei, sincronizarea datelor
(trasabilitatea datelor, reutilizarea datelor, calitatea datelor).

Pe cale de consecintd, principala finalitate urmaritd de implementarea Noului sistem
computerizat de tranzit este simplificarea formalitatilor legate de tranzitul marfurilor,
facilitarii transportarii produselor moldovenesti exportate pe pietele externe si urmarirea
mai eficienta a transporturilor pe teritoriul Republicii Moldova. Finalizarea implementarii
NCTS va consolida cooperarea vamala dintre Republica Moldova si statele membre ale
Uniunii Europene, contribuind astfel la facilitarea comertului international si la respectarea
standardelor vamale europene.




3. Obiectivele urmarite si solutiile propuse

3.1. Principalele prevederi ale proiectului si evidentierea elementelor noi

Dispozitiile generale ale proiectului hotararii Guvernului vizeaza elaborarea
Conceptului Sistemului Informational ”Noul sistem computerizat de tranzit” si stabileste
scopul, obiectivele si functiile, structura organizationalda si cadrul juridico-normativ,
necesare pentru crearea si exploatarea lui, obiectele informationale si lista datelor care se
pastreaza in sistem, infrastructura tehnologicd si masurile de asigurare a securitatii si
protectieil informatiei, precum si masurile legate de crearea, implementarea, exploatarea si
mentinerea sistemului.

Conceptul descrie, in cadrul functionarii SI ”Noul sistem computerizat de tranzit”
realizarea functiilor specifice care sunt grupate in contururi functionale speciale:

1) depunerea si prelucrarea declaratiilor;

2) analiza riscurilor;

3) inregistrarea garantiilor;

4) inregistrarea rezultatelor controlului;

5) Tnregistrarea incidentelor;

6) inregistrarea traversarii frontieret;

7) gestionarea procesului de sosire a marfii;

8) cercetarea miscarii de tranzit;

9) recuperarea datoriei vamale;

10) administrarea si monitorizarea actiunilor utilizatorilor.

Anexa nr.2 la proiectul de hotarare contine Regulamentul resursei informationale
formate de SI ,,NCTS”, care a fost structurat luand in considerare normele primare din art.
76 alin. (2) lit. ¢) din Legea nr. 467/2003 cu privire la informatizare si la resursele
informationale de stat, care prevede ca regulamentul resursei informationale trebuie sa
cuprinda: reglementari privind drepturile si obligatiile subiectilor raporturilor juridice
aferente crearii si tinerii resursei informationale; modalitatea de tinere a resursei
informationale; procedura de inregistrare, modificare, completare si radiere a datelor;
procedura de interactiune cu furnizorii de date; masuri privind asigurarea securitatii resursei
informationale.

In contextul prevederilor art. 56 din Legea nr. 100/2017 cu privire la actele normative,
prezentul proiect prevede o derogare de la regula generala ca actele sa intre n vigoare dupa
o lund de la publicare, stabilindu-se ca va intra in vigoare la data publicarii in Monitorul
Oficial. Aceasta derogare este necesara pentru SI ,,Noul sistem computerizat de tranzit”, ca
urmare a cresterii volumului de date vamale, noilor tehnologii si cerintelor de conformitate
legate de integrarea europeana.

3.2. Optiunile alternative analizate si motivele pentru care acestea nu au fost luate Tn
considerare

Optiuni alternative nu exista, intrucat aceasta este o conditie legala stabilita expres in art.
22 lit. ¢) sid) din Legea nr. 467/2003 cu privire la informatizare si la resursele informationale
de stat.

4. Analiza impactului de reglementare

4.1. Impactul asupra sectorului public

Utilizarea NCTS, in calitate de instrument de facilitare a comertului international,
presupune o gestionare neintrerupta a sistemului, asiguratd prin monitorizare on line si
continud. Serviciul Vamal urmeaza sa infiinteze o structura noua (Help Desk) care va
mentine legaturi cu structurile similare din statele parti contractante si va acorda asistenta
atat agentilor economici, cat si functionarilor vamali implicati in utilizarea NCTS. Crearea
subdiviziunii Help Desk este inclusa in reforma de reorganizare a Serviciului Vamal, care
momentan se afla in procesul de avizare la institutiile responsabile.

Proiectul hotararii Guvernului implicd un impact economic pentru sectorul public si
acestea pot fi enumerate ca avantaje generale, urmatoarele:

» armonizarea europeana a procedurilor vamale;




» mai buna fluiditate la frontiera;

» mai buna protectie a resurselor proprii si rationalizarea controalelor la frontiera printr-
o gestionare eficienta a riscurilor;

» reducerea timpului si a costurilor pentru intreprinderi, accelerarea procesului de trecere
a frontierei;

> sincronizarea datelor (trasabilitatea, reutilizarea si calitatea datelor).

Pentru Serviciul Vamal, avantajele NCTS sunt urmatoarele:

 schimbul de date ”’In timp real” intre autoritatile vamale,

» excluderea manipularii frauduloase a documentelor,

* reducerea numarului de investigari,

« controale selective bazate pe analiza riscului,

* mai buna planificare si utilizare a resurselor umane,

» mai buna calitate a statisticilor de tranzit.

4.2. Impactul financiar si argumentarea costurilor estimative

Dezvoltarea continud a NCTS se va asigura din contul si in limita mijloacelor financiare
alocate Serviciului Vamal in legile bugetare anuale, asistentd financiara externd si din alte
surse neinterzise de legislatie.

Totodata, conexiunea sistemului vamal national la Reteaua Comuna de
Comunicatii/Interfata Comuna a Sistemelor (CCN/CSI) este determinata de o contributie
financiard. Conform informatiei primite de la Directia Generald Impozitare si Uniune
Vamala (DG TAXUD) a Comisiei Europene, costurile aferente acestei conexiuni se ridica
la suma de 250.000 EUR per an, sumad care este acoperitda din cadrul Programului
,CUSTOMS”, in temeiul Acordului intre Republica Moldova si Uniunea Europeana privind
participarea Republicii Moldova la programul ,,CUSTOMS” al Uniunii pentru cooperare n
domeniul vamal, semnat la Bruxelles la 7 februarie 2023.

In prezent, componenta de asistentd externd nu este inca pe deplin acoperitd, iar
identificarea donatorilor si a institutiilor cofinantatoare constituie un obiectiv strategic
complementar in implementare. In acest sens, este necesard elaborarea si promovarea unor
proiecte tehnice eligibile pentru finantare europeand, precum si atragerea de sprijin din
partea Bancii Mondiale, a Bancii Europene pentru Reconstructie si Dezvoltare si a altor
mecanisme de cooperare tehnica.

4.3. Impactul asupra sectorului privat

O singurd declaratie de tranzit utilizatd pentru circulatia marfurilor prin toate tarile
membre a Conventiei, reduce costurile operationale prin evitarea formalitatilor de tranzit pe
teritoriul fiecarui stat traversat.

Astfel, o argumentare cuantificabild despre eficienta costurilor suportate de operatorii
economici, ar viza evitarea dublei procesari.

De exemplu: prestarea serviciilor de catre o companie de brokeri vamali pentru depunerea
unei declaratii de tranzit, costd in mediu de la 300-400 de lei, in dependenta de multitudinea
codurilor de marfa.

Avand in vedere faptul cd in anul 2024 au fost prelucrate 342 614 declaratii vamale de
import, putem face o estimare ca suma de 102 784 200 lei (342614x300=102 784 200) ar
constitui o reducere substantiald a costurilor pentru mediul de afaceri.

Totodata, prin depunerea unei singure declaratii de tranzit, timpii de asteptare la frontiera
se diminueaza considerabil si se reduce presiunea asupra infrastructurii vamale.

Prin urmare, frontierele sunt eliberate, iar functionarii vamali isi sporesc atentia la riscuri
reale. Executarea hotararii de Guvern in cauza va avea impact direct asupra sectorului privat.

Principalele beneficii ale NCTS pentru operatorii economici sunt urmatoarele:

» o singura declaratie de tranzit pana la destinatie,

» schimbul direct de date electronice cu autoritatile vamale,

 reducerea timpului pentru formalitatile vamale,

e volumul redus de munca administrativa,

 1Incheierea mairapida a regimului de tranzit si eliberarea garantiei de catre biroul vamal
de plecare,

» mai multe informatii disponibile (de exemplu: despre statutul operatiunii),




* costuri reduse ale formalitatilor de tranzit.

4.4. Impactul social

Pornind de la obiectul de reglementare al proiectului, executarea hotararii de Guvern in
cauza nu va avea impact social direct, deoarece nu reglementeaza domenii ce vizeaza in mod
explicit sanatatea, educatia, asistenta sociala sau ocuparea fortei de munca.

4.4.1. Impactul asupra datelor cu caracter personal

In cadrul utilizarii SI ”Noul sistem computerizat de tranzit”, colectarea, prelucrarea,
stocarea si furnizarea datelor cu caracter personal ale utilizatorilor autorizati si ale
administratorului de sistem se va realiza cu respectarea prevederilor Legii nr.133/2011
privind protectia datelor cu caracter personal, n temeiul art.6 alin.(1) al Codului vamal
nr.95/2021. Totodata, in conditiile art.8 al Codului vamal, informatiile puse de catre
persoane la dispozitia Serviciului Vamal, precum si cele cuprinse in declaratiile vamale,
deciziile vamale si/sau formularele tipizate emise de Serviciul Vamal sunt considerate
informatii oficiale cu accesibilitate limitata (informatie cu caracter confidential sau secret
comercial), care pot fi folosite numai in scopuri vamale si nu pot fi divulgate, nici folosite
de functionarul vamal in scop personal, nu pot fi transmise unor terti sau autoritatilor
publice, cu exceptia cazurilor cand:

a) existd acordul prealabil scris al persoanei care a furnizat informatia solicitat;

b) existd o cauza penald concreta pornitd in privinta declarantului;

c¢) informatia este solicitata de catre instanta de judecata; sau

d) informatiile sunt solicitate de catre autoritatile publice centrale de licentiere,
reglementare si monitorizare sectoriala in scopul exercitarii de catre acestea a atributiilor
lor.

4.4.2. Impactul asupra echitatii si egalitatii de gen

Pornind de la obiectul de reglementare al proiectului, executarea actului normativ nu va
influenta Tn mod diferit femeile, barbatii si minoritatile de gen, si nu necesitd masuri de
eliminare a discrimindrii si de promovare a oportunitatilor egale.

4.5. Impactul asupra mediului

Impactul asupra mediului este pozitiv datoritd reducerii consumului de hartie si a
materialelor tipografice.

4.6. Alte impacturi si informatii relevante

Nu au fost identificate.

5. Compatibilitatea proiectului actului normativ cu legislatia UE

5.1. Masuri normative necesare pentru transpunerea actelor juridice ale UE in
legislatia nationala

Nu este aplicabil

5.2. Masuri normative care urmdresc crearea cadrului juridic intern necesar pentru
implementarea legislatiei UE

Nu este aplicabil

6. Avizarea si consultarea publica a proiectului actului normativ

Proiectul a fost transmis spre consultare prealabild la Institutia Publicd ,,Agentia de
Guvernare Electronica” fiind definitivat conform propunerilor si obiectiilor prezentate.

In scopul respectirii prevederilor Legii nr. 239/2008 privind transparenta in procesul
decizional, pe pagina web oficiald a Ministerului Finantelor www.mf.gov.md, la
compartimentul Transparenta decizionald, a fost plasat anuntul privind initierea procesului
de elaborare a prezentului proiect, care poate fi accesat la linkul:

https://www.mf.gov.md/ro/content/anun%C8%9B-privind-ini%C8%9Bierea-
elabor%C4%83rii-proiectului-722

Un anunt similar a fost plasat si pe platforma www.particip.gov.md si poate fi accesat la
linkul:

https://particip.gov.md/index.php/ro/document/stages/proiectul-hotararii-guvernului-cu-
privire-la-aprobarea-conceptului-sistemului-informational-noul-sistem-computerizat-de-
tranzit/15642



http://www.mf.gov.md/
https://www.mf.gov.md/ro/content/anun%C8%9B-privind-ini%C8%9Bierea-elabor%C4%83rii-proiectului-722
https://www.mf.gov.md/ro/content/anun%C8%9B-privind-ini%C8%9Bierea-elabor%C4%83rii-proiectului-722
http://www.particip.gov.md/
https://particip.gov.md/index.php/ro/document/stages/proiectul-hotararii-guvernului-cu-privire-la-aprobarea-conceptului-sistemului-informational-noul-sistem-computerizat-de-tranzit/15642
https://particip.gov.md/index.php/ro/document/stages/proiectul-hotararii-guvernului-cu-privire-la-aprobarea-conceptului-sistemului-informational-noul-sistem-computerizat-de-tranzit/15642
https://particip.gov.md/index.php/ro/document/stages/proiectul-hotararii-guvernului-cu-privire-la-aprobarea-conceptului-sistemului-informational-noul-sistem-computerizat-de-tranzit/15642

Proiectul urmeaza a fi supus avizarii si consultarii publice in conformitate cu art.32 din
Legea nr.100/2017 cu privire la actele normative si conform prevederilor Legii nr.239/2008
privind transparenta 1n procesul decizional.

7. Concluziile expertizelor

In conditiile art. 36 si art.37 din Legea nr.100/2017 cu privire la actele normative,
proiectul se supune expertizei anticoruptie si expertizei juridice.

8. Modul de incorporare a actului in cadrul normativ existent

Ca rezultat al aprobarii proiectului nu vor fi necesare abrogari sau modificari ale altor acte
normative.

9. Masurile necesare pentru implementarea prevederilor proiectului actului
normativ

Controlul asupra executarii hotararii se pune in sarcina Serviciului Vamal.

Ministru Andrian GAVRILITA
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Ministerul Finantelor

Copie: Serviciul Vamal

Institutia publica ,,Agentia de Guvernare Electronica” a examinat proiectul de
hotardre a Guvernului privind sistemul informational "Noul sistem computerizat de
tranzit”, autor — Ministerul Finantelor, remis spre coordonare prealabild, si, in limitele
competentelor functionale, comunica urmatoarele obiectii $i propuneri:

La proiectul hotararii:

1. Potrivit pct.2.2 din Nota de fundamentare a proiectului, formalitatile vamale la
postul vamal de frontierd, nu se reduc numai la inregistrarea traversarii frontierei, dar §i
la verificarea datelor unei declaratii sumare de intrare, procedura operationala dintr-un
alt sistem informational decat NCTS. Odata cu dezvoltarea acestei componente, NCTS va
permite depunerea unei singure declaratii de tranzit, cu elementele de siguranta si
securitate, reducand semnificativ formalitatile vamale, timpii de asteptare la frontiera,
numarul de controale vamale si salvind costuri.

Astfel, in vederea evitarii dublarii functionalitatilor aferente tranzitului a doua sisteme
informationale de stat, proiectul de hotarare se va completa, dupa pct.3, cu un nou punct,
cu urmatorul continut:

»4. La data intrarii in vigoare a prezentei hotarari, Sistemul informational ,, Noul
sistem computerizat de tranzit” va fi utilizat in calitate de unica solutie informationala
destinata depunerii si prelucrarii declaratiilor de tranzit.”

2. Pentru claritate juridico - normativa, la actualizarea Hotararii Guvernului
nr.561/2007 cu privire la Sistemul Informational Integrat Vamal, urmeaza si fie introduse
mentiuni si despre SI ,,Noul sistem computerizat de tranzit”, ca subsistem/modul al SIIV
pentru gestionarea regimului de tranzit.

La proiectul Conceptului:

2. Pct.1 va fi expus 1n corespundere cu definitia conceptului unui sistem informational
din art.7° alin.(2) lit.a) din Legea nr.467/2003 cu privire la informatizare si la resursele
informationale de stat.



3. Tinand cont ca notiunea de ,,concept” este deja definitd de Legea nr.467/2003, se
va exclude sbp.3.2.

4. Pct.27 urmeaza a fi revizuit in corespundere cu prevederile pct.6 subpct.1)
din Hotararea Guvernului nr. 125/2018 cu privire la Institutia publicd ,,.Centrul de
Tehnologii Informationale in Finante” (in continuare - I.P. CTIF), prin desemnarea I.P.
CTIF in calitate de administrator tehnic al Sistemului informational ,Noul sistem
computerizat de tranzit”, dar nu a Serviciului Vamal.

Dupa caz, se va specifica faptul ca administrarea tehnica a Sistemului informational
,,Noul sistem computerizat de tranzit” se realizeaza de catre [.P. CTIF 1n baza unui contract
de prestari servicii incheiat cu posesorul.

5. La pet.29 se vor indica care sunt persoanele fizice si juridice care sunt furnizori de
date. Trimiterea generald la pct.30 nu este o solutie corespunzatoare, deoarece nu orice
persoana fizica sau juridica este furnizor de date. Mai mult decét atét, ludnd in considerare
ca la sbp.24.5 autorul a inclus furnizorii si registratorii de date intr-o categorie comuna,
conchidem ca aceleasi persoane fizice si juridice vor fi si registratori de date, fapt care
impune indicarea expresa a persoanelor care vor detine aceasta calitate.

6. Prin prisma pct.36.1, 38.2, 39.1 din proiectul Conceptului, pct.34 se va completa cu
textul: ,,cu exceptia identificatorilor obiectelor informationale imprumutate din alte
resurse informationale de stat corespunzatoare persoanelor fizice sau juridice”.

In acest sens, atragem atentia ca identificatorii obiectelor informationale care se refera
la persoanele fizice sau juridice nu sunt generati de catre Sistemul informational ,,Noul
sistem computerizat de tranzit”, dar sunt preluati din Registrul de stat al populatiei si
Registrul de stat al unitatilor de drept.

7. La sbp.36.1 se va descrie semnificatia acronimului ,,EORI”.

8. La pct.41 se va indica identificatorul pentru obiectul informational ,,Profilurile
utilizatorilor”.

9. Sectiunea 1 din Capitolul VI:

9.1.se va completa cu datele obiectelor informationale ,,Documente”, ,Rapoarte”,
,Notificari”, ,,Fisierele log”;

9.2.se va completa cu identificatorul si datele aferente obiectului informational
,.Incidente”.

10. La pct.48:

10.1. sbp.48.1 se va expune cu urmatorul continut:

,,48.1. sistemele informationale partajate.”,;

10.2. Atragem atentia asupra necesitatii alinierii modului de livrare a serviciilor
destinate persoanelor fizice si unitatilor de drept cu arhitectura nationala de acces unificat
la servicii publice electronice. In acest sens, Hotararea Guvernului nr.677/2025 stabileste
ci accesul la serviciile publice electronice prestate prin intermediul resurselor si sistemelor
informationale de stat se consolideaza in cadrul Portalului guvernamental integrat EVO.
Concomitent, Programul national privind modernizarea si armonizarea sistemelor
informationale vamale (2025-2030), aprobat prin Hotararea Guvernului nr.655/2025,



prevede ca, in procesul de modernizare a serviciilor publice, Serviciul Vamal va asigura
interoperabilitatea si standardizarea serviciilor publice electronice prin utilizarea portalului
guvernamental al serviciilor publice, componentd a SI ,,Registrul de stat al serviciilor
publice”, in logica ghiseului unic, iar serviciile noi urmeaza sa fie inregistrate in Registrul
de stat al serviciilor publice, in conformitate cu cadrul normativ aplicabil.

Din aceastd perspectiva, problema de guvernanta este pozitionarea Portalului Vamal
Public fata de obligatia de consolidare a accesului in Portalul guvernamental integrat EVO
EVO. Mentinerea unui portal sectorial prezentat ca ,,punct unic de acces” pentru servicii
destinate persoanelor fizice si persoanelor juridice poate genera dublarea Portalului
guvernamental integrat EVO prin aparitia unui portal sectorial cu functii similare.

In consecinti, pentru functionalititile/serviciile NCTS destinate persoanelor fizice si
persoanelor juridice, urmeaza sa fie aplicat modelul urmator:

a) Portalul guvernamental integrat EVO - punctul unic de acces;

b) Portalul vamal public - interfata sectoriala.

Astfel, serviciile aferente vor fi inregistrate si publicate In Registrul de stat al
serviciilor publice si expuse utilizatorilor prin Portalul guvernamental integrat EVO (ca
ghiseu unic), iar executia operationala poate ramane in interfata sectoriala (adica Portalul
vamal public/NCTS), insa accesarea acesteia se va realiza prin integrare clard din EVO
(link cu redirectionare).

Prin urmare, pct.48 se va completa cu sbp.48.1.6 cu urmatorul continut:

»48.1.6. Portalul guvernamental integrat EVO - pentru publicarea/initierea accesului
unificat (ghiseu unic) la serviciile publice electronice aferente utilizarii SI ,, Noul sistem
computerizat de tranzit”, inclusiv prin redirectionare catre interfata sectoriala a
Serviciului Vamal (Portalul vamal public), precum si pentru accesul utilizatorilor la datele
documentate despre sine, dupa caz.”

La acelasi subiect, atragem atentia cu privire la necesitatea documentarii Portalului
Vamal Public, in conformitate cu art.7® alin.(2) lit.a) si c) si a art.22 lit.d) din Legea
nr.467/2003. In acest sens, urmeaz a fi elaborate, de citre posesorul Portalului mentionat,
si remise Guvernului spre aprobare proiectele Conceptului Portalului Vamal Public si
regulamentul resursei informationale formate de Portalului Vamal Public;

10.3. sbp.48.2. se va expune cu urmatorul continut:

,,48.2. alte sisteme informationale de stat:”;

10.4. sbp.48.2.7 se va expune in urmatoarea redactie:

»48.2.7. alte sisteme informationale de stat, in scopul consumului de date necesar
realizarii functionalitatilor SI ,, Nou sistem computerizat de tranzit”, in conformitate cu
cadrul normativ.”.

11. In pct.49:

11.1. textul ,, MConnect” se va substitui cu textul (MConnect), redand corect intre
paranteze denumirea platformei de interoperabilitate stabilitd de cadrul normativ;



11.2. luand in considerare faptul ca aspectele tehnice de interoperabilitate si schimb
de date sunt deja reglementate de cadrul normativ, se va exclude textul ,, utilizand Web
servicii §i standarde/protocoale securizate precum SOAP, HTTPS etc.”.

11.3. ultima propozitie se va completa la final cu textul ,,in cadrul Sistemului
informational ,, Catalogul semantic”.”

12. Pct.51 urmeaza a fi revizuit in corespundere cu prevederile pct.4 subpct.1) si 3)
din Hotararea Guvernului nr.128/2014 privind platforma tehnologicd guvernamentald
comuna (MCloud) si ale pct.17 din Hotararea Guvernului nr.414/2018 cu privire la
masurile de consolidare a centrelor de date in sectorul public si de rationalizare a
administrarii sistemelor internationale de stat, in partea ce tine consolidarea centrelor de
date in platforma tehnologica guvernamentala comuna (MCloud), prin stabilirea gazduirii
Sistemului informational ,,Noul sistem computerizat de tranzit” pe platforma tehnologica
guvernamentala comund (MCloud).

La proiectul Regulamentului:

13. Pct.1 se va expune in concordanta cu prevederile art.7° alin.(2) lit.c) din Legea
nr.467/2003.

14. Pct.11 se va revizui prin prisma argumentelor expuse la pct.4 din prezentul aviz.

15. Capitolul II se va completa cu drepturile si obligatiile registratorilor si ale
destinatarilor datelor.

16. In pct.18 cuvintele , si alfi utilizatori” se vor substitui cu cuvintele ,,si
registratorii datelor”.

17. In pet.19 textul ,, , precum si alti utilizatori cu drept de acces in limitele legii” se
va exclude, deoarece alte categorii de utilizatori ai sistemului sunt deja mentionate la
pct.18.

18. Pct.32.7 se va expune cu urmatorul continut:

,32.7. alte sisteme informationale de stat, in scopul consumului de date necesar
realizarii functionalitatilor SI ,,Nou sistem computerizat de tranzit”, in conformitate cu
cadrul normativ.”

19. In pct.33 cuvintele ,,servicii electronice guvernamentale de platformad” se vor
substitui cu cuvintele ,, sisteme informationale partajate”.
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data aplicdrii semndturii

MINISTERUL FINANTELOR
AL REPUBLICII MOLDOVA

15/3-03/13/75

electronice nr.
Lanr.
Cancelaria de Stat
CERERE
privind inregistrarea de catre Cancelaria de Stat a proiectelor de acte ale
Guvernului

Nr. Criterii de inregistrare Nota autorului

crt.

1. Categoria si denumirea proiectului Proiectul hotararii Guvernului privind sistemul
informational ,,Noul sistem computerizat de
tranzit”

2. | Autoritatea care a elaborat proiectul Ministerul Finantelor (Serviciul Vamal)

3. |Justificarea depunerii cererii Proiectul este elaborat in temeiul art. 18 alin. (1)
si art. 22 lit. ¢) si d) din Legea nr. 467/2003 cu
privire la informatizare si la resursele
informationale de stat si are drept scop aprobarea
sistemului  informational  ,Noul  sistem
computerizat de tranzit”

4, Referinta la documentul de planificare |Elaborarea proiectului este prevazuta in

care prevede elaborarea proiectului Programul national de aderare a Republicii
Moldova la Uniunea Europeana pentru anii
2025-2029, aprobat prin Hotararea Guvernului
nr. 306/2025
5. Lista autoritatilor si institutiilor a caror | Ministerul Dezvoltarii  Economice s
avizare este necesara Digitalizarii;
Agentia de Guvernare Electronica;
Centrul National pentru Protectia Datelor cu
Caracter Personal;
Serviciul Tehnologia Informatiei si Securitate
Cibernetica;

6. Termenul-limitd pentru  depunerea 10 zile

avizelor/expertizelor




7. Persoana responsabila de promovarea/ Bonari Doina, consultanta principala, Directia
proiectului generala politici fiscale si vamale,

tel.022-26-26-57,
email: doina.bonari@mf.gov.md

8. |Anexe 1. Proiectul hotararii Guvernului
2. Nota de fundamentare

0. Data si ora depunerii cererii Data si ora conform semnaturii electronice

10. |Semnatura Conform semnaturii electronice

Ministru

Andrian GAVRILITA
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